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Mr. SMITH OF TEXAS. The Subcommittee on Courts, the Internet, and Intellectual Property will come to order.

I'm going to recognize myself for an opening statement, then the Ranking Member, Mr. Berman of California, for an opening statement. Then I want to represent the gentleman from California, Mr. Issa, for comments, as well, because he is the author of a resolution that was approved on the House floor recently to deal with the subject at hand.

I also want to compliment the gentleman from California, Mr. Issa, because I believe, with the exception of the Chairman and the Ranking Member, that he has the best attendance record on this Subcommittee of anyone. And that is both appreciated and will be remembered. I'll recognize myself for an opening statement.

The evidence continues to show that the government of the People's Republic of China is engaged in a long-term effort to steal sensitive and proprietary technologies from U.S. industry. Last week, Federal judges in Los Angeles ordered Chi Mak, an electrical engineer who worked as a defense contractor, and his brother Tai Mak, who also is in the Chinese military, to be held without bond in a case prosecutors believe could be among the most damaging cases of Chinese technology spying.

In court papers, Chi Mak has reportedly admitted passing restricted data for 22 years—including sensitive information on the DBX destroyer, the Aegis weapons system, and a U.S. study that reveals the methods to be used by U.S. warship personnel to continue operating after being attacked—to Chinese military intelligence handlers.

This kind of technology spying and theft of intellectual property pose serious threats to our country's long-term economic and na-
tional security interests. No two governments are more adept at exploiting U.S. weaknesses in protecting technology than the governments of China and the Russian Federation.

U.S. policy is motivated by a sincere desire to encourage these governments to respect individual rights, including the right to profit from the legitimate use and licensing of intellectual property rights. Our hope is that the Chinese and Russian governments will ultimately develop into reliable and dependable allies in the fight to protect intellectual property rights. Yet that hope must be grounded in reality, and not motivated by wishful thinking.

Unfortunately, there is little in the present record to indicate a sincere desire by the political leadership of these nations to respect the rights of U.S. intellectual property owners. In numerous international and bilateral agreements, China and Russia assume the duty to provide adequate and effective enforcement of intellectual property rights in return for the United States and other nations lowering trade barriers to their goods. The political leadership of each nation has prospered by being permitted to reap the benefits of international trade, without being held accountable for their own commitments.

Their record stands in stark contrast to the countless assurances, guarantees, and commitments to honor their obligations that have been made to the most senior officials of the United States Government.

One of the most offensive examples of intransigence was reported in the December 1st edition of the Moscow Times. In an article entitled, "Envoy: Licensed DVDs Cost Too Much," Alexander Kotenkov, who is President Putin’s representative in the Russian Parliament’s upper chamber, stated at a conference “devoted to the fight against piracy” that he often purchased illegally-made discs for plane trips, paying the equivalent of $3.12 for a DVD that contains five or six films.

President Putin’s representative went on to blame copyright owners for piracy, by stating that Russian citizens are not at fault for being unable to buy licensed discs, because the costs of legitimate discs are too high.

I am confident, in connection with any future consideration of Russian accession to the WTO, the United States Congress will consider the extension of permanent normal trade relations with Russia. In the absence of a real, sustained, and verifiable commitment by the highest levels of the Russian government to protect the legitimate rights of intellectual property owners, I will continue to oppose U.S. support for the extension of PNTR and for Russia’s admission to the WTO.

I have no intention of watching while Russia becomes the next China; a result that I am concerned could ultimately lead to an erosion of U.S. public support for the WTO and the rules-based trading system that it was intended to implement.

Our witnesses today will bring the Subcommittee up to date on the developments that have transpired since May 17, when this Subcommittee held back-to-back hearings on Chinese and Russian IP theft.

That concludes my opening statement, and the gentleman from California, Mr. Berman, is recognized for his.
Mr. Berman. Thank you very much, Mr. Chairman, for scheduling this hearing on international intellectual property piracy. I actually hope the Subcommittee can institutionalize the practice of having at least one hearing a year that focuses on international trade and products protected by intellectual property rights.

I particularly want to thank you for inviting Joan Borsten to testify. She is a long, longstanding good friend, a constituent, and has a very compelling story. She brings a valuable perspective to the hearing: that of an individual American entrepreneur whose business has been dramatically impacted by a foreign government’s sustained campaign to steal her rights to intellectual property.

Because of the massive copyright piracy that occurs daily in China and Russia, the sales of black market goods cause an annual loss of revenue to American creators that is truly staggering. According to the International Intellectual Property Alliance, piracy rates in the copyright industries range from a low of 70 percent to a high of 95 percent. And American industries annually lose over $2½ billion in China, and almost $2 billion in Russia.

But it is not only the copyright industries, entertainment, software, book publishing, etcetera, that suffer. We could probably have an entire hearing only on counterfeiting of motorcycle parts, purses, and pharmaceuticals. No industry is immune from the endemic intellectual property violations occurring in these two countries.

The problem in both China and Russia is similar. While the laws may be on the books, actual enforcement of those laws is sorely lacking. Few criminal prosecutions have taken place, and even fewer sentences have been meted out. There’s currently no true deterrent for the pirates. In fact, piracy has become the foundation for new businesses that export these black market goods.

The one effective tool the current Administration has to incentivize the Chinese government to address its piracy problem is pursuing a WTO case. At the last hearing on this issue, the USTR testified that they were, “committed to ensure that China is compliant with its obligations. And we will take WTO action if, in consultation with you and with our industry, we determine that this is the most effective way to fix the problem that we are resolved to fix.”

When I asked whether 6 months would be a reasonable time frame to reach a conclusion, the answer was that it could be. So here we are, 6 months later, and I’m looking forward to an update from that office.

Furthermore, have additional avenues for mitigating the effect of piracy in China been explored by the current Administration? Currently, the Chinese government engages in vast restrictions on market access for American copyrighted goods. They restrict the number of American films that can be shown, and severely curtail the right of our companies to do business in their country. These barriers make the impact of piracy that much greater, and virtually impossible for our companies to counteract piracy.

With Russia, there is still some leverage, because they have not joined WTO yet. I took note of the Chairman’s comments in his opening statement on this subject.
A number of months ago, I, along with a number of other Demo-
crats, wrote Ambassador Portman advising him. And these were
Democrats who were inclined—on a number of occasions
have been willing to support free trade agreements. We wrote a
letter to Ambassador Portman, advising him that in order to obtain
our support for any future trade agreement, we would have to be
assured that the lesson taught from allowing China to join the
WTO without provision for adequate enforcement against intellec-
tual property violations has been learned.

In fact, just last week, IIPA submitted comments for the Special
301 Out-of-Cycle review on Russia. It’s not encouraging news: “In
short, Russia is not complying with its commitments to provide
adequate and effective copyright protection and enforcement.”

Furthermore, the House in a bipartisan vote—I believe that was
the gentleman from California, Mr. Issa’s resolution—recognized
Russia’s failure to adequately protect intellectual property, and
cautioned that without change they are at risk of losing GSP bene-
fits and accession to the WTO.

The last time, we discussed the complexity of denying GSP bene-
fits to a country, a process which requires consultation of most
agencies within the Executive Branch. It’s clear that in Congress
we all agree that this situation is quite outrageous, and that a
country that flagrantly violates American intellectual property
rights should not receive GSP duty-free benefits. So I ask, since the
last hearing, has there been any movement on the status of Rus-
sia’s GSP benefits?

If motivated, these countries can protect intellectual property
rights. When piracy hurts the Chinese interests, the Chinese gov-
ernment has been motivated to step in. When knock-offs of the Bei-
jing summer 2008 game logos on T-shirts were being sold, the mar-
kets were quickly cleared. In short, China can deal with this prob-
lem, if it has the political will, and when it has the political will.

In Russia, it seems incredible that the Russian government actu-
ally controls the facilities and land on which many of these pirate
optical disc plants operate. How can it simply do nothing to shut
down the plants operating on these government-run installations?

I’m looking forward to hearing from the witnesses to learn what
benchmarks or time lines have been established to help guide a de-
cision on a WTO case against China, the withdrawal of GSP duty-
free benefits from Russia, and whether Russia is aware that they
will be denied admission to the exclusive WTO club unless the pi-
racy problem is addressed. I’m looking forward to hearing about
other steps that are being taken to protect American creativity.

Thank you, Mr. Chairman.

Mr. Smith of Texas. Thank you, Mr. Berman. The gentleman
from California, Mr. Issa, is recognized for his comments.

Mr. Issa. Thank you, Mr. Chairman and Ranking Member Ber-
man. Thank you for your leadership in seeing that the resolution,
which had to be pushed through the Ways and Means Committee,
saw the floor, and certainly showed the Administration, in addition
to the Russians, that we are determined not to make the same mis-
take we made with China.

I, personally, voted in support of the Permanent Normalized
Trade; and obviously, it led to WTO admission for China. That is
a vote that I deeply regret. I’m a dyed-in-the-wool free-trader; but free trade is about fair trade.

Briefly, I wanted to echo some of the comments that the Ranking Member and the Chairman made, which are if you have countries which believe, support, and in fact participate in theft, it doesn’t matter what their justification is. The truth is that Russia and China hide under the theory that they cannot afford—that they are poor countries; they cannot afford to pay that, as was said in the opening statements. The fact is, Russia has become the number-two, soon to be the number-one seller into Europe of counterfeit goods.

Obviously, Russia believes that Europe can also not afford—Luxembourg, with a per-capita GDP similar to the United States, cannot afford—to pay a fair price, unless of course Russia is making a profit on it.

There is no question that this behavior is part of a culture in the old Soviet Union and the still technically communist China, that intellectual property is not real property, and that in fact it is a right of the state. That attitude and the legislation and the enforcement have to be changed.

I believe that with the Chairman’s leadership, that we can continue to echo the message to the Administration, Trade Representative here today, that we shall not, under any basis, allow for accession to the WTO—which I do have to disagree with the Ranking Member slightly. I’d like to say it was exclusive, but with over 140 members, the truth is Russia stands out by its absence as a country prohibited—rightfully so—prohibited from entering this no longer so exclusive club because of their action. Their action is reprehensible.

And I’ll close with this. Less than 6 months ago, I was in Russia; and I’ve been assured by a group that was there over the break, it’s still the same. If you can drive the main streets of Moscow and see them offering MPEG-4, MP-3, formats for movies and for music that are not offered from the makers in their original form, on the main streets in large neon signs—and of course, offering an opportunity to buy “Star Wars” long before it was out on DVD—it is very clear that they are unapologetic for their theft of intellectual property.

And as Mr. Berman, I believe, noted, also, they don’t have a problem at all stealing other property from us in the defense industry, and in fact in every area of manufacturing. And I thank the Chairman and the Ranking Member.

Mr. Berman. Would the gentleman yield?

Mr. Issa. I’d be glad to yield.

Mr. Berman. On the issue of the exclusivity, it reminds me of the Groucho Marx line: “Why would you want to get in any club that would take you?”

Mr. Issa. “That would have you as a Member.” Absolutely. And with that, I yield back.

Mr. Smith of Texas. Thank you, Mr. Issa. It’s nice of us to have a united front up here.

Before we hear from the witnesses, I’d like to ask you to stand and be sworn in.

[Witnesses sworn.]
Mr. SMITH OF TEXAS. Please be seated. Our first witness is Chris Israel, who serves as the Coordinator for International Intellectual Property Enforcement. Mr. Israel was appointed to this newly created position, which is housed at the U.S. Department of Commerce, in July 2005, by President George W. Bush. In this capacity, Mr. Israel is tasked with coordinating and leveraging the resources of the Federal Government to improve the protection of U.S. intellectual property at home and abroad.

Before accepting his current position, Mr. Israel served in a variety of assignments at the Department of Commerce, many of which focused on advancing U.S. innovation and technology leadership.

I am told that today’s testimony will mark the first time that Mr. Israel has testified before a Committee of Congress since accepting his new responsibilities.

His ability to ensure the development of a sustainable and comprehensive national and international enforcement policy for the protection of U.S.-based intellectual property rights is of vital and continuing interest to this Subcommittee.

Mr. Israel received his BA from the University of Kansas, and his MBA from the George Washington University.

Our second witness is Victoria Espinel, who is the [Acting] Assistant U.S. Trade Representative for Intellectual Property in the Office of the United States Trade Representative. In that capacity, Ms. Espinel serves as the principal U.S. trade negotiator on intellectual property.

Ms. Espinel’s office chairs the intra-agency committee that conducts the annual Special 301 Review of international protection of intellectual property rights. The latest report was published on April 29, 2005. Subsequent to its publication, Ms. Espinel appeared before the Subcommittee to deliver testimony on the subjects of intellectual property theft in China and Russia. She will be providing this Subcommittee with an update on developments, as well as a status report on the substantial challenges that remain.

Ms. Espinel holds an LLM from the London School of Economics, a JD from Georgetown University, and a BS in foreign service from Georgetown University’s School of Foreign Service.

Our third witness is Eric H. Smith, who serves as the President of the International Intellectual Property Alliance, a private-sector coalition of seven U.S. trade associations which is based in Washington, D.C. IIPA represents over 1,900 companies that produce and distribute materials protected by copyright laws throughout the world. A founder of IIPA, Mr. Smith frequently serves as the principal representative of the copyright industries in WTO, TRIPS, and Free Trade Agreement negotiations.

Mr. Smith has a JD from the University of California at Berkeley, a BA from Stanford, and an MA from the School of Advanced International Studies at Johns Hopkins.

Our final witness is Joan Borsten, who is President of Films by Jove, Inc., a California-based production and distribution company that acquired worldwide rights to much of the animation library of Moscow’s—remote or Soyuzmultfilm?—Studio in 1992.

Ms. Borsten received her BA in comparative literature from the University of California at Berkeley, and her MS in bilingual education at USC.
Welcome to you all. We have witness statements from all of the witnesses on this panel. Without objection, their complete testimony will be made a part of the record.

As you all know, we trust that you will limit your testimony to 5 minutes; which we look forward to. And Mr. Israel, we will begin with you.

TESTIMONY OF CHRIS ISRAEL, COORDINATOR FOR INTERNATIONAL INTELLECTUAL PROPERTY ENFORCEMENT, U.S. DEPARTMENT OF COMMERCE

Mr. Israel. Thank you, Mr. Chairman. Chairman Smith, Ranking Member Berman, and Members of the Committee, I'm pleased to be able to be here today to join you and my counterparts on this panel to discuss the challenge of international intellectual property rights enforcement.

I want to first thank the Committee for their continued support and leadership on issues concerning the protection of intellectual property. I look forward to the opportunity to work together to ensure that the heart of America's thriving innovation economy, its intellectual property, is effectively protected around the world.

Combating piracy and counterfeiting is a top priority for the Bush Administration. President Bush has consistently raised IP enforcement with foreign leaders; placed it on the agenda of the G8; and made it a key part of the recent U.S./EU summit. He has also discussed our ongoing concerns with leaders of critical markets such as China and Russia. In addition, he has directed his Administration to address the issue actively, aggressively, and with a results-oriented approach.

The reasons IP enforcement is a priority for this Administration are very clear. Few issues are as important to the current and future economic strength of the United States as our ability to create and protect intellectual property.

Enforcement of intellectual property also carries great consequence for the health and safety of consumers around the world, because fake goods don't just hurt business; they hurt people.

Finally, the theft of American intellectual property strikes at the heart of one of our greatest comparative advantages: our innovative capacity.

The Office of International Intellectual Property Enforcement is located at the Department of Commerce, and I report to Secretary Gutierrez. We also work under the leadership of the White House, and we have been met with tremendous cooperation from all Federal agencies that contribute to our overall IP enforcement efforts.

A very critical element of our overall coordination is the Strategy Targeting Organized Piracy, the STOP Initiative, launched by the Bush Administration in October 2004. This initiative brings together USTR, Commerce, Justice, Homeland Security, and the State Department. STOP has yielded tangible results and received attention around the world.

The STOP Initiative and our new Office of International Intellectual Property Enforcement allows us to deliver a clear message: The United States takes the issue of intellectual property enforcement very seriously; we are leveraging all of our resources to ad-
dress it; and we have very high expectations of all of our global trading partners.

As this Committee clearly understands, the problem of global piracy and counterfeiting exists in many industries and countries, and demands continuous attention. With finite resources and seemingly infinite concerns, how we focus our efforts is critical.

The Bush Administration is focused on six key priorities. First, we are working to empower America’s innovators. Through specific tools and broad education efforts, we are getting the word out to American businesses that they must be aggressive and proactive in protecting their rights.

Secondly, we are focused on preventing counterfeit and fake goods from penetrating our borders. This means casting a wider net, utilizing technology, and working with our trading partners to share information.

Third, we are working to prevent fake and counterfeit goods from corrupting legitimate supply chains. We have worked closely with the Coalition Against Counterfeiting and Piracy to develop voluntary guidelines companies can use to ensure their supply and distribution chains are free of counterfeits.

Fourth, U.S. law enforcement is leading efforts to dismantle criminal enterprises around the world that steal intellectual property. The Justice Department has pursued numerous operations targeting criminal organizations involved in online piracy and trafficking in counterfeit goods.

Fifth, we are working with our trading partners to build international support for IP enforcement. Through the Joint Committee for Commerce and Trade, the JCCT, for example, we have worked extensively with China to address rampant IP concerns. And just last week, we reached an agreement to work much more closely with the European Union to combat global piracy.

Lastly, we are educating other governments about intellectual property rights and how important IPR is to the global economy. To date, over 100 IPR enforcement projects and 290 IPR technical assistance projects have been conducted around the world.

Mr. Chairman, the Bush Administration is committed to stopping intellectual property theft and providing businesses with the tools they need to flourish in a global economy. As I work to coordinate the U.S. Government’s efforts, and with your continued support and the partnership of this Committee, we will be able to do even more on behalf of American innovators, researchers, entrepreneurs, artists, and workers.

We must take advantage of the opportunity to work together to better protect the knowledge industries of today, so that we may continue to see the innovations and growth of tomorrow. Thank you, Mr. Chairman.

[The prepared statement of Mr. Israel follows:]

PREPARED STATEMENT OF CHRIS ISRAEL

Chairman Smith, Ranking Member Berman and members of the Committee, I am pleased to join you today to discuss the challenge of international intellectual property rights enforcement.

I want to thank the Committee for its continued support and leadership on issues concerning the protection of intellectual property. I look forward to the opportunity
to work together to ensure that the heart of America’s innovation economy, its intellectual property, is effectively protected around the world.

The Bush Administration is keenly aware of the significance of IP protection for American businesses, workers, entrepreneurs and innovators. It is estimated that IP theft costs U.S. businesses approximately $250 billion annually and results in the loss of hundreds of thousands of American jobs. Combating piracy and counterfeiting is a top priority for this Administration. This prioritization is evident in the leadership shown by President Bush. He has consistently raised IP enforcement with foreign leaders, placed the issue on the agenda of the G8 and made it a key part of the recent U.S./EU summit. He has also discussed our ongoing concerns with leaders of critical markets such as China and Russia. He has directed his Administration to address this issue actively, aggressively and with a results-oriented approach.

I appreciate the opportunity to discuss this leadership, to address our efforts to maximize the Federal government’s role in protecting American intellectual property and to share our results-oriented strategy.

* * * * *

LEADERSHIP AND PRIORITIZATION

The reasons for the Administration’s leadership on IP enforcement and for its prioritization are clear.

First, few issues are as important to the current and future economic strength of the United States as our ability to create and protect intellectual property. U.S. IP industries account for over half of all U.S. exports. They represent 40% of our economic growth and employ 18 million Americans who earn 40% more than the average U.S. wage, and a recent study valued U.S. intellectual property at approximately $5 trillion—or about half of U.S. GDP. Quite simply, our ability to ensure a secure and reliable environment for intellectual property around the world is critical to the strength and continued expansion of the U.S. economy.

The enforcement of intellectual property rights also carries great consequence for the health and safety of consumers around the world. The World Health Organization estimates that 10% of all pharmaceuticals available worldwide are counterfeit. The U.S. Federal Aviation Administration estimates that 2% of airline parts installed each year are fake—or about 520,000 parts. And we have seen counterfeit circuit breakers that overheat and explode, brake linings made of wood chips and cardboard, and fake power cords. In the world of today’s sophisticated criminal IP operations, if a product can be easily counterfeited, has an immediate demand and provides a good profit margin it will be copied. Consumer safety and product quality are concerns obviously not on the minds of global IP thieves.

Finally, the theft of American intellectual property strikes at the heart of one of our greatest comparative advantages—our innovative capacity. Through the applied talents of American inventors, researchers, entrepreneurs, artists and workers we have developed the most dynamic and sophisticated economy the world has ever seen.

And I truly believe the world is a much better place due to these efforts. We have delivered life-saving drugs and products that make people more productive. We have developed entirely new industries and set loose the imaginative power of entrepreneurs everywhere. And, we set trends and market best-of-class products to nearly every country in the world.

We value our heritage of innovation and exploration—it is not only part of our history; it is the key to our future.

And this future—a future of innovation, exploration and growth that benefits the entire world—rests on a basic, inherent respect for intellectual property rights and a system that protects them.

The Bush Administration’s effort to provide a secure and predictable global environment for intellectual property is driven by a commitment to foster U.S. economic growth, to secure the safety and health of consumers everywhere, and an abiding respect for the great American innovative spirit that has driven our nation since its founding and will determine our future.

* * * * *

ORGANIZATION AND EFFECTIVE ENGAGEMENT

This is my first opportunity to testify as the Coordinator for International Intellectual Property Enforcement, and I appreciate the chance to discuss how the Administration is working to focus and leverage our vast capabilities and resources.
The Office of International Intellectual Property Coordination is located at the Department of Commerce, and I report to Commerce Secretary Carlos Gutierrez. We also work under the leadership of the White House, and our efforts thus far have met with tremendous cooperation from the all federal agencies that contribute to our IP enforcement efforts.

Reinforcing the commitment and collaboration that exists within this interagency process is the fact that a senior Justice Department official is currently serving as the Deputy Coordinator for International Intellectual Property Coordination and Customs and Border Protection and the Patent and Trademark Office have both provided detailers to support our efforts.

A critical element in our overall coordination is the Strategy Targeting Organized Piracy (STOP) Initiative launched by the Bush Administration in October 2004. STOP has built an expansive interagency process that provides the foundation and focus for all of our efforts. This initiative is led by the White House and brings together USTR, the Department of Commerce, the Department of Justice, the Department of Homeland Security and the State Department. STOP is an attempt to play offense in the global fight against piracy and counterfeiting. The agencies involved have identified ways to empower U.S. businesses to better protect their IP, increase efforts to seize counterfeit goods at our borders, pursue criminal enterprises involved in piracy and counterfeiting, found innovative ways to work with U.S. industry, and aggressively engaged our trading partners to join our efforts.

STOP has yielded tangible results (Fact Sheet is submitted for the record), maintained the commitment of senior Administration officials, institutionalized an unprecedented level of coordination within the federal government and received attention around the world. The message that the STOP Initiative, and indeed our new Office of International Intellectual Property Enforcement, allows us to deliver is—the United States takes the issue of IP enforcement very seriously, we are leveraging all of our resources to address it and we have high expectations of all of our global trading partners.

In addition to the infrastructure put in place by the STOP Initiative and reinforced by the Office of International Intellectual Property Enforcement, the Administration will seek a reinvigorated role for the National Intellectual Property Law Enforcement Coordination Council (NIPLECC). NIPLECC is tasked with coordinating domestic and international intellectual property law enforcement in order to ensure the effective and efficient enforcement of intellectual property in the United States and worldwide. NIPLECC has made a number of valuable contributions since its creation in 1999 including the development of a comprehensive database that includes all recent IP law enforcement training provided by the U.S. government to developing and least developed nations as well as delivering legislative suggestions to improve domestic IP laws related to enforcement. However, there is unmet potential and in my role as Director of NIPLECC I look forward to working with this Committee to ensure that we are maximizing the capabilities of NIPLECC. To begin this effort, I can report that we will conduct a meeting of all NIPLECC members in January. This will be the most comprehensive NIPLECC meeting since its inception in 1999.

NIPLECC can play a vital role in our effort by bringing together the leaders of the key operational entities within the federal government that are responsible for IP enforcement. By establishing priorities and objectives at a senior level we will reinforce our day-to-day activities and ensure that all of the agencies critical to the federal government’s IP enforcement efforts are closely coordinated and committed to a common results-oriented agenda. In addition to the existing NIPLECC structure—which is comprised of the Department of Justice (Assistant Attorney General of the Criminal Division), the Commerce Department (Under Secretary for Intellectual Property and Director of the Patent and Trademark Office and Under Secretary for International Trade), the Office of the U.S. Trade Representative (Deputy USTR), the Department of Homeland Security (Commissioner of Customs and Border Protection) and the State Department (Under Secretary for Economics, Business and Agricultural Affairs).

* * * * *

**STRATEGY AND FOCUS**

As this Committee clearly understands, the problem of global piracy and counterfeiting confronts many industries, exists in many countries and demands continuous attention. With finite resources and seemingly infinite concerns, how we focus our efforts is crucial. I appreciate this opportunity to share with you the key areas which make up the Administration’s overall Strategy for Targeting Organized Piracy.
First, we are working to empower America’s innovators to secure and enforce their rights at home and abroad. Our efforts to provide new federal services and assistance include:

- A hotline (1–866–999–HALT) to counsel businesses on how to protect their IP.
- A website (www.stopfakes.gov) and brochure, to provide information and guidance to right holders on how to register and protect their IP in markets around the world.
- “IP toolkits” to guide businesses through securing and enforcing their rights in key markets around the world. Available at the www.stopfakes.gov website, toolkits for China, Russia, Mexico, Korea and Taiwan are downloadable.
- Extensive education campaigns across the country to teach small and medium sized enterprises how to secure and protect their rights and where to turn for federal resources and assistance. These seminars have occurred in 20 states and more are planned in 2006.
- An online recordation tool for rights holders to record their trademarks and copyrights with Customs and Border Protection.
- We have launched a China Intellectual Property Rights (IPR) Advisory Program in conjunction with the American Bar Association, the National Association of Manufacturers and the American Chamber of Commerce in China to provide legal counsel for SMEs to protect and enforce their IPR in China.
- Training for U.S. embassy personnel to be effective first responders to IPR issues in order to identify problems abroad and assist rights holders before fakes enter the market and/or supply chain.

Next, we need to increase our efforts to stop fake and counterfeit goods at America’s borders. This means:

- Casting a wider, tighter net on counterfeit and pirated goods by implementing new risk assessment models and technologies to stop counterfeit goods at our borders.
- Working with trading partners to share information and improve our capabilities to assess and anticipate risks. We have seen results of this effort with the European Union. At the U.S./EU Economic Ministerial last week, leaders of both governments committed to expand information sharing of customs data. Follow-up work on this commitment has already begun.

We need to build international support and rules to stem the flow of fake and counterfeit goods and keep them out of global supply chains. Our efforts here include:

- Commissioning a study by the Organization for Economic Cooperation and Development on the impact of global counterfeiting and piracy.
- Conducting outreach to Canada, the European Commission, France, Germany, Hong Kong, Japan, Korea, Mexico, Singapore and the United Kingdom laying the basis for increasing cooperation on IP enforcement. Outreach to other like-minded countries is underway.
- Facilitating the transfer of IP criminals to justice in America by revising and modernizing mutual legal assistance treaties and extradition treaties with Finland, Sweden, Belgium, Spain, the UK and Luxembourg. Additional treaties are under negotiation.
- Conducting post-entry audits to identify companies vulnerable to IP violations and working with them to correct their faulty business practices.
- Working closely with U.S. industry—namely, the Coalition Against Counterfeiting and Piracy, a U.S. Chamber of Commerce and National Association of Manufacturers led association—on the “No Trade in Fakes” program to develop voluntary guidelines companies can use to ensure their supply and distribution chains are free of counterfeits.

Law enforcement must play a leading role in dismantling criminal enterprises that steal intellectual property. We have:

- Pursued numerous operations targeting criminal organizations involved in online piracy and trafficking in counterfeit goods. We have indicted the four leaders of one of the largest counterfeit goods operations ever uncovered in New England—broke up a scheme to sell more than 30,000 luxury goods—including handbags, wallets, sunglasses, coats, shoes, and necklaces, and found the materials to manufacture at least 20,000 more counterfeit items.
• Led Operation Site Down, an international online piracy investigation involving more than 90 searches in twelve countries. Such cases have led to numerous arrests and convictions around the globe, seizure of millions of dollars worth of pirated products and the dismantling of criminal operations.

• Led Operation Ocean Crossing, a joint U.S. and Chinese law enforcement action that disrupted an organization trafficking in counterfeit pharmaceuticals. The action resulted in arrests in China and the United States and the capture of hundreds of thousands of fake pharmaceuticals.

• Executed measures to maximize law enforcement’s ability to pursue perpetrators of IPR crimes. For example, we increased from 5 to 18 the total number of Computer Hacking and Intellectual Property Units in U.S. Attorneys’ Offices across the country. This increased to 229 (one in each federal district) the number of specially trained prosecutors available to focus on IP and high-tech crimes.

• Proposed the Intellectual Property Protection Act of 2005 to strengthen criminal intellectual property protection, toughen penalties for repeat copyright criminals, and add critical investigative tools for both criminal and civil enforcement authorities.

We must reach out to our trading partners and build international support. U.S. leadership is critical and we are active on a number of fronts:

• We have obtained endorsement of increased protection for IP in multilateral forums such as the G-8 and Asia-Pacific Economic Cooperation forum, and bilateral venues with the European Union and China.

• The past year has resulted in particularly strong commitments from China in a variety of fora. Within the Joint Committee on Commerce and Trade (JCCT) the Chinese have committed to, among other things, address the proliferation of illegal software within government and state-owned enterprises, increase criminal prosecutions for IP violations, enhance cooperation with U.S. law enforcement and join the WIPO Internet Treaties. We have already seen movement on a number of these commitments. Notably, Attorney General Gonzales laid the groundwork for expanded law enforcement cooperation on IP cases during a recent trip to China and China recently sent a delegation to the United States to discuss the steps necessary to accede to the WIPO Internet Treaties. In addition, USTR has recently invoked a procedure under the WTO Agreement on Trade-Related Aspects of Intellectual Property Rights to make a formal request for China to provide detailed information regarding their IP enforcement regime. The Japanese and Swiss governments also delivered similar requests to China for enforcement data under the same WTO provision.

• Noting the interest this Committee showed in increased cooperation with the European Union and Japan at its hearing in May, I would like to point to two significant developments. Just last week, Secretary Gutierrez reached an agreement with European leaders to significantly expand the cooperation between the United States and EU to address global piracy through stepped-up commitment to enforcement and information sharing.

• We are increasing the number of U.S. IP attaches abroad in our embassies located in China, India, Brazil and Russia, who will assist U.S. businesses, advocate U.S. intellectual property policy and conduct IPR training.

Finally, we must educate other governments about intellectual property rights:

• The United States has conducted numerous training and capacity building programs working with foreign judges and law enforcement officials from around the world to improve criminal and civil IPR protection. So far, we have conducted over 100 IPR enforcement projects and 290 IPR technical-assistance projects around the world, producing real results in IP protection and enforcement.

• We have established a Global Intellectual Property Academy to consolidate and expand intellectual property training programs for foreign judges, law enforcement officials, and relevant administrators.

Mr. Chairman, the Bush Administration is committed to stopping intellectual property theft and providing businesses the tools they need to flourish in the global economy. As I work to coordinate the U.S. government’s intellectual property en-
forcement efforts, and with your continued support and the partnership of this Committee, we will be able to do even more to provide American businesses and innovators with the protection they need. America’s intellectual property is important not just for her national security, but it is also a necessary component in ensuring continued U.S. economic growth and technological leadership. We must take advantage of the opportunity to work together to better protect the knowledge industries of today so that we may continue to see the innovations of tomorrow. Thank you very much.

Mr. Smith of Texas. Thank you, Mr. Israel.

Ms. Espinel.

TESTIMONY OF VICTORIA ESPINEL, [ACTING] ASSISTANT U.S. TRADE REPRESENTATIVE FOR INTELLECTUAL PROPERTY, OFFICE OF U.S. TRADE REPRESENTATIVE

Ms. Espinel. Thank you. Chairman Smith, Ranking Member Berman, and Members of the Committee, thank you for the opportunity to address the important issue of the international protection and enforcement of intellectual property.

Stopping counterfeiting and piracy and protecting our right-holders is a top priority of this Administration and of USTR. My remarks will focus on China and Russia but, time permitting, I would also like to provide you with a brief overview of our other activities to fight counterfeiting and piracy.

Turning to China, the protection and enforcement of IP remains a top issue in our bilateral trade relationship with China. It is an issue that has been raised at the highest levels of government with the Chinese by both Ambassador Portman and by President Bush.

As you know, each year USTR issues a Special 301 Report that catalogues the IP problems of the world’s worst offenders. In 2004, because of our level of concern at China’s continued lack of progress, USTR initiated a more intensive review of China’s IP regime, known as an Out-of-Cycle Review.

On April 29th, USTR reported the results of that review. I described the results of the review and the actions we announced that we would take in my earlier testimony. Today, I would like to update you on the progress that has been made since then on the actions that we set out in the 301 Report.

First, we committed to investigate potential WTO dispute settlement cases. In the 301 Report, we announced that we would be working closely with our industry, with a view toward WTO dispute settlement. Cases at the WTO require extensive research and data collection.

We have been working closely with our industry to develop the information, and have, for example, sent a USTR legal team to China to meet with industry enforcement experts on the ground. We anticipate that those industries that have been working closely with us will continue to do so.

Second, we elevated China to the Priority Watch List, as an indication of our significant level of concern.
Third, we pledged to intensify work to the JCCT IPR Working Group. Since April, we have had three meetings of the JCCT, and have seen progress at these meetings.

My complete testimony sets out a number of commitments made by China at the July JCCT following the experts’ meeting in May, and our elevation of China to the Priority Watch List. I will highlight a few of them.

China agreed, among other things:
To increase criminal prosecutions;
To reduce exports of infringing goods;
To establish an IPR ombudsman in the Chinese Embassy to assist small- and medium-sized companies in particular;
To join the WIPO Internet treaties in 2006; and
To clarify some deficiencies in the judicial interpretations.

Since July, in order to move these commitments forward, China has done several things, including: Making a proposal for customs cooperation;
They have explained to us their process to ensure legal use of software by the government;
They have sent us Internet regulations in order to come into compliance with the WIPO Internet treaties, and have committed to work with us on them;
They have told us that the IPR specialist to help small- and medium-sized businesses will be in Washington by the end of this year; and
They have been working on regulations that transfer administrative cases over to the criminal process, as part of the effort to increase criminal prosecutions.

We have also seen some increased enforcement, particularly against counterfeiting; for example, in this year’s Mountain Eagle campaign. But we have made clear to China that we need sustained enforcement and that annual enforcement campaigns will not be sufficient.

Fourth, I would like to highlight the TRIPS Transparency Provision commitment that we made. We announced that we would be filing a formal request under article 63 of the TRIPS Agreement, and we did so on October 26. This request seeks additional information on China’s IP enforcement efforts.

In an example of our work to enhance international cooperation, we were joined by Japan and Switzerland, who submitted simultaneous similar requests. These requests seek detailed information from China on its reported IPR enforcement efforts.

China’s response to these requests, anticipated in early 2006, will be a test of whether it is serious about resolving the rampant IP infringement throughout its country.

Turning to Russia, enforcement in both the copyright and trademark sectors continues to be a significant problem in Russia. As a result, Russia is designated as a Priority Watch List country in the Special 301 Report, and an Out-of-Cycle Review is being conducted this year to monitor progress. We are also continuing inter-agency review of a petition filed by the U.S. copyright industries to withdraw some or all of Russia’s GSP benefits.

USTR and other agencies have been, and will continue to be, very engaged with the Russian government at all levels to develop
an effective intellectual property regime and strengthen enforcement in Russia. Intellectual property has been raised as a priority issue by Ambassador Portman and by President Bush.

We are working on IP issues in Russia and on a number of fronts, including in the context of Russia’s WTO accession negotiations. We have made it clear to the Russian government that progress on intellectual property will be necessary in order to complete the accession process.

Our work has brought about some improvements; particularly with respect to the content of Russia’s laws. But enforcement of these laws is critical. We have seen some recent indications of progress, and we are monitoring to see whether or not Russia sustains and increases these efforts. We will continue to push, and have made clear to Russia that we need concrete results.

USTR has a number of other tools at our disposal. I would like to give a very brief overview of these. As you know——

Mr. SMITH OF TEXAS. Ms. Espinel, I’m afraid your time has expired.

Ms. ESPINEL. All right.

Mr. SMITH OF TEXAS. Now, we’ll look forward to hearing the rest of your testimony when we ask you questions, if that’s all right.

Ms. ESPINEL. Thank you.

[The prepared statement of Ms. Espinel follows:]
Chairman Smith, Ranking Member Berman and members of the Committee, thank you for the opportunity to address the important issue of international protection and enforcement of intellectual property rights (IPR).

As you are aware, protecting IPR is one of the most complex issues of our trade agenda. Since the advent of the Agreement on Trade-Related Aspects of Intellectual Property (TRIPS) nearly 10 years ago, globalization and new technologies have made it easier for thieves to steal, copy and sell everything from auto parts, medicines and sports equipment to intangible products that could be downloaded online such as software, music and films. While, there have been some signs of improvement this past year, much work remains to be done.

Stopping counterfeiting and piracy and protecting our right holders is a top priority of this Administration. Ambassador Portman has made clear that IPR protection is a major priority for USTR. As a key component for U.S. economic growth and job creation, intellectual property protection supports the livelihood of so many American employers and employees in every region of the country. It is also a consumer health and safety concern when cheap imitation and unregulated goods are used, often unknown to consumers, to repair mechanical products, treat sicknesses or serve as protective gear in sports events, among other daily activities.

My remarks will focus on China and Russia, but also provide an overview of our other activities.

China

The protection and enforcement of IPR remains a top issue in our bilateral trade relationship. It is an issue that has been raised at the highest levels of government with the Chinese by Ambassador Portman, most recently during his visit to China last month, and by President Bush during meetings with Chinese President Hu in both September and November. These meetings produced a statement commitment from President Hu on the need to “protect the legitimate rights and interests of all international intellectual property rights owners, including those in the United States,” and was a welcome indication that China recognizes the seriousness of our concerns.
The Special 301 Out-of-Cycle Review

Each year, USTR issues the “Special 301” Report cataloging the IPR problems of the world’s worst offenders—a list that contains dozens of countries. China is a regular member of this list. In 2004, because of our level of concern at China’s continued lack of progress with respect to enforcing intellectual property rights, USTR initiated a more intensive review of China’s IPR regime, known as an “Out-of-Cycle” Review.

On April 29, USTR reported the results of that review. We concluded that China’s efforts to address significant gaps, particularly in deterring rampant piracy and counterfeiting. We announced four new actions we would take to address these concerns:

1. Investigate potential WTO dispute settlement cases

In order to evaluate whether the United States should file a complaint against China in the WTO’s dispute settlement process, USTR works closely with industry to gather detailed information on potential cases. Cases at the WTO require extensive research and data collection and are subject to an appeals process. The resources required to collect information on potential cases must come from industry, and some companies, including those represented on this panel today, have been working diligently to produce an accurate account of IP enforcement in China.

We appreciate greatly the Chairman’s support of this public-private partnership in requesting additional resources from industry at our last hearing on this issue. China does not share the same level of transparency regarding enforcement actions as the United States, and collecting information is a resource-intensive and time-consuming process. Our timetable for determining whether or not a WTO case against China is warranted is dependent on the effectiveness of these efforts.

2. Elevate China to the Priority Watch List in the 2005 Special 301 Report

China’s placement on the Priority Watch List (PWL) indicates our significant level of concern that particular problems exist in that country with respect to IPR protection, enforcement, and market access. This ranking sends a global signal to our trading partners and to companies seeking to do business in China. It also sends a strong message to China that these concerns have to be addressed.

3. Intensify requests through the JCCT IPR Working Group

Since April, we have held two meetings of the U.S.-China Joint Commission on Commerce and Trade (JCCT) Working Group Intellectual Property Rights involving senior levels of government as well as expert-to-expert exchanges between U.S. and Chinese IPR officials from all relevant policy and law enforcement agencies. These meetings, held May 25-27 and November 8-9, have proven invaluable at producing a common understanding of the
problems and issues plaguing our IPR trade relationship, and establishing the linkages necessary to resolve them.

Cooperation through the working group meetings has led to a number of commitments by senior level Chinese officials, most notably at the July JCCT meeting where China agreed, among other things, to: (1) increase criminal prosecutions for IPR violations relative to the total number of IPR administrative enforcement cases, (2) reduce exports of infringing goods by issuing regulations to ensure the timely transfer of cases for criminal investigation, (3) improve national police coordination by establishing a leading group in the Ministry of Public Security responsible for overall research, planning and coordination of all IPR criminal enforcement to ensure a focused and coordinated nationwide enforcement effort, (4) enhance cooperation on law enforcement matters with the United States by immediately establishing a bilateral IPR law enforcement working group focusing on the reduction of cross-border infringement activities, (5) expand an ongoing initiative to aggressively counter piracy of movies and audio-visual products, (6) ensure that all central, provincial and local government offices are using only licensed software by the end of 2005 and that state-owned enterprises are using only licensed software in 2006, (7) fight software end-user piracy by declaring that it is considered to constitute “harm to the public interest” and therefore is subject to administrative penalties nationwide, (8) establish an IPR ombudsman in the Chinese embassy in Washington to assist U.S. companies, particularly small- and medium-sized companies, experiencing IPR problems, (9) rid trade fairs of fake goods, (10) join the WIPO Internet-related treaties in 2006, and (11) clarify the December 2004 Judicial Interpretation to make clear that its criminal thresholds apply to sound recordings and that exporters are subject to independent criminal liability.

4. TRIPS Transparency Provision

On October 26, we filed a formal request under Article 63.3 of the TRIPS Agreement to seek information on China’s intellectual property enforcement efforts. In an example of our work to enhance international cooperation on this issue, we were joined by Japan and Switzerland, who submitted simultaneous similar requests. These transparency requests seek detailed information from China on its reported IPR enforcement efforts. China’s response to these requests, anticipated in early 2006, will be a test of whether it is serious about resolving the rampant IPR infringement found throughout its country.

Other Efforts

As a means of encouraging greater public-private sector dialogue on IPR matters, we have also been working to support activities of other agencies. These efforts are too numerous to list today, but I want to mention in particular the State Department series of Ambassador’s Roundtables that bring U.S. and Chinese government officials together to discuss the most pressing IPR matters of the day with industry representatives. These dialogues have proven useful at promoting dialogue and a degree of transparency into China’s IPR regime.
Russia

Enforcement in both the copyright and trademark sectors continues to be a significant problem in Russia. As a result, Russia was designated a PWL country in the Special 301 Report and an Out of Cycle Review for Russia is being conducted this year to monitor progress. We are also continuing interagency review of a petition filed by the U.S. copyright industries to withdraw some or all of Russia’s GSP benefits. A GSP hearing was held on November 30th at which members of the US copyright industries testified in support of their position to withdraw some or all of Russia’s benefits. USTR is considering this GSP petition.

USTR Efforts

USTR and other agencies have been and will continue to be very engaged with the Russian Government at all levels to develop an effective IPR regime and strengthen enforcement in Russia. We have an ongoing bilateral working group with the Russian Federal Service on Intellectual Property, Patents, and Trademarks (Rospatent), the agency responsible for most IPR matters in Russia, which has convened many times to discuss a wide range of IPR issues. Bilateral discussions, most recently in Moscow in October, have focused on Russia’s enforcement regime, legislative deficiencies – including the need for a comprehensive regulatory regime on optical media production, and Internet piracy.

We are also working on IPR issues in the context of Russia’s WTO accession negotiations. We have continuing concerns that Russia’s current IPR regime does not meet WTO requirements related to protection of undisclosed pharmaceutical testing data, geographic indications and enforcement. We are raising these and other concerns in the accession negotiations and have made it clear to the Russian Government that progress on IPR will be necessary to complete the accession process.

Our work has brought about some improvements, particularly with respect to the content of Russia’s laws, but much more will need to be done in order to reduce the level of piracy and counterfeiting. As part of its effort to bring Russia’s IPR regime into compliance with the obligations of the TRIPS Agreement, Russia amended its Copyright Law in 2004 to provide protection for pre-existing works and sound recordings. Russia has amended a number of other laws as well, including its laws on patents and protection of computer software and databases. Although these amendments demonstrate Russia’s commitment to strengthening its IPR laws, further improvements in Russia’s laws are necessary.

Russia must undertake stronger enforcement measures. Actions also need to be directed to improve its border protection measures, and to impose effective criminal penalties. In addition, Russia needs effective optical disc plant inspection and enforcement mechanisms, including to shut down the plants and destroy the equipment used, and a concerted effort to combat internet piracy if it is to begin to address our concerns.

In the past few months, the Russian government has demonstrated an increasing understanding of the seriousness of the IPR piracy problem in Russia. For example, Russia has launched a new enforcement initiative with raids on production facilities in restricted areas, retail sweeps, and the
opening of a case against a pirate Internet music site. We are monitoring the situation to see whether Russia sustains this effort.

We are pushing hard on each of these elements. We have seen some recent indications of progress but will continue to push and have made clear that we need concrete results.

Other USTR Activities - Tools and Measures to Combat Piracy and Strengthen Enforcement

USTR has taken a comprehensive, multi-faceted approach to address the complexity of IPR theft occurring across the globe. We have been vigorously employing all tools and resources at our disposal to bring pressure to bear on countries to reform their intellectual property regimes, and we will continue to do so.

Special 301/Section 301

As we do in April of each year, USTR issued the Special 301 Report cataloging the IPR problems in dozens of countries worldwide. A country’s ranking in the report sends a message to the world and potential investors about a country’s commitment to IPR protection. The Special 301 has been a successful in encouraging countries to institute reforms or come forward with reform proposals to avoid elevation on the list. For example:

- Korea – After elevating Korea to PWL last year, Korea took significant steps this year to strengthen protection and enforcement of IPR such as, introducing legislation that will explicitly protect sound recordings transmitted over the Internet (using both peer-to-peer and web casing services); implementing regulations to address film piracy; and increasing enforcement activities against institutions using illegal software.

- Taiwan – In response to our out-of-cycle review last year, Taiwan’s legislature approved a number of amendments to its copyright law that provide greater protection for copyrighted works and increase penalties for infringers. In addition, Taiwan authorities made permanent an IPR-specific task force that has increased the frequency and effectiveness of raids against manufacturers, distributors, and sellers of pirated products.

Mention in the Special 301 Report sometimes compels authorities to take immediate enforcement action. For example, Pakistan undertook significant IPR enforcement actions immediately after last year’s 301 report in which it was placed on the Priority Watch List. Specifically, Pakistan shut down, six well known plants that had been churning out millions of pirated optical disks and instituted surprise raids to check the plants on an ongoing basis. We are monitoring to ensure that the plants stay clean. As another example of progress motivated by the Special 301 report, in an effort to improve its standing on the 301 list, the Philippines recently passed legislation on optical discs, and we are currently monitoring the enforcement of that law through an out-of-cycle review.

Trade Agreements
Our FTAs contain comprehensive obligations on civil, criminal and customs enforcement. For example, provisions that provide for tighter border controls, and expeditious ex parte searches to gather evidence, higher damage awards, deterrent criminal sanctions and increased authority for criminal enforcement. As a result, we have made implementation process of our FTAs a priority on par with their development and negotiation.

In the past year, we have worked closely with Australia and Singapore to ensure that their implementing legislation meets their FTA obligations to protect and enforce IPR. Currently, we are working closely with Morocco, Bahrain and CAFTA on similar efforts, and have added action plans for the implementation of FTAs in our current negotiations. We will continue to work closely with our trading partners and our industry on implementation of the FTAs.

Since the Bipartisan Trade Promotion Authority Act of 2002, we have completed and received Congressional approval of FTAs with Australia, Chile, Costa Rica, the Dominican Republic, El Salvador, Guatemala, Honduras, Morocco, Nicaragua and Singapore, have concluded negotiations with Bahrain and Oman, and have launched FTA negotiations with several more countries – Panama, Thailand, Colombia, Ecuador and Peru, the United Arab Emirates, and the South African Customs Union countries. We will remain vigilant – with support and cooperation from our embassies and industry – to quickly respond to concerns over the possible lack of compliance or enforcement of FTA obligations that may arise in the future.

**WTO**

Protection and enforcement of IPR is an issue we raise in every WTO accession negotiation. For example, with respect to Ukraine’s accession to the WTO, we have been working with the Ukrainian Government on numerous IPR issues, including the implementation of its new optical disc legislation passed last summer, stopping the export and import of pirated and counterfeit products from and into Ukraine, and improving protection of pharmaceutical test data from unfair commercial use. Ukraine has demonstrated significant commitment to improving its IPR regime, in the context of our negotiations on WTO accession as well as in order to improve its standing on the 301 list and to restore its GSP benefits.

**Preference Programs**

USTR also administers the Generalized System of Preferences (GSP) program and other tariff preference programs. The “carrot” of preserving GSP benefits is an effective incentive for countries to protect IPR. In fact, the filing of a GSP review petition or the initiation of a GSP review has in some cases produced positive results. For example, in response to an extended GSP review of Brazil this past year, the Government of Brazil adopted a new National Action Plan to enforce copyrights and reduce piracy. The Brazilian Government appears to be moving in the right direction and is now committing significant fiscal and personnel resources to anti-piracy efforts. The recent efforts to integrate the enforcement efforts and informational exchange channels of the Federal Police, Federal Highway Patrol, and Internal Revenue Service, are evidence that the Plan is being implemented. Over the past two months hundreds of thousands
of pirated products have been seized and destroyed, and dozens of individuals have been arrested.

The Strategy Targeting Organized Piracy (STOP!) Initiative

In April and June, USTR led a delegation represented by most of the federal agencies participating in STOP! on an international outreach effort to explore how to increase cooperation to combat the growing global trade in pirated and counterfeit goods. The delegation met with counterparts in Asia (Singapore, Hong Kong, Japan, and Korea) and Europe (Germany, the European Commission, France, and the United Kingdom), and also met with Canada and Mexico in Washington, as well as with representatives of the private sector. In addition to providing a unified message concerning United States efforts to enforce against international IPR theft, the delegation put forward a series of proposals for increasing cooperation with our trading partners. In the coming months, outreach will continue to other like-minded countries.

The STOP! initiative is yielding results. It has brought new forms of federal assistance to American companies across the country, increased law enforcement resources to stop pirates and counterfeiters, and developed an international law enforcement network to increase criminal enforcement abroad. STOP! objectives have also been endorsed in numerous multilateral fora including the G-8, Organization for Economic Cooperation and Development, and the Asia-Pacific Economic Cooperation (APEC) to address issues ranging from improved enforcement to public awareness to commercial supply chain integrity.

Efforts to translate the APEC endorsements into a package of deliverables that improve IPR enforcement are underway. Leading this effort is the U.S., Japan, Korea sponsored APEC Anti-Counterfeiting and Piracy Initiative which was joined by Japan and Korea and endorsed by at the recent APEC Economic Leaders on November 18th and 19th. This initiative includes a series of model guidelines to help member economies develop appropriate domestic measures to reduce trade in counterfeit and pirated goods and online piracy, and increase cooperation to strengthen capacity building activities that will aid in to fight against this illicit trade.

Conclusion

Dealing with the problem of counterfeiting and piracy requires a comprehensive, intensive and sustained effort. Stopping this illicit trade requires a comprehensive, intensive and sustained effort. We recognize there are many challenges to overcome. We will press forward with the tools and resources provided us in addressing these concerns with the goal of improving the situation for American owners of IPRs worldwide. We have made progress, but enormous challenges remain. We will continue to work with other federal agencies, coordinate with our stakeholders and reach out to our trade partners to develop mechanisms to comprehensively combat IPR theft through all means at our disposal. Stopping the trade in fakes and making the environment more welcoming to our right holders is a top priority.

I look forward to working with you and your staffs to continue to devise solutions for dealing with this critical matter.

Thank you.
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Mr. Smith of Texas. Thank you.
Mr. Smith.
Mr. SMITH, Mr. Chairman, Mr. Berman, Members of the Subcommittee, the IIPA is a coalition of seven trade associations representing now over 1,900 U.S. copyright-based companies. Thank you once again for the opportunity to appear here to review the record of China and Russia on enforcing their copyright laws to reduce among the highest piracy rates in the world.

I’m afraid anything I add here won’t even approach the eloquence with which the Chairman and the Ranking Member and Mr. Issa described the endemic piracy problems that we face in these two countries. We reported to you last May that our situation in both these countries was dire, at best. Our industries were losing at least $2½ billion a year in China, $1.7 billion in Russia; piracy rates were 90 percent in China, and between 70 and 90 percent in Russia, depending on the sector involved.

You’ve asked us to give you a report card on progress over the last 6 months. We regret to report that there has been negligible progress in China, and the situation in Russia has actually gotten worse. Neither country has yet found the political will to act.

Let me turn first to China. In my written statement, we outline what has happened—or more accurately, not happened—in the last 6 months. Some report that the government is showing greater awareness of piracy and is being more cooperative. This is progress; no question. But have the Chinese authorities commenced a barrage of criminal cases against pirates? No.

Have they sought to provide greater market access? China is the most closed market in the world to copyright-based industries. The answer again is, no. In fact, the U.S. Government in the last JCCT round was told flat-out, no, there would be no market liberalization in these sectors.

In my written testimony, and Ms. Espinel’s as well, we detail what happened at the July 2005 JCCT meeting. There was some progress made, but, in our view, most were in the nature of future commitments; not what we really seek, a report on specific actions being taken to “significantly reduce IPR infringements.”

We are continually frustrated by the lack of transparency in the Chinese enforcement system. One of the reasons that USTR went to the article 63 process at the TRIPS Council was to, hopefully, get a real understanding of how the Chinese system works by getting meaningful facts about all the vast numbers of cases they cite to us.

At the recent IPR Working Group meeting in November in Beijing, it was reported to us that the Ministry of Public Security provided statistics on some of its enforcement actions. They sound impressive, but there was no report on how many copyright cases were brought, how many persons were convicted for piracy of U.S. copyrighted works, or what penalties were meted out.

We have no alternative but to conclude that the number of cases brought was very close to zero. And to the best of our knowledge, there have only been two convictions for piracy of U.S. copyrighted works under article 217 of the criminal law since China joined the WTO, and none that we are aware of in the last 6 months.
Our view is that China’s failure to bring criminal cases against copyright piracy on a commercial scale—the TRIPS standard—puts it in violation of its obligations under the WTO TRIPS Agreement. We also believe that China’s criminal law, on its face, is in violation of TRIPS.

Not being able to do business in the Chinese market is deeply frustrating to our companies. It is inexcusable that China continues to permit the wholesale theft of U.S. intellectual property, the key export of our country, while continuing to enjoy the benefits of our open market for Chinese goods—so open that China enjoyed a $162 billion surplus with us in 2004. As we noted earlier, this is an issue of political will, and we have not seen it yet.

Turning to Russia, a market which has deteriorated for us in the last 6 months, some salient facts:

In the last 6 months, Russia has added at least eight—and by some accounts, more—optical disc plants to the 34 we reported last May. Nine of these plants—and maybe up to 18—are located on the facilities of the Russian government, as was described. Pirate optical discs forensically sourced from Russia have been found in 27 countries.

We have asked the Russian government to inspect these factories, seize pirate products, seize the equipment used in these infringements, and prosecute the plant owners; while imposing deterrent penalties that would place every Russian plant owner and their associates in real jeopardy. This has just not happened.

In recent weeks, the Russian authorities reported taking nine raids against OD plants. This is positive, but the results are telling. Much of the seized material ended up back on the streets. No equipment was seized. We believe that most of these plants continue to operate. This has been the typical situation in 2004, and so far in 2005.

We know that over the years a few people employed by these plants were prosecuted and convicted. But virtually all have received suspended sentences. There is simply no deterrence in the Russian system, and until there is the political will to change that, we cannot expect much change.

Fortunately, we have ample tools to help Russia, hopefully, find that political will to enforce the law. In passing House Congressional Resolution 230 by a near unanimous bipartisan vote in the House of Representatives on November 9—thanks to Mr. Issa and all of you—the Administration has been delivered a clear message: Until Russia takes effective enforcement action to reduce this piracy, it should not be admitted to the WTO and receive the trade benefits accorded WTO members. We cannot make the same mistake that was made with China: permitting Russia to enter the WTO without undertaking meaningful and WTO/TRIPS compatible enforcement.

It has also sent a clear message that Russia should not be eligible for over $600 million—that’s January to September 2005—in GSP benefits. IIPA’s GSP petition is 5 years old. It has not been acted on, and piracy has gotten worse in Russia. IIPA just testified at another GSP hearing looking into Russia’s eligibility. We asked again for benefits to be withdrawn. It’s now time to act, and for the Administration to remove these benefits.
The U.S. Government also has huge leverage under Special 301. IIPA has recommended that Russia be designated a Priority Foreign Country, after the ongoing Out-of-Cycle Review. If no actions are taken, Special 301 permits the levying of retaliatory sanctions against such named country.

We cannot allow Russia to continue to feel invulnerable, at the same time as they do nothing to halt massive theft of our intellectual property.

Thank you again, Mr. Chairman, for showing such a great and abiding interest in nurturing the creative and innovative individuals and industries that have become so important to our culture, our technological future, our economic growth, and to job creation. I'd be pleased to answer any questions. Thank you.

[The prepared statement of Mr. Smith follows:]
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Mr. Chairman, Ranking Member Berman and other distinguished Committee members, IIPA and its seven trade association members thank you again for the opportunity to appear today to review the record of China and Russia on enforcement of their copyright laws against wholesale, massive piracy, both within their domestic markets and for export. Last May, IIPA testified before this Subcommittee and provided a report on the dire situation that our industries face in these two countries.

We applaud you, Mr. Chairman, for holding this hearing to permit the U.S. government and affected U.S. industries to update that May report. It is vitally important that both these countries are fully aware of Congress’ views on this topic which so vitally affects the U.S. economy and U.S. jobs.

IIPA represents the U.S. copyright industries. Its seven member trade associations consist of over 1,900 U.S. companies, accounting for millions of U.S. jobs. The copyright industries, in 2002, contributed over $625 billion to the GDP, or 6% of the U.S. economy and almost 5.5 million jobs or 4% of U.S. employment. These companies and the individual creators that work with them are critically dependent on having strong copyright laws in place around the world and having those laws effectively enforced. On average, the copyright industries generate over 50% of their revenue from outside the U.S., contributing over $89 billion in exports and foreign sales to the U.S. economy, with a surplus balance of trade of $33 billion. Given the
overwhelming global demand for the products of America’s creative industries, all these numbers would be significantly higher if our trading partners, including both China and Russia, were to significantly reduce piracy rates by enforcing their copyright and related laws vigorously.

Is it realistic to expect countries like China and Russia to “significantly reduce piracy levels” in the near term?

Mr. Chairman, before embarking on our update of the piracy situation in these two countries, I wanted to address, as a preliminary matter, a commonly-heard charge that because China and Russia are “developing” countries (or in the case of Russia, an “economy in transition”), because they are vast in size and because available law enforcement resources are sparse and untrained, that we are simply asking too much of these countries to improve significantly and quickly their performance in the fight against piracy.

The answer to this charge is indeed an easy one—if China and Russia are not in a position to meet their international legal obligations in the area of IPR protection, they should not be a party to international trade agreements that provide such obligations and corresponding benefits. Our members are acutely aware of the realities of the situation in both countries. We are not politicians, we are businessmen, and our mission is to achieve the possible, not to demonstrate failure. Even given these resource constraints (which exist in virtually all countries, by the way) it is realistic to expect these countries to be able to reduce piracy levels significantly in the short term—indeed in both cases it should have happened by now.

Most of our members have vast experience fighting piracy in developing countries around the world. Their businesses critically depend on creating legitimate markets in these countries. While the nature of piracy keeps changing, as technology advances and as organized criminals become more adept at avoiding law enforcement, we can cite you at least two examples where piracy rates were significantly reduced and these examples provide the lessons and the template for how China and Russia can do so as well— but only if those governments have the political will to make it happen. These examples come from my own experience of working with the U.S. government, our members and these countries over the last 20 years.

In South Korea in the mid to late 80’s, piracy levels were estimated— and we will use the recording and film/video industries as the example— at over 80% of the market. By the mid-90s, the rates for those sectors had been reduced to 10% to 15%. Similarly, in Taiwan, known for years as the counterfeit and piracy capital of the world, piracy rates were similar to, if not worse than, those in South Korea. By 1997-1998, the rates had been similarly reduced to 10-15% of the market in these sectors.

We acknowledge that these countries/territories are smaller than China and Russia, but we submit that the key is reducing piracy in the major cities and here the size of the market is not particularly relevant. What is critically relevant in our judgment, and what turned the tide in South Korea and Taiwan, were:

---

1 A commitment made by China’s Vice Premier Wu Yi at the 2004 JCC meeting.
1. The regular application of criminal remedies and high penalties on pirates. We submit that it is not necessary to prosecute thousands of people and to use massive enforcement resources. What is key is that the government sends the message to its people through exemplary prosecutions that create a domestic environment that significantly raises the risk to pirates that they are in serious jeopardy. This is the nature of “deterrence.” After all, piracy is an economic, not an emotional crime, and responds rather directly to criminals’ assessment of the risk of remaining in the piracy business. The key is that these criminal remedies work to take the potential of vast profits out of the equation, that penalties are stiffer than the money that can be made. We recognize in some ways that this is an oversimplification but we also submit that it “works.”

2. Undertaking enforcement actions in close cooperation with right holders and using scarce enforcement resources to move up the pirate value chain. Of course, raising activities at all levels – retail, distribution, and manufacturing – is critical and the activity must be constant. These are not ingredients wholly missing in China and Russia. What is missing is the consistent, close cooperation with right holders and a fully transparent enforcement system. Moreover, corruption at many levels of that system is a tremendous obstacle. It is also a myth that dealing with piracy requires massive resources not available in these countries. This is simply not the case. What is key is the “smart” application of the resources available to target, prosecute and punish with a view to creating deterrence.

3. A zero-tolerance policy toward corruption in the system is also critical. We have seen that the Chinese are able, where they have had the political will in a particular area, to work through this problem and bring corrupt officials to justice. We have not seen this in Russia – the political will does not seem to be there. What we have not seen in either country, which we did see during the periods cited in South Korea and Taiwan, is that high level law enforcement officials were willing to ensure that this economic crime – IPR theft -- was given priority and that corruption was not tolerated. The leadership had decided that dealing with this issue was in its interest and a high priority and this filtered down to law enforcement. To date, this has not happened in either China or Russia. Indeed, dealing with piracy as an economic crime, with appropriate prosecutions and deterrent penalties, is a decision that does not appear to have yet been taken in either country.

4. A country must have open market access to legitimate product. Governments cannot permit pirates unfettered access to their markets while restricting the ability of legitimate companies to compete. Both Taiwan and Korea had substantially reduced all significant barriers to the entry of legitimate product allowing right holders to satisfy the demand with legitimate product. While this is not as critical a problem in Russia (though bureaucratic barriers remain a significant problem), the issue is so acute in China that, even if China were to do everything noted above, U.S. industry might still not see any significant benefit.

Again, in seeking not to oversimplify a complex issue, we must note that piracy rates in both South Korea and Taiwan for audio and video product did not stay at this low level. New
problems must constantly be addressed. In the case of Taiwan it was an unfettered growth in optical disc production capacity and the territory’s failure to prevent its takeover by organized crime after 1997-98. While Taiwan appears to have gotten a handle on this new issue, it is now faced with the new challenge of Internet piracy and faces some ongoing problems with book piracy and illegal commercial photocopying. South Korea did not go through the pirate optical disc production phase but did withdraw for a while from aggressive criminal enforcement and is now facing massive Internet piracy, as the country with the highest broadband penetration in the world.

Both China and Russia continually try to excuse their lack of effective enforcement against piracy by citing at every turn that they need still more time and that they are “developing” countries. Frankly, we in industry know that these are mere excuses – neither country has made the political decisions that would allow them to significantly reduce piracy – decisions that other countries have made and the results are evident.

Now let’s turn to an update on copyright piracy in China and Russia, keeping these points in mind.

China

**Conclusion:** There has been some minor incremental progress but no significant reduction in piracy levels, either domestically or for export

In our May testimony we laid out for the Subcommittee the issues faced by each of the copyright industries. We noted that losses in 2004 amounted to a staggering $2.5 billion and that piracy rates continued to hover around 90% of the market. I refer the Subcommittee back to that testimony because none of those basic issues have changed in the last six months. In what follows we detail what new has happened in China that affects the copyright industries.

Since the hearing before this Subcommittee, there have been

(a) a number of bilateral engagements between the U.S. and China, including a July 11 meeting of, and “outcomes” from, the JCCT;

(b) the announcement of another special enforcement period, on Internet piracy, to last through February, 2006;

(c) the finalization of regulations governing the liability of ISPs with respect to Internet infringements;

(d) the issuance of draft guidelines (not yet final) for the transfer of cases from the administrative enforcement system to the criminal system, following on the December 2004 “Judicial Interpretations” by the Supreme People’s Court revising the thresholds that must be met before an ISP violation becomes a criminal offense;

(e) the completion of the 4th Transitional Review Mechanism (TRM) in the TRIPS Council;

(f) the submission of the U.S. government’s request for enforcement information under TRIPS Article 63.3, as announced in USTR’s Special 301 decision;
(g) two Roundtables conducted in Beijing and Shanghai by U.S. Ambassador Randt in early November, and
(h) a November meeting of the IPR Working Group (set up within the JCCT framework) involving representatives from law enforcement on the Chinese side.

These new meetings and initiatives were viewed by the U.S. government and by most elements of the private sector as positive signs of an increasing awareness of the importance of IPR enforcement to China.

In the second (July 2005) meeting of the reconstituted JCCT, the “outcomes” document reflected some positive developments. However, in general all were further “commitments” (not unimportant but of which we have seen many over the last ten years which have not borne fruit), rather than reflections of enforcement actions taken on the ground. Some of these key developments included:

(a) an agreement to increase criminal prosecutions, including the above mentioned promulgation of guidelines to refer criminal cases;
(b) promises of increased cooperation by law enforcement agencies at every level;
(c) the announcement of an MOU with the Motion Picture Association which committed China to crack down on any DVDs or VCDs that were in the market before their release in the legitimate home video market in China;
(d) clarification that sound recordings were covered by the new Supreme People’s Court “Judicial Interpretations”;  
(e) in what is regarded as a most promising development, a statement that end-user software piracy (a massive problem in China) constitutes “harm to the public interest” making it subject to nationwide administrative enforcement, that such piracy is even a criminal offense “in appropriate circumstances,” and that the government will complete legalization of government software use at the central, provincial and local levels by year-end and will begin legalizing software use in “state-owned enterprises” in 2006; and
(g) in a critical move for the software industry, the Chinese government agreed to “delay” issuing draft regulations that would have required government ministries to purchase only Chinese software.

The report card to date on these JCCT “outcomes” is positive in some areas. A document was later released clarifying that sound recording are covered by the JIs, cooperation has appeared to improve among enforcement bodies, the software procurement regulations have not been promulgated (though little progress has been made to date on Chinese adherence to the WTO Agreement on Government Procurement); and there has been some incremental progress in enforcement under the new MOU. However, on the most critical issues that we have with China, namely significantly increased enforcement, the jury remains out on enforcement against end-user piracy and on increased criminal enforcement generally.

The Supreme People’s Procuratorate and the Ministry of Public Security have accepted comments (including from IPA) on their draft referral guidelines and the National Copyright Administration and the State Council have accepted two sets of comments (also from IPA and some of its members) on the new Internet Regulations, but neither have been finalized and issued.
However, we applaud the Chinese government for opening up both these processes to the foreign private sector. Such transparency is essential to any enforcement system working effectively.

As promised in the Special 301 announcement, USTR submitted its TRIPS Article 63.3 request to the Chinese government at the TRIPS Council. IEPA was greatly pleased that this request was joined by Japan and Switzerland. The Chinese government’s initial reaction to this request was reportedly very negative but we hope that that China will eventually comply and provide the information necessary for the U.S. government and industry to understand better and evaluate the effectiveness of the Chinese enforcement system.

With respect to the 4th annual Transitional Review Mechanism (TRM) on whether China is meeting its WTO obligations in the IPR area, the Chinese response was, again, to avoid the tough questions and generally to remain unresponsive to legitimate requests for information from the U.S. and other WTO members.

Some of this laziness represents the incremental progress mentioned above but, as noted, on the most critical issue: is China significantly increasing copyright piracy prosecutions under its Criminal Law and the new JIs, the answer is still that they have not.

In the November IPR Working Group, set up under the JCCT, Ministry of Public Security officials provided statistics on their most recent enforcement crack-down, called Mountain Eagle, and on enforcement generally.

The Ministry reported that from November 2004 to September 2005, it had brought 2,963 criminal cases, and concluded 2,589. There was no breakdown of whether these were trademark counterfeiting cases only or included all IPR categories (we suspect they involve only trademark cases). 4,900 criminals were penalized (no further statistics on penalties were given). Out of all these reported cases initiated, only 55 involved foreign firms and 30 were U.S. companies – all that were mentioned were companies that owned trademarks subject to counterfeiting. We do not believe any of these were copyright cases.

Indeed, to this date, we know of only two criminal cases prosecuted and concluded in THE LAST FOUR YEARS (since China joined the WTO) under the criminal piracy provision, Article 217, involving a U.S. copyrighted work.2

---

2 The Chinese government has reported to the IPR Working Group and to others increased referrals of administrative cases to the criminal system, but have provided no information on whether these involved U.S. copyrights. We know of one case involving U.S. videogames which was transferred to the criminal authorities, but as often happens, the accused disappeared and the case is in abeyance. It is unclear at this point whether any significant increase in referrals will occur before the referral guidelines mentioned above have been finalized, published and implemented.
In the copyright area, the Ministry reported that in 2004 it seized 21 “illegal” OD lines (presumably from “underground” plants that did not have proper operating licenses). No information was given whether anyone involved with these seized lines was ever prosecuted. In 2005 through September, the number of seized lines was put at 15. It seems, therefore, that there has been minimal improvement on this front. No other information was provided.

Industry is severely hampered by the lack of meaningful statistics available on enforcement in China. By not publicizing to us or to its own citizens that piracy per se is a serious crime and that it imposes very heavy penalties on those illegal acts, it gives comfort to the pirates, who know that the government is in effect turning a blind eye to their infractions. China is fully experienced with stamping out illegal conduct — when it wants to and when it threatens a political value that it considers fundamental. China is using this lack of transparency to wage a propaganda war that is erasing its own creators and hiding its non-deterrent enforcement system from public view. We must continue to insist that China’s system become far more transparent at every level — and that it be effective.

**Without a massive increase in criminal enforcement, piracy rates will likely remain at current levels**

It has been one and a half years since the Chinese government promised the U.S. government significantly increased criminal enforcement. To date the copyright industry cannot yet report any significant movement in this area. The promises inherent in the lowered thresholds in the December 2004 “Judicial Interpretations” — after the passage of one year — appears not to have made any difference in the number of cases brought nor the penalties imposed.

IIPA said in its May testimony, and we repeat here: Until the Chinese government muster the political will to prosecute piracy as a criminal act, we will not see a significant long term shift downward in the piracy rate. The administrative enforcement system does not provide the deterrence that is necessary to force pirates out of this illegal business.

The copyright industries continue to be hampered by onerous market access restrictions and the Chinese government has made no moves to remedy the problem.

As we reported in May, there is a direct relationship between piracy and China’s severe market access restrictions on the copyright industries. The plain fact is that U.S. copyright products have almost total access to the Chinese market, in pirate copies with billions of dollars being earned by pirates, not by the rightful owners of that product.

---

2 In May, we reported that there were 83 “licensed” OD factories. Many of these also produce massive quantities of pirate products both for the domestic market and for export. In the October 24, 2005 submission by China to the TRIPS Council in the "TM Prosecution" (WT/DS/W-384), 17 November 2005, it was noted that China claimed to have “seized and confiscated” 167 million illegal audio and video products and pirate copies, apparently in calendar year 2004. Again, there was no breakdown between pirated product and infringing copies, and no information on the quantity that represented the works of U.S. right holders.
Efforts in the July 2005 JCCT meetings to seek redress from the Chinese government on this front met with total resistance – the Chinese government made crystal clear that they had no intention of opening up their market further to copyrighted products beyond their minimal commitments in the WTO.4

China is the most closed market in the world for U.S. copyright industries. Given the massive trade deficit which this country has with China, it is inexcusable that one of our country’s most productive sectors is effectively denied entry to one of the largest markets in the world – a market where the demand for our products is deep and growing. China is allowing the pirates to steal money straight out of the pockets of the millions of creators and workers in our industries.

Actions to be taken by the Chinese government

In our May testimony we also set out the actions that the Chinese government must take if it is to bring its enforcement regime into compliance with its TRIPS obligations. Those actions items have changed little. China must:

- Significantly liberalize and implement its market access and investment rules, including and in addition to those already made in the WTO, and improve the overall business climate in China to permit effective operations by all copyright industries. This should continue to be a major objective in the JCCT.
- Immediately commence criminal prosecutions (the passage of an entire year with no action is inexcusable) using both the monetary and new copy thresholds and carry these forward promptly to impose deterrent penalties. The Economic Crime Division of the Public Security Bureau should be made responsible for all criminal copyright enforcement and be provided sufficient resources and training to very substantially increase criminal enforcement under the new Judicial Interpretations. Amendments should be made to those Interpretations to further lower thresholds, to provide that the method of valuation should include the value of finished and semi-finished products and infringing components, and otherwise pave the way for greater criminal enforcement.
- Ensure that foreign copyright holders and their trade associations are given the full details of actions by enforcement agencies and the transparency necessary to effectively engage China’s anti-piracy claims.
- Under the leadership of Vice Premier Wu Yi, constitute a single interagency authority at the national and provincial/local levels to undertake administrative enforcement against piracy of all works. This authority would have the full authority to administer fines and to refer cases to the Ministry of Public Security and the Supreme People’s Procuratorate for criminal prosecution, under referral guidelines that are equal to or better than the Judicial Interpretations. Such authority must have the full backing of the Party Central Committee and the State Council. Far greater resources must be

4 Or, in the case of the book publishing sector, possibly even living up to the WTO commitments it has made. There are serious questions as to whether China has fulfilled its WTO accession commitments to open distribution and trading rights to foreign book publishers.
provided to this enforcement authority. All administrative enforcement, and enforcement by Customs at the border, must be significantly strengthened.5

- Adopt a final set of regulations governing protection and enforcement on the Internet, including the liability of Internet Service Providers, which follow the recommendations made in IPA's Special 301 submission and recommendations made by IPA directly to NCA and the State Council, including effective “notice and takedown” mechanisms and without unreasonable administrative evidentiary burdens. Establish within this single interagency authority described above special units (at the national, provincial and local levels), whose purpose is to enforce the law and these new regulations against piracy on the Internet.

- Amend the Criminal Law to comply with the TRIPS Article 61 requirement to make criminal all acts of “copyright piracy on a commercial scale.” These must include infringing acts not currently covered, such as end-user software piracy and Internet offenses conducted without a profit motive. Also amend the Criminal Code provisions requiring proof of a sale, to require instead proof of commercial intent, such as possession with the intent to distribute.

- Significantly increase administrative penalties/remedies, including shop closures, and monetary fines, impose them at deterrent levels, and publicize the outcome of cases.

- Take immediate action against illegal use of copyrighted materials on university campuses, including at on-campus textbook centers.

- Permit foreign companies and trade associations to undertake anti-piracy investigations on the same basis as local companies and trade associations.

- Through amended copyright legislation or regulations, correct the deficiencies in China’s implementation of the WCT and WPPT, and ratify the two treaties by mid-2006, as promised.

- Significantly ease evidentiary burdens in civil cases, including establishing a presumption with respect to subsistence and ownership of copyright and, ideally, permitting use of a U.S. copyright certificate, and ensure that evidentiary requirements are consistently applied by judges and are available in a transparent manner to litigants.

- Require government agencies to certify software legalization, allocate sufficient resources at every government level specifically earmarked for procurement of legal copies of software, and establish transparent mechanisms to audit and verify government legalization, including increases in legitimate software sales.

The copyright industries are continuing to work closely with USTR to prepare the necessary elements of a WTO case if China does not significantly improve its enforcement system in the next months. That work has progressed since your last hearing in May, but no decision to bring such a case has been made.

5 In the area of trademark enforcement undertaken by one ESA member company and involving handheld and cartridge-based games, the new judicial interpretations are unclear on whether the authorities are able to seize components and parts that make up the counterfeit products. This is essential and must be clarified.
Russia

In May, when my colleague Eric Schwartz, testified for the IIPA on the problems our members confront in Russia, he noted that the piracy problem in Russia was the worst it has been in our experience since the fall of the Soviet Union. Piracy of all copyright materials – motion pictures, records and music, business and entertainment software, and books – is at levels ranging from a low of about 66% to a high of 87% – totally unacceptable for a country and economy the size and sophistication of Russia.

Unfortunately, in the six months since that testimony, the problem has gotten even worse.

Six months ago we testified that there were 34 known optical disc plants. Last month the Russian government acknowledged that there are now 42 such plants and our members’ report that in the past two weeks that number has grown to between 46 and 48 plants. These plants are, in essence, integrated with only a handful subject to inspections or the seizure of material, and none have been the subject of the imposition of effective criminal enforcement for commercial piracy.

Let me re-iterate and summarize some of the statistics from our testimony in May of this year. A more complete overview of our issues was included in our filing last week with the Office of the U.S. Trade Representative as part of an Out-of-Cycle review of Russia’s IPR regime. We attach a copy of that filing.

Scope and nature of the piracy problem in Russia

Russia has one of the worst piracy problems of any country in the world, second only to China. IIPA estimates that the copyright industry lost over $1.7 billion due to piracy last year, and over $6 billion in the last five years in Russia. As noted, the piracy rates hover around 70% of the market or higher for every copyright sector. In short, Russia’s criminal enforcement system has failed to stem persistent commercial piracy.

The number of optical disc (i.e., CD and/or DVD) plants in Russia has more than doubled in just the last three years. There are a total of 80 known operational production lines, and reports that that number may be closer to 120 lines. Production capacity has nearly tripled as criminal operations have encountered little hindrance in expanding their activities.

Even more troubling, IIPA is aware of nine production plants located on the facilities of the Russian government, so-called restricted access regime enterprises (although the Russian government has publicly acknowledged that there may be as many as 18 such plants).

Russia’s annual manufacturing capacity now stands conservatively at over 370 million CDs and additionally over 150 million DVDs, despite the fact that the demand for legitimate discs is unlikely to exceed 80 million in all formats (including an estimated current demand for legitimate DVDs at around 10 million discs per year). Thus, Russian pirates are clearly producing material for export markets which hurt the copyright industries’ competitiveness in
third country markets. Russian-produced optical discs (CDs) have been positively identified in at least 27 countries. So, the harm illegal Russian plants are doing far exceeds the Russian marketplace.

Forensic evidence indicates that at least 24 of the plants are known to be producing pirate product. Of course, without proper surprise inspection procedures in place, there is no way of knowing for certain the size and scope of what all the plants are producing.

In 2004, there were eight actions taken by the Russian government against the optical disc (“OD”) CD/DVD plants, including raids and seizures of illegal materials according to our industry, and Russian government, reports.

In recent weeks as many as nine additional raids have been run. The raids are obviously a positive step....but, the outcome of the raids this year, as in 2004, are telling:

First, much of the seized material ends up back in the marketplace either through law enforcement (or corruption), laws permitting charitable sales of such property, or the conclusion without prosecution of criminal investigations. As an example, over half of the one million illegal CD and DVD copies seized in a raid last year “disappeared” before the case went to trial.

Second, the optical disc plants that were raided in 2004 and 2005, including the most recent raids, remain intact, and in almost all cases, in operation after those raids. In some cases, truckloads of illegal material were seized from the same plants by Russian government enforcement officials – and still these same plants remain in operation. And in no case, was the equipment used to make illegal material ever confiscated or destroyed. It is a telling signal of Russia’s indifference to the problem that the equipment used in the commission of these offenses remains in the possession of the wrongdoers.

Third, the plant owners remain untouched by the criminal justice system. A few people employed by the plants were convicted – after extensive delays in criminal investigations – but virtually all received suspended sentences. So, there is no deterrence to continuing to conduct commercial piracy in Russia at present.

The Russian government’s legacy of failed commitments

In May, we characterized the performance of the Russian government over the past decade as representing a legacy of failed commitments on obligations to the United States and the broader international community. We outlined in that testimony the list of these failed commitments. Just this week, one senior Russian official (in President Putin’s office) at an IPR enforcement seminar acknowledged his own purchases of illegal material in Russia because pirated materials were “sold at a better price” than legitimate material. Of course, since most of the pirate product produced in Russia is exported, this so-called “price argument” – not even true in the domestic market – is irrelevant.

In sum, six months after testifying before this subcommittee, there is little that IIPA can report that is positive.
Yes, there have been stepped up plant raids, but so far, the outcome is the same – the plants are not being shuttered (with the exception of a few plant owners moving locations), no equipment used in production is being seized, and there are no criminal convictions taken against plant operators. And, if the attitude of the Russian government can be best summarized by a presidential official about his desire to purchase illegal material, the time has come for the U.S. government to act decisively.

**HPA’s recommendations to the U.S. government**

HPA believes that after nine years on the Priority Watch List, it is time for the U.S. government to take a different approach to Russia’s inability or unwillingness to act.

We have several times over the past few years offered the Russian government suggested “steps” necessary to improve enforcement (see our Out-of-Cycle filing attached for our most recent recommendations).

In sum, there are three things the U.S. government can do to mandate Russia compliance with international norms and obligations to provide “adequate and effective protection and enforcement” for U.S. copyright material:

1. Condition Russia’s entry into the World Trade Organization (WTO) on meaningful copyright law enforcement;
2. Designate Russia as a Priority Foreign Country (PFC) after the on-going out of cycle review by USTR; and
3. Deny Russia’s eligibility for Generalized System of Preferences (GSP) duty-free trade benefits.

We also note that the House of Representatives sent its own strong message to the Government of Russia that Russia is not presently in compliance with its WTO/TRIPS obligations and is not eligible for GSP benefits. On November 16, 2005 by a vote of 421-2, the House of Representatives passed H. Con. Res. 230, which HPA strongly applauds and appreciates.

**Condition Russia’s entry into the World Trade Organization (WTO) on meaningful progress in enforcing its copyright laws**

The Russian IPR regime is not in compliance with WTO/TRIPS obligations, especially pertaining to enforcement. As a consequence, the U.S. government should not assent to Russia’s accession into the World Trade Organization until its copyright regime, both legislative and enforcement, is brought into compliance with these WTO/TRIPS obligations.

Russia is not providing adequate and effective enforcement as required for entry into the WTO, certainly not the enforcement standards required as “effective” (Articles 41 through 61 of TRIPS).
The U.S. can and should condition Russia’s entry into the WTO on Russia making positive and meaningful enforcement progress—for example, by licensing and inspecting all the known 42 (or 48) optical disc plants, closing those engaged in illegal activities including the seizure and/or destruction of the equipment used to make illegal material, and criminally prosecuting those involved in this commercial illegal activity as well as ensuring imposition of deterrent (not suspended) sentences.

Designate Russia as a Priority Foreign Country (PFC) when the current “Out-of-Cycle” review is complete

The U.S. Trade Representative’s announcement on April 29, 2005 that Russia would be left on the Priority Watch List (for the ninth straight year) noted “[w]e will continue to monitor Russia’s progress in bringing its IPR regime in line with international standards through out-of-cycle review, the ongoing GSP review that was initiated by USTR in 2001, and WTO accession discussions.”

The situation has gotten significantly worse, not better, in the past few years. IIPA recommended in February 2005, and continues to recommend as part of the out-of-cycle review, that it is time to designate Russia a Priority Foreign Country to force Russia to properly enforce its laws or face the consequence of trade sanctions.

Remove Russia’s eligibility for Generalized System of Preferences (GSP) benefits

In August of 2000, IIPA filed a petition asking the U.S. government to open an investigation into Russia’s practices and outlining a variety of ways in which Russia failed (and continues to fail) to meet the GSP criteria of providing adequate and effective protection for intellectual property. That petition was accepted by the U.S. government on January 10, 2001. IIPA has since testified three times before the U.S. government GSP interagency committee—this November 2005 (and in March 2001 and September 2003)—and submitted extensive materials and briefs.

IIPA believes it is time to revoke Russia’s eligibility from the GSP program. Russia is not providing the U.S. GSP mandated “adequate and effective protection” as required by Sections 502(b) and 502(c) of the 1974 Trade Act (the intellectual property provisions in the GSP statute are at 19 U.S.C. §§ 2562(b) and (c)).

It has been over five years since the IIPA petition was filed, and well over four years since the U.S. government accepted the petition, which at least as a threshold matter, acknowledged the potential of Russia’s shortcomings under the GSP program. The Russian government has had years to move to fix these problems and they have not done so.

***

Mr. Chairman, we are grateful for your support and for the support of the members of this Subcommittee, in May and now, to work with industry and the Administration to ensure that the
progress (or in the case of these two countries, lack of progress) is fully monitored and Congress, along with the Administration, can consider what appropriate action to take.
December 2, 2005

Via electronic submission: FR6528@ust.gov
Sylia Harrison
Special Assistant to the Section 301 Committee
Office of the U.S. Trade Representative
1724 F Street, NW
Washington, DC 20508

Re: Special 301 Out-of-Cycle Review: Russia

To the Section 301 Committee:

Attached are the International Intellectual Property Alliance (IPA) comments regarding the Special 301 Out-of-Cycle Review of the Russian Federation.

Sincerely,

Eric J. Schwartz
Vice President and Special Counsel
International Intellectual Property Alliance

December 2, 2005

The International Intellectual Property Alliance (IIPA) appreciates the opportunity to provide these comments and to summarize the very serious copyright enforcement issues confronting our members in Russia. In short, the government of Russia is not complying with its bilateral or multilateral commitments to provide adequate and effective copyright protection and enforcement.

In our view, the Section 301 Committee should designate Russia as a Priority Foreign Country and begin an immediate review of the necessary trade sanctions to force Russia to improve its IPR regime.

In addition, IIPA believes the GSP Subcommittee should terminate its current investigation with a finding that Russia is not complying with the eligibility requirements for GSP benefits, and should remove Russia’s eligibility to participate until such time as it has achieved adequate and effective protection of intellectual property rights (IPR) as contemplated by the GSP statute.

Last, Russia should not be permitted to accede to the WTO until Russia fully complies with the WTO obligations for IPR protection and enforcement.

For nine straight years, Russia has been on the Priority Watch List while the number of optical disc plants producing illegal material and exporting it abroad has grown exponentially—from 2 plants in 1996 to over 42 today. The fact that Russia has run raids at a handful of plants in October and November 2005 is a positive step, but it can hardly qualify as rising to the level of needed enforcement. Effective enforcement means that illegal plants are closed and plant operators convicted and sentenced. That, to date, has not occurred.

It has been almost five years since the IIPA GSP petition was first filed, and over four years since the U.S. government accepted the petition, which as a threshold matter, acknowledged Russia’s shortcomings under the GSP program.

The U.S. government has, in effect, given the Russian government many years to address IPR protection and enforcement concerns, and the Russians have repeatedly failed to meet their commitments to do so. We believe the U.S. government should immediately designate Russia as a Priority Foreign Country, and should revoke Russia’s eligibility from the GSP program.
Regarding GSP eligibility, Russia is not nearly providing the mandated "adequate and effective protection" in accordance with sections 502(b) and 502(c) of the 1974 Trade Act (the intellectual property provisions in the GSP statute found at 19 U.S.C. §§ 2462(b) and (c)). The U.S. suspension of all of Russia’s GSP benefits should remain in effect until Russia requires a series of U.S. proposed IPR performance standards on copyright enforcement. We offer suggestions below on what these enforcement standards should look like; in short, steps that Russia must take to begin to provide effective enforcement.

The IPA represents associations and companies that have a significant economic interest in the adequate and effective protection of copyrights in Russia. Specifically, the IPA is a private sector coalition formed in 1984 to represent the U.S. copyright-based industries in bilateral and multilateral efforts to improve international protection of copyrighted materials. The IPA is comprised of seven trade associations: the Association of American Publishers (AAP), the Independent Film & Television Alliance (IFTA), the Business Software Alliance (BSA), the Entertainment Software Association (ESA), the Motion Picture Association of America (MPAA), the National Music Publishers’ Association (NMPA), and the Recording Industry Association of America (RIAA).

These member associations represent over 1,000 U.S. companies producing and distributing materials protected by copyright laws throughout the world – theatrical films, television programs, home video and DVDs, musical records, CDs, and audiocassettes; musical compositions; all types of computer software including business applications software and entertainment software (such as videogame CDs and cartridges, personal computer CD-ROMs, and multimedia products); and textbooks, tradebooks, reference and professional publications and journals (in both electronic and print media). The copyright-based industries are a vibrant force in the American economy.1

Simply stated, Russia’s current copyright piracy problem is enormous—it is one of the worst piracy problems in the world. Second only to China. Piracy of all copyright materials – motion pictures, records, music, and entertainment software, and books – is at levels ranging from a low of about 66% to a high of 87% - levels totally unacceptable for a country and economy of the size and sophistication of Russia. Moreover, exports of infringing products from Russia are eroding the copyright industry’s legitimate businesses in third country markets.

Inadequate copyright laws and ineffective anti-piracy enforcement adversely affect employment, market development, job creation and revenues both in the United States and abroad. With many of these U.S. companies increasingly relying on foreign licensing and sales revenues, piracy has become a major impediment to continued revenue growth and has become the major market access barrier for the copyright industries.

1 According to Copyright Indicators in the U.S. Economy: The 2004 Report, prepared by the IPA by Economist, Inc., the U.S. “core” copyright industries accounted for an estimated 2% of U.S. Gross Domestic Product (GDP), or $268.5 billion, and employed 4% of U.S. workers in 2002 (according to the latest data available through that year), or 5.48 million persons. IPA’s report is available at: http://www.ipa.com/stats/trade/us_economy.htm.
In August 2000, the IIPA filed a petition with the U.S. government to initiate a review of Russia's eligibility to participate in the GSP program due to its failure to provide adequate effective copyright protection for U.S. copyright owners, as required by Sections 502(b) and 502(c) of the 1974 Trade Act.2 Hearings were held in March 2001 and October 2003 in Washington, D.C., at which the IIPA testified. The situation in Russia has gotten significantly worse since the IIPA petition was initially filed, and even since the 2003 hearings. There were only 10 optical disc plants in Russia at the time of our original submission in 2000. By 2003, that number had climbed to 26 plants. At present, there are no fewer than 42 optical disc plants operating in Russia, the great majority of which are involved in the production of infringing materials, and their export to a wide variety of third country markets. It is a matter of the highest importance that Russia undertakes clear, immediate, and unambiguous improvement in its enforcement copyright regime, especially including immediate steps to curtail the production and export of pirate optical discs.

II. Inadequate and Ineffective Copyright Enforcement in Russia

Russia's current legal framework for copyright protection is inadequate, ineffective, and in need of many reforms. However, the legal reforms are of secondary importance to the need for Russia to immediately enforce its IPR laws under its existing legal regime. In short, Russia is not doing nearly enough to meet its bilateral or multinational obligations for comprehensive effective enforcement.

Without question, the most serious threat to the copyright industries in Russia is the explosive growth of optical media (i.e., CD and/or DVD) production facilities and distribution systems that are currently operating unabated. Today, the number of optical disc plants in Russia is at least 42 plants (a number acknowledged by the Russian government and with very recent reports that there may be as many as 46 plants), including thirteen dedicated DVD plants. There are more than 80 known operational production lines (with reports that there may be as many as 120 lines). Production capacity has nearly tripled in the past few years as criminal operations have encountered little hindrance in expanding their activities. Even more troubling, the IIPA is aware of nine production plants located on the facilities of the Russian government, so-called restricted access regime enterprises (although the Russian government has publicly acknowledged that there may be as many as 18 such plants). Forensic evidence links at least 24 of the 42 plants to the production of pirate product. Of course, without proper inspection procedures in place, there is no way of knowing for certain the size and scope of what the plants are producing.

Moreover, Russia's annual manufacturing capacity now stands conservatively at over 370 million CDs and more than 150 million DVDs, despite the fact that the demand for legitimate discs is unlikely to exceed 80 million in all formats (including an estimated current demand for legitimate DVDs at around 10 million discs per year). Thus, Russian pirates are clearly producing material for export markets which hurt the copyright industries' competitiveness in third country markets. Russian-produced optical discs (CDs) have been positively identified in at least 27 countries.

2 See 19 U.S.C. §§ 2402(b) and (c).
The immediate cessation of illegal production using existing law is the number one priority for the copyright industries, along with the adoption of a comprehensive optical media regulatory and enforcement scheme. This step should include the withdrawal of licenses for all plants engaged in illegal conduct, and especially for those operating on government property which can be undertaken swiftly.

The Russian government touts its “success” by noting plant raids in 2004 and 2005. In 2004, there were eight actions taken by the Russian government against the optical disc (“OD”) CD/DVD plants, including raids and seizures of illegal materials according to our industry, and Russian government reports. In September and October the Russian government undertook a series of additional raids (reportedly as many as nine), including the seizure of thousands of copies of illegal product. The raids are obviously a positive step. But, the end-results of the earlier raids are telling, and underscore the significant amount of work Russia must undertake to meet the OSP eligibility criteria:

First, much of the seized material ends up back in the marketplace either through lax enforcement (or corruption), laws permitting charitable sales of such property, or the conclusion without prosecution of criminal investigations. As an example, over half of the one million illegal CD and DVD copies seized in a raid last year “disappeared” before the case went to trial.

Second, it would appear that virtually all of the optical disc plants that were raided in 2004 and 2005 remain in operation after those raids. A recent raid in mid-November 2005 on the ROF plant in Odintsovo, near Moscow, has led to a suspension of a license while a criminal prosecution proceeds. This was the first such suspension (by the new Federal Service charged with compliance with licensing regulations). In the case of several plants raided in 2004, truckloads of illegal material were seized weeks later from the same plants by Russian government enforcement officials – and still these same plants remain in operation and their licenses have not been suspended by the Ministry of Culture (i.e., the Federal Licensing Service – Rosokhrankultura).

Third, the plant owners remain unscathed by the criminal justice system. A few plant employees have been convicted – after extensive delays in criminal investigations – but virtually all received suspended sentences. Consequently, there is no deterrence to continuing to conduct commercial piracy in Russia at present.

Years of inaction have allowed the optical disc problem to mushroom. The existence and location of the plants (including as noted, some on land leased from the government) have been known for many years to the Russian authorities, yet little or no meaningful action has been undertaken. The Government of Russia has taken some positive steps, including passage in 2004 of much-needed copyright amendments, and some raids, but the fact remains that these are too few and far between, and they have thus far done little to stem the rising tide of pirate production.

The record industry has been involved in 24 cases against optical disc plants in the past two years. Twenty-one of those 24 cases remain without a resolution – that is, no prosecutions of the operators of illegal CD plants have been initiated, as investigations have dragged on.
the other three cases, the pirate CDs were destroyed, but no deterrent sentences were handed down. The only exception to this pattern (which has been true for years) was in June 2002 when the Disc Press MSK plant (raided in September 1999) was finally closed and a Zelenograd court handed down 4-year prison sentences to two operators of the plant. In February 2004, there was a one-year conditional sentence given to a manager of the Zelenograd plant which was raided in December 2002, resulting in the seizure of 234,493 pirate CDs (over 59,000 were music CDs). The more typical case is that of the Symograph plant, raided in October 2000. There was a four year criminal investigation aimed at the director of the plant; a court hearing was supposed to be undertaken this year, but the plant is still in operation.

The optical disc problem that IIPA members confront in Russia is one that has been regulated in virtually all other countries where we have found these levels of massive production of pirate products – countries like Taiwan, China, Hong Kong, Macau, Bulgaria and Malaysia. Russia's regulation of the plants is virtually non-existent, and is based on a weak 2002 licensing law. Quite simply, Russia is the largest un-regulated and un-enforced producer of pirate optical disc product in the world.

To solve this problem, Russia must undertake vigorous criminal enforcement backed by the highest political officials in the government, since much of the piracy is undertaken by organized criminal syndicates. For example, according to the Entertainment Software Association (ESA), Russian organized crime syndicate pirates of videogame material are so well-entrenched that they "label" their product. The Motion Picture Association of America (MPAA) reports that DVDs are being locally produced in seven or eight foreign languages, not including Russian, indicating that the organized crime syndicates are producing these DVDs strictly for export. Markets that have been negatively impacted by imports of pirate Russian DVDs include: Poland, Estonia, Finland, Ukraine, the Czech Republic, Slovakia, Hungary, Romania, Bulgaria, Germany, Israel, the United Kingdom, and Turkey.

This brief focuses in particular on problems pertaining to hard-copy piracy. But there are growing and very serious problems related to digital piracy as well. In fact, the world's largest server-based pirate music website – allfmp3.com – remains in operation after a criminal prosecutor in early 2005 reviewed the case and (wrongly) determined that current Russian copyright law could not prosecute or prevent this type of activity. The case is on appeal. In fact, this interpretation of the Russian law is contrary to all the assurances the Russian government gave the U.S. government and private sector during the years-long adoption of amendments to the 1993 Copyright Law; those amendments were finally adopted in July 2004.

The business software industry (Business Software Alliance, BSA) is confronting its own unique digital piracy problem relating to copyright enforcement. The Russian government has failed to take effective action against the broad distribution of counterfeit software over the Internet, primarily through unsolicited e-mails (spam) originating from groups operating in Russia. Separately, the BSA has had success with Russian law enforcement agencies taking action against channel piracy (i.e., illegal software preloaded on computers sold in the marketplace), not only in the Moscow area, but also in other Russian regions, and has made some progress in software legalization in the public sector.
The book industry (Association of American Publishers, AAP) reports the widespread piracy of an array of reference works and textbooks, an increasingly large market in Russia as the penetration of English-language materials in the market grows. Tax enforcement, including poor border enforcement— endemic to all copyright sectors— results in the import (and export) of illegal materials. For the book industry, this includes unlicensed imports of pirated reprints from neighboring countries and pirated reference books and medical texts; there is also widespread illegal commercial photocopying, especially in the academic sector.

We have indicated the devastating consequences of piracy in Russia to the U.S. copyright owners and authors. The harm to the Russian economy is also enormous. The motion picture industry alone estimates annual lost tax revenues on DVDs and videos in Russia are $130 million. In another study undertaken by the software industry, it was estimated that if levels of piracy could be reduced to regional norms (that is, realistic levels), ten of thousands of jobs and several hundred million dollars in tax revenues would be realized from that sector alone in Russia.

IPA urges the U.S. government to continue to insist on the adoption of a more effective licensing scheme, including one that links criminal sanctions and plant closures to noncompliance. That is why the U.S. government and the IPA have sought the adoption of legal reforms to provide a more comprehensive enforcement authority. Over four years ago, the U.S. government provided the Russian government with a proposal for a comprehensive optical disc regulatory regime to address this problem, including tough enforcement provisions to control import, export, and the manufacture of optical discs and related raw materials and equipment. To date, the Russian government has not moved to adopt a comprehensive regulatory regime for optical disc replication.

During the past several years, the Russian government has run raids against some optical disc plants and warehouses. But as noted, these measures fall far short of an effective and comprehensive program to halt the widespread production and distribution of piratical optical discs.

Linked with the optical disc production problem is the need for the enactment and enforcement of effective border measures to stop the export and import of illegal material. Russia is a major transshipment point for illegal product. Coupled with illegal production from Russia, border enforcement to stop the shipment of illegal material to the other 25-plus countries receiving this material is thus another priority for the copyright industries. President Putin signed a new Customs Code that went into force on January 1, 2004, providing for measures to prevent the trade of counterfeit goods across borders. Unfortunately, the law failed to provide for exExtent enforcement authority. Consequently, even if customs officers discover shipments of obviously infringing products, they are not able to act on their own authority. Instead they are limited to act only in those cases where rightsholders have filed written applications to suspend the release of suspect goods.

The only way to combat the organized crime syndicates engaged in optical disc production and distribution, as well as the other forms of piracy that they conduct, is by effective criminal enforcement. Unfortunately, the criminal enforcement system in Russia is the weakest
link in the Russian copyright regime. This deficiency has resulted in extraordinarily high piracy levels and trade losses. The federal police and the IP unit in the Ministry of the Interior have generally been cooperative in running raids against major pirates. At the retail level, however, anti-piracy actions must be conducted by municipal authorities (even though the criminal police have the authority—they just do not use it), and in these cases pirates are subject to administrative, not criminal, remedies that have proven ineffective.

Thus, the major shortcoming is the failure by the Russian legal system to use its existing criminal law provisions to impose deterrent penalties. Any street raid and/or small administrative fine imposed pales in comparison to the size and scale of the criminal activity. In general, swift criminal prosecutions do not follow raids. Prosecutors continue to drop cases without a justifiable reason (or, citing a lack of public interest). When cases are prosecuted, the penalties imposed are not at deterrent levels. Prison sentences are usually suspended. According to the Russian authorities, in 2005 only eight non-suspended prison sentences were imposed on IP infringers. There have been exceptions, of course, but as a result of the light sentences, many police and prosecutors are discouraged from investigating and prosecuting offenders.

As a result of these enforcement failures, there are very high estimated piracy levels in all copyright sectors accompanied by massive financial losses. The piracy levels reported by the copyright industries are as follows: the recording industry is at 66%; the motion picture industry is at 80% (and likely over 90% for DVD piracy); the software industry is at 87% for business software and 73% for entertainment software; and the book publishing industry reports high levels of piracy, although current statistics are unavailable.

In sum, Russia is not providing adequate and effective enforcement as required by its bilateral and multilateral obligations to the United States.

We also want to address an issue that has been raised by certain senior members of the Russian government in our meetings, which raises serious questions about Russia’s commitment to fighting piracy. We have seen a number of reports in which Russian officials blame Russia’s piracy problem on prices for legitimate goods and the lack of local manufacturing of legitimate products. This comment reflects both an ignorance of what is happening in the marketplace, and a misunderstanding of the nature of the problem that we confront in Russia. The organized criminal enterprises manufacturing and distributing pirate product are largely servicing foreign markets (local manufacturing capacity is at least a multiple of six or seven times that of local demand), making the Russian price for legitimate materials wholly irrelevant to their motivation or profitability. As noted earlier, Russian manufactured product has been found in over 27 countries over the past two years.

In addition, existing efforts by certain industries to offer low-cost Russian editions have not had the effect of reducing local piracy rates. The record industry, for example, is already manufacturing locally, and sells legitimate copies for an average price of $6.00 to $8.00 U.S. dollars—a price that is extremely low not just in relation to prices for music elsewhere, but also with respect to other consumer goods sold in Russia. The motion picture industry is also replicating DVDs locally and has considerably reduced the prices of legitimate product to below $10 in many cases. It is not the price of legitimate product that is creating opportunities for piracy—it is the opportunity for easy profits that has brought criminal enterprises into this business, and Russia should stop offering such excuses for its continuing inaction.
Another matter that the Russian government continues to raise is the need for the U.S. copyright industries to use civil remedies for effective enforcement. The copyright industries (especially the record industry) have recently attempted to bring civil cases against illegal plant operators – although procedural hurdles are significant.

However, in no country of the world, including Russia, can copyright owners be left to civil remedies in lieu of criminal remedies to effectively address large-scale organized crime commercial piracy. The government of Russia needs to play a major role in an effective criminal enforcement regime. The copyright industries generally report good police cooperation with raids and seizures, mostly of smaller quantities (with some exceptions) of material, but prosecutorial and other procedural delays and non-deterrent sentencing by judges remain a major hindrance to effective enforcement. In addition, corruption is hampering effective enforcement; the government needs to take urgent and effective measures to combat corruption.

Steps the Russian Government Can Take to Properly Enforce IPR Crimes – Focusing on Optical Disc Piracy

There are several critical steps that the Russian government could take immediately to effectively confront its optical disc and related piracy problems:

1. Inspect, on a regular, unannounced and continuous basis, each of the 42 known CD plants, and immediately close and seize the machinery used to produce pirate product (some of these steps require additional legislative or regulatory measures);
2. Announce, from the office of the President, that fighting copyright piracy is a priority for the country and law enforcement authorities, and instruct the Inter-Ministerial Commission, headed by the Prime Minister, to deliver reports every three months to the President on what steps have been taken to address the problem. Also, it is imperative to establish a central coordinating body for law enforcement authorities with wide powers, derived directly from the President, to combine the efforts of the Economic Crime Police, the Police of Street Order, Police Investigators (who investigate major cases from the beginning to trial) and Department K (the New Technologies Police);
3. Adopt in the Supreme Court a decree setting forth sentencing guidelines for judges—advising the courts to impose deterrent penal sanctions as provided under the penal code as amended (Article 146). We also recommend amending Article

4. Immediately take down websites offering infringing copyright materials, such as athing3.com, and criminally prosecute those responsible;
5. Improve border enforcement, including the import of machinery used to produce illegal product and the export of large shipments of that product abroad;
6. Initiate investigations into and criminal prosecutions of organized criminal syndicates that control piracy operations in Russia (including operations that export pirate material to markets outside Russia).
7. Introduce, either via executive order or legislation, the necessary modifications of the optical disc licensing regime so that it clearly provides more effective control over the operations of the plants, including the granting of licenses to legal plants and withdrawing and sanctioning of illegal plants; stricter controls on the importation of polycarbonate and machinery; mandatory seizure and destruction of machinery used to produce pirate materials; and the introduction of criminal penalties for the owners of such plants. In addition, any plant licensing regime (including current law) should extend in scope to the operators of telerecording machines and mastering laboratories used to pirate audiovisual works; and

8. Take action to undo the situation in St. Petersburg where legitimate video and DVD markets have been effectively lost due to the activities of a collective management organization known as the Association of Collective Management of the Authors' Rights (which falsely claims to represent MPA member companies and which inadmissibly enjoys the support and protection of local officials, and requires, in violation of federal law, the application of a pirate hologram on all products sold with its license).

A full list of enforcement and legal reforms necessary in Russia were detailed in our Special 301 Report of February 2003.

III. Inadequate and Ineffective Copyright Protection in Russia

The Russian legal regime remains inadequate and ineffective in many key areas.

The most egregious shortcoming is the failure to properly address the optical media problem with comprehensive legislative and regulatory reforms. In 1996, the IIPA first identified optical disc plant production as a problem and suggested the need for an enforcement “action plan” to address this problem, including legislative reforms. Two optical disc (“OD”) plants were identified in the IIPA’s February 1996 Special 301 Report. As noted there, there are now 42 OD plants, and still Russia has failed to even consider legislation to provide proper plant licensing, inspection and criminal penalties for violators. At all levels of the Russian government there have been promises to address this problem (dating back to 1999) including a pledge, never met, in 2002 to issue an “action plan”—but to date, there has been virtually no comprehensive action taken against the plants, no comprehensive plan of action issued by the Russian government, and no legislative reforms on this point have even been introduced. There is no excuse for why the Russian government has been unable to properly license and inspect all the known (now 42) plants, and to close and repeal (i.e., cancel) the licenses of those engaged in illegal production and distribution, as well as to criminally prosecute the plant owners and operators.

As one example of the failure to regulate the plants late in 2004, in bilateral talks with the U.S. government and IIPA, the Russian government promised it would “meet with the 18 plants” (their figure) on restricted access (i.e., military) property to ascertain the legal or illegal status of their production, and to report back to the U.S. government. The meeting, scheduled for December, was cancelled and never rescheduled. The reason: the Russian government confessed it was unable to determine all the owners of the plants from its records (because of its
inadequate licensing law) and therefore could not identify with whom the government needed to meet.

The Russian government must also introduce and then implement with proper enforcement, effective measures against camcording motion pictures in Russian theaters so that infringers cannot claim to be making private copies for their personal use. At present, Russian pirates are obtaining high-grade pirate copies of movies by duplicating films in the projection booths of theaters, by making telecine copies of stolen or borrowed theatrical prints on their way to local theaters, and by camcording from local theater screens.

A short list of the other failed commitments relating to legal reforms includes:

Never properly implementing *ex parte* search provisions nor incorporating them into the Civil Procedure Code; (enacted in 2003).

Not providing police and prosecutors with the proper authority to confiscate illegal material nor *ex officio* authority to commence criminal investigations (the 1996 Criminal Procedure Code requires rightsholders to formally press charges to commence investigations in some instances); and

Not fully implementing the 2003 amendment to the Criminal Code which fixed the grave harm threshold problem (i.e., it is unclear if it is working properly as it is not being utilized).

IV. Russia’s WTO Accession

Russia’s WTO accession negotiations are at a critical juncture. We believe that accession candidates must ensure that they have met in full their WTO obligations prior to accession, including ensuring that their copyright laws and enforcement systems comply with the substantive and enforcement provisions of the WTO/TRIPS Agreement. The Russian IPR regime is nowhere close to compliance with the WTO TRIPS obligations. As a consequence, the U.S. government should not assent to Russia’s accession into the World Trade Organization until its copyright regime, both legislative and enforcement related, is brought into compliance with the WTO TRIPS obligations.

IPA urges USTR and the U.S. government as a whole to continue using the WTO accession process to encourage movement in Russia toward effective implementation of the TRIPS obligations as a member of the international trading community. We note, however, that such attention in the WTO sphere must not be undertaken at the expense of holding Russia accountable to its current multilateral and bilateral IPR obligations to the U.S. under the GSP trade program.

V. Estimated Trade Losses Due to Copyright Piracy in Russia

Below is a chart tracking the estimated trade losses due to copyright piracy and their estimated piracy levels in Russia. Data for this chart is provided to IPA by its member associations. The methodology, which is basically the same used when we filed our 2000
petition, is available on the IPA website. The IPA estimates that the copyright industry lost over $1.7 billion due to piracy last year, and over $6 billion in the last five years in Russia.

<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>Motion Pictures</td>
<td>275.2</td>
<td>80%</td>
<td>273.0</td>
<td>70%</td>
<td>250.2</td>
<td>60%</td>
<td>250.2</td>
<td>60%</td>
<td>250.0</td>
<td>60%</td>
<td>250.0</td>
</tr>
<tr>
<td>Records &amp; Music</td>
<td>411.9</td>
<td>66%</td>
<td>405.0</td>
<td>64%</td>
<td>371.0</td>
<td>66%</td>
<td>285.0</td>
<td>64%</td>
<td>250.0</td>
<td>60%</td>
<td>250.0</td>
</tr>
<tr>
<td>Business Software¹</td>
<td>600.0</td>
<td>67%</td>
<td>701.0</td>
<td>67%</td>
<td>701.0</td>
<td>65%</td>
<td>456.0</td>
<td>67%</td>
<td>499.0</td>
<td>65%</td>
<td>499.0</td>
</tr>
<tr>
<td>Entertainment Software¹</td>
<td>255.0</td>
<td>73%</td>
<td>NA</td>
<td>90%</td>
<td>NA</td>
<td>90%</td>
<td>173.0</td>
<td>90%</td>
<td>90%</td>
<td>NA</td>
<td>90%</td>
</tr>
<tr>
<td>Books</td>
<td>45.0</td>
<td>NA</td>
<td>45.0</td>
<td>NA</td>
<td>45.0</td>
<td>NA</td>
<td>15.0</td>
<td>NA</td>
<td>15.0</td>
<td>NA</td>
<td>15.0</td>
</tr>
<tr>
<td>Totals</td>
<td>1,764.7</td>
<td>68.4</td>
<td>1,424.1</td>
<td>70.3</td>
<td>1,051.9</td>
<td>65.3</td>
<td>647.2</td>
<td>65.7</td>
<td>637.0</td>
<td>65.7</td>
<td>637.0</td>
</tr>
</tbody>
</table>

VI. Conclusion and Request for Action

Copyright law and enforcement in Russia clearly fails to conform to the "adequate and effective protection" standard demanded of our trading partners. Russia has been placed on the Priority Watch List for 9 straight years while the number of optical disc plants grew from 2 in 1996 to at least 42 today. Russia is failing to comply with our GSP eligibility rules. For too many years, Russia has been on notice that it must take appropriate action to meet its "part of the bargain" in receiving these unilateral trade benefits. So far, its part of the bargain has not been met.

IPA believes that the U.S. government should immediately designate Russia a Priority Foreign Country, and should suspend Russia’s eligibility to participate in this trade program given its overall enforcement deficiencies and its lack of compliance with the requirements of the GSP program.

Respectfully submitted,

Eric J. Schwartz
Vice President and Special Counsel
International Intellectual Property Alliance

¹ The methodology used by IPA member associations to calculate these estimated piracy levels and losses is described in IPA’s 2005 Special 301 submission, and is available on the IPA website at www.ipacond.org/301report/methodology.pdf.
² IPA’s 2004 statistics represent the U.S. publishers’ share of software piracy losses in Russia, and follow the methodology complied in the Second Annual RIAA-IDC Global Software Piracy Study (May 2005), available at http://www.riaa.org/globalstudy. These figures cover, in addition to business applications software, computer applications such as operating systems, consumer applications such as PC gaming, personal finance, and reference software.
³ ESA’s reported dollar figures reflect the value of pirated product present in the marketplace as distinguished from definitive industry "losses." The methodology used by the ESA is further described in Appendix B of IPA’s 2005 Special 301 report (see link above).
Mr. SMITH OF TEXAS. Thank you, Mr. Smith. I have to observe that I noticed, Mr. Smith and Ms. Borsten, that you both went to Berkeley. And it’s just nice to see two graduates of Berkeley in favor of any kind of property rights; particularly intellectual property rights. [Laughter.]

And that’s not really a slight, but goes more to the reputation perhaps of one of the best institutions in the country.

Ms. Borsten.

TESTIMONY OF JOAN BORSTEN, PRESIDENT, FILMS BY JOVE, INC.

Ms. BORSTEN. Chairman Smith, Congressman Berman, and other distinguished Members of the Subcommittee, I want to thank you for the invitation to appear before you again.

Despite three U.S. Federal Court decisions in our favor, my company, Films by Jove, continues to be threatened with the loss of our investment by the Russian government. In May 1992, Films by Jove acquired rights to distribute internationally an award-winning library of more than 1,200 Soviet animated films. Most of these films were little known outside the former Eastern Bloc. Our contract required that we restore and reformat the films for the international market, and that we pay our Russian partners significant acquisition fees and profits.

Our success drew the attention of the Russian Federation officials, who wanted to bring the lucrative business that we developed under their own control. In 1999, the Russian government deliberately formed a new state-owned animation studio with the same name as the studio from which we had licensed the rights back in 1992.

In 2000, this state-owned studio, backed by the ministry of culture, joined forces against us as a third party in a lawsuit we had initiated in the New York Federal Court to end illegal video duplication by a major Russian-American video pirate, a convicted felon. The new studio told Judge David Trager that it was the sole legitimate copyright holder of the animated films, and that we were the pirates.

In August 2001, Judge Trager concluded that we had signed our 1992 contract with the only possible copyright holder of the animated films. The following year, the Russian studio requested that Judge Trager reconsider his ruling, on the basis of a new decision by Russia’s highest commercial court. That ruling cancelled, without explanation, certain lower court decisions on which Judge Trager had relied.

To counter this step, we presented the court with a confidential document which provided details of a secret meeting at the Kremlin about securing the animation rights for the new studio. The secret meeting was attended by a representative of the office of the chief justice. It was also attended by the Minister of Culture, his two deputies and their lawyer, representatives of the State Property Ministry, the State Prosecutor’s Office, the Russian Patent Bureau, the presidential administration, and the director of the new state-owned studio. At the meeting, the Deputy Prime Minister assigned the chief justice the task of making sure the courts ruled in favor of the state.
The last time I testified, we were still waiting for Judge Trager’s decision. In April 2003, he denied their request for consideration, writing, “It is apparent that the High Arbitrazh Court’s decision was strongly influenced, if not coerced, by the efforts of various Russian government officials seeking to promote state interests.” Under these circumstances, the high court’s decision is entitled to no deference.

Nine months later, the Prime Minister of Russia signed a directive retroactively amending the 1999 directive that had created the new state-owned studio, now to include animation copyrights. According to both Soviet and post-Soviet laws, the state did not have those copyrights to give, either in 1999 or in 2003.

The state-owned studio again petitioned Judge Trager for reconsideration. In their brief, attorneys for the state-owned studio warned Judge Trager that the Prime Minister’s directive “strongly suggests that the Russian government is concerned about what has happened in this U.S. court.”

In November 2004, Judge Trager again declined reconsideration, writing, “It would contradict the very principles at the foundation of the separation of powers doctrine to allow a foreign state to engage in activities that the United States courts would not tolerate from the U.S. Legislature.”

The pirates settled. The state studio did not appeal. But the Russian government continued its efforts against us. Indeed, their recent actions have been most contradictory. One moment, they propose settlement; and the next moment, they resume obstructionism and hostility.

In October this year, we signed a memorandum of understanding, by which the new studio recognized our 1992 contract and its amendments. One month later, the Russian side suddenly began to demand additional documents in what we fear might turn out to be a renewed challenge to our rights.

We’ve recommended numerous times to the Russian government that if it is so important for the animation library to be controlled by a Russian state-owned organization, they should come to the negotiating table and buy us out of our contract.

Despite the difficulties that I have outlined, since Judge Trager’s decision there has been progress in building protection for intellectual property rights of U.S. investors in Russia. It is now quite possible that in the future U.S. companies harmed by Russian non-enforcement of their intellectual properties will be able to use U.S. courts to obtain redress of their grievances. Recently, both the Second Circuit and the Colorado Supreme Court reversed lower court decisions that had found the Russian courts to be adequate alternative forums for property disputes.

I urge this Committee and Congress not to underestimate the ruthlessness and implacability of Russian efforts to undermine property rights, especially intellectual property rights.

I want to thank the Subcommittee for giving me the opportunity to testify today. And I’ll be happy to answer any of your questions.

[The prepared statement of Ms. Borsten follows:]
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Chairman Smith, Congressman Berman and other distinguished members of the
subcommittee, I want to thank you for the invitation to appear before the Subcommittee
today. Since my previous testimony almost three years ago, Russian disrespect for
intellectual property rights has not abated. On the contrary, Russian piracy has
increasingly involved government officials.

Despite three US Federal Court decisions in our favor over the last three years, my
company, Films by Jove, continues to be threatened with the loss of our investment
because of new efforts by the Russian government to expropriate our rights without
compensation.

I would like to provide some details of these developments to you today.

My testimony will highlight two points:

I. IPR violations sponsored by the Russian government hurt U.S. investors and
the credibility of the Russian legal system has been undermined by Kremlin
pressure on judges.

II. Russia continues to disregard U.S. court decisions on IPR.

Despite this perhaps gloomy picture, I will go on to point out several hopeful
developments in US jurisprudence that will help US investors to protect their intellectual
property rights against Russian government interference. In my conclusion, I will
recommend several steps that can be taken by the US Government to build on this
progress.

I. IPR Violations Sponsored by the Russian Government Hurt U.S. Investors

The Case of Films by Jove

My company’s most recent experiences are as follows:

In May 1992, Films by Jove acquired rights to distribute internationally an award winning
library of more than 1,200 Soviet animated films. Most of these films were little known
outside the former Eastern Bloc. Our contract required that we restore and reformat the films for the international market, and that we pay our Russian partner significant acquisition fees and profits. Our success in promoting Russian animation around the world drew the attention of Russian Federation officials who wanted to bring the lucrative business that we developed under their own control.

In December 1998 we filed suit in the New York Federal Court to end illegal video duplication by a major Russian-American video pirate, a convicted felon. Then, in 1999, the Russian government deliberately formed a new state-owned animation studio with the same name as the studio from which we had licensed the rights back in 1992. In 2000 this state-owned studio, backed by the Ministry of Culture, joined forces against us as a third party in the ongoing suit. The new studio told the judge that it was the sole legitimate copyright holder of the animated films, and that we were the pirates. In August 2001, US Federal Judge David Trager disagreed with their claim. He concluded that we had signed our 1992 contract with the only possible legitimate copyright holder of the animated films.

In March 2002, the Russian state-owned entity requested that Judge Trager reconsider his ruling on the basis of a new decision by Russia’s highest commercial court — the Supreme Arbitrazh Court. That ruling cancelled without explanation certain lower court decisions on which Judge Trager had relied.

To counter this step, we presented the court with a confidential document that we had obtained, providing details of a secret meeting at the Kremlin at which the Deputy Prime Minister of the Russian Federation instructed the Chief Justice to control the court. The stated purpose of the meeting was to coordinate the efforts of various state organizations which had failed (until then) to secure the copyrights for the new state-owned studio. The secret meeting was attended by the following officials: a representative of the Office of the Chief Justice; the Minister of Culture; two Deputy Ministers of Culture; a Ministry of Culture lawyer; a representative of the State Property Ministry; two representatives of the State Prosecutor’s Office; the director of the Russian patent bureau, Rospatent; representatives of the Presidential Administration; the director of the new state-owned studio; and the chairman of a new state-owned film distribution agency.

Three weeks after that ex parte meeting, a cassation court ordered that the properly registered successor of the company from which we gained our license be de-registered. Nine months after the ex parte meeting, the Chief Justice of the Supreme Arbitrazh Court issued a decision which had been drafted for him by the Deputy State Prosecutor. We were able to obtain copies of the draft decision and of the judge’s final decision. Comparison of the two revealed that the judge’s final ruling repeated the prosecutor’s draft word for word. That decision vacated without discussion two lower court rulings that had gone against the State.

In April 2003 Judge Trager denied the request for reconsideration, writing:
“It is... apparent that the High Arbitrazh Court’s December 18, 2001 decision was strongly influenced, if not coerced, by the efforts of various Russian government officials seeking to promote “state interests.” Under these circumstances the High Court’s decision is entitled to no deference.

“If the High Court’s clearly erroneous decision impacted only the rights of Russian parties, this court might, nevertheless, defer to the High Court’s arbitrary departure from what appears to have been the consensus understanding of the legislation. However, insofar as this ruling affects the rights of a non-Russian party, Films by Jove, which invested over three million dollars in acquiring the copyright license for Soyuzmultfilm Studio’s films, and developing the commercial value of these copyrights, the sudden shift in Russian law effected by the High court decision, which operates to deprive an American corporation of its substantial investment, is simply unconscionable (our emphasis added). For these reasons this court will not defer to the conclusions articulated in the High Court’s December 18, 2001 decision.”

In December 2003, the Prime Minister of Russia signed a directive retroactively amending the 1999 directive that had created the new state-owned studio, and giving the animation copyrights to the new studio, even though -- according to both Soviet and post-Soviet laws -- the State did not have them to give. On the basis of this new directive, the newly created state-owned studio moved again for reconsideration in March 2004.

In their brief, attorneys for the state-owned studio warned Judge Trager that the Prime Minister’s directive “strongly suggests that the Russian Government is concerned about what has occurred in this [U.S. court’s] action...”

Fortunately, Judge Trager was not intimidated. His reply was a resolute defense of the separation of powers. In November 2004 he rejected the second motion for reconsideration, stating: “It would contradict the very principles at the foundation of the separation of the powers doctrine to allow a foreign state...to engage in activities that the United States courts would not tolerate from the US legislature.”

Having lost three times, the newly-created studio and their co-defendant, the Russian-American pirate, were preparing to appeal to the 2nd circuit when events took an unexpected turn. The pirate’s Russian-American wife, now the owner of his business, declared her intention to run a lawful operation. She settled with us, paid a mutually agreed upon sum, cut off financial support to the new studio’s lawyers, and withdrew from the appeal process. The appeal was dismissed after the new studio failed to file the necessary papers with the U.S. 2nd circuit.
II. Russia Continues to Disregard US Court Decisions on IPR

Despite three decisions against them in US Federal Court, the Russian government has continued its efforts against us. Indeed, their recent actions have been most contradictory: one moment they propose settlement, and the next moment they resume their obstructionism and hostility. For example, as a condition of entering the New York Federal Court case in August 2000, the new state studio agreed to be bound by Judge Trager’s decision. Nevertheless, after the 2003 decision, the state-owned studio together with the Ministry of Culture and Ministry of State Property planned to file suit against us in Moscow in an attempt to gain a bogus legal instrument that could be used to disrupt our sales, if not in the US, then overseas.

The inconsistent pattern of the Russians in their dealings with us continues to this day. In April this year, the state-owned studio proposed a truce, and in October we signed a memorandum of understanding by which the new studio recognized our 1992 contract and its amendments. In November, however, the Russian side suddenly began to demand additional documents from us in what we fear might turn out to be a renewed challenge to our rights.

Needless to say, these on-again-off-again tactics have been a severe drain on our finances. We are obliged to pay continuing legal fees out of our operating expenses, while our Russian adversaries draw on the limitless resources of their country’s national budget.

We have recommended numerous times to the Russian government — and we repeat now publicly — that if it is so important for the animation library to be controlled by Russians, they should come to the negotiating table and buy us out of our contract.

We have negotiated in good faith. So far, the Russians have not.

MEETING THIS CHALLENGE

The Trager Decision Has Laid a Foundation for Future Action

Despite the difficulties that I have outlined, there has been progress in building protection for the intellectual property rights of US investors in Russia. Judge Trager’s rulings laid a firm foundation for such protection. Indeed, Judge Trager’s decisions represent an historic turning point in US jurisprudence. The judge was the first to formally recognize that Russian state-sponsored corruption constitutes a threat against which US property interests must be protected. (The US Federal court decisions about the animation library can be found at www.russiananimation.com/legal.)

Directly or indirectly, the Trager ruling has raised the red flag domestically for judges who hear cases involving the Russian court system. The 2nd circuit recently reversed a New
York federal court decision which had found Russia to be an adequate alternative forum for a property dispute between Norex Petroleum and among others, the Russian oil company TNK. In another property rights case, the Colorado Supreme Court recently vacated and remanded two lower court decisions that found Russia to be an adequate alternative forum for a case against the Russian oil company Lukoil.

The Trager decision has also been cited in a report prepared for the Parliamentary Assembly of the Council of Europe (that report concerned cases brought by the Russian Prosecutor General against Mikhail Khodorkovsky, Platon Lebedev, and Alevt Pichugin).

The Trager decision may have an impact on Russian courts, in a curious manner: for several years Russian pirates have tried to use the corrupt Russian courts to win spurious financial awards against US copyright holders. The pirates sought these awards apparently in order to enforce them in the US and the UK. The Trager decision may strengthen US companies against such tactics.

Furthermore, it is quite possible that US companies harmed by Russian non-enforcement of their intellectual property rights will begin using the US courts to obtain redress of their grievances. This could become a deterrent to Russian state-sponsored piracy.

The US Government Can Move To Protect US Investors’ Rights through Existing International Agreements

In addition to the courts, the US Government has, in my view, an important role to play in building protections for US investors against Russian IPR violations. A major area for US action will be in holding Russia to its obligations in three key international agreements:

First, Russia is signatory to the United Nations’ New York Convention on Recognition and Enforcement of Foreign Arbitral Awards. This convention obligates Russia to enforce awards of international arbitration courts. However, many American small businesses, such as Kola River and Euro Asian Investment Holding, who obtained judgments in Stockholm and London for property expropriated by the Russians in the late 1990’s, have been unable to have their judgments enforced. Even though Russian judges – including the Chief Justice of the Russian Supreme Court – have acknowledged Russia’s international duty to uphold arbitration decisions under the convention, Russian bailiffs have failed to act, or have been ordered not to.

Second, Russia is a signatory to the European Convention on Human Rights. The articles and conventions are therefore part and parcel of Russian law, as is the case law from the European Court of Human Rights which hears hundreds of cases each year brought each year by individuals and legal entities who believes their rights have been violated by the courts of the member states. With regard to property rights, the European Court of Human Rights (ECHR) has ruled consistently that executive interference in the judicial process is a violation of the Convention, as is expropriation without compensation, non-enforcement of
final judicial decisions by State bodies, and actions of state-bodies that contribute to a violation.

Third, Russia is a signatory to the Berne Convention under which thousands of Russian and Soviet works that were formerly in the public domain in the US became eligible for the restoration of copyrights. Despite widespread publicity by the US copyright office on the procedures for regaining copyrights, the Ministry of Culture apparently never advised any of their constituents in the former Soviet film industry that such an opportunity was available. Similarly, Russian producers of new works have apparently never been advised by the Ministry that they have only 90 days from first cinema, television or DVD exhibition in Russia to register the title with the Library of Congress. As a result Russian-American video pirates take advantage of this ignorance to distribute bootleg copies. They escape having to pay statutory damages or legal fees to the rightful owners once the 90 day registration period has expired.

RECOMMENDATIONS

I would like to close my testimony today by offering the following recommendations on ways the US Government could help address IPR violations in Russia:

- I urge this committee and the Congress not to underestimate the ruthlessness and implacability of Russian efforts to undermine property rights, especially intellectual property rights.

- I encourage you to take notice of the new directions in US laws which have laid a firm foundation for more effective enforcement of US property rights in the Russian Federation. I urge the US Government to keep US companies informed -- through appropriate agencies and public information channels -- of Russian predatory practices and of the growing body of US law which can be used against such practices.

- I would like to see the US Government work more closely with the Council of Europe to protect US property interests in Russia. US companies, particularly small and medium-sized enterprises, should be aware that American legal entities that believe their civil rights have been violated by the Russian courts are entitled to bring their cases to the European Court of Human Rights.

- I believe the US public and private sectors should cultivate as allies filmmakers in the re-born Russian movie industry who can learn and benefit from US efforts to protect their intellectual property here, in the face of massive piracy in the Russian-American community. Together with them we can build a lobby for IPR protection in Russia. Towards that goal, I support U.S. funding for rule-of-law initiatives in Russia, especially in the area of enforcement; without functioning courts, there will be no civil society in Russia.
I urge you to continue to hold hearings such as this to raise awareness of IPR violations. In particular, these hearings should examine critical points of influence and leverage to curb Russian copyright violations. They should continue to investigate the official role of Russian government agencies in IP piracy.

I want to thank the Subcommittee for giving me the opportunity to testify today, and I will be happy to answer any of your questions.
Mr. SMITH OF TEXAS. Thank you, Ms. Borsten.

Mr. Israel, let me direct my first comment to you. And that is, I think it is worthy of emphasizing a couple of figures that you used in your prepared testimony. And in fact, I’ve used similar figures when I’ve made speeches on this subject, as well.

The first is that the United States intellectual property industries account for over half of all U.S. exports, and represent 40 percent of our economic growth. The figure I’ve been using is actually 30 percent, and I just wondered what your source was for the 40, which I like better.

Mr. ISRAEL. Thank you, Mr. Chairman. I’d be happy to provide you the specific footnote to that. I believe that’s a study that was done by the U.S. Federal Reserve that looked at economic growth, I think in the latter half of the 1990’s. But on the 40-percent number, I’d be happy to follow up to you and the Committee on that.

Mr. SMITH OF TEXAS. Okay. Great, if you would. And would you do the same in regard to the estimated IP theft cost to United States businesses of approximately $250 billion annually? And of course, the result in hundreds of thousands of lost American jobs, I’m familiar with that. But the $250 billion figure I think is, again, eye-catching, and if you could give us the source on that, as well.

Mr. ISRAEL. I will certainly do it.

Mr. SMITH OF TEXAS. Ms. Espinel, let me direct most of my questions to you today, just because of your position. You say in your testimony that we are working on IPR issues in the context of Russia’s WTO accession negotiations. We have continuing concerns that Russia’s current IPR regime does not meet WTO requirements.

I assume today you would oppose the entry of Russia into the World Trade Organization, based upon its current record; would you not?

Ms. ESPINEL. I would certainly say that Russia needs to make considerable progress——

Mr. SMITH OF TEXAS. Okay, but they’re not——

Ms. ESPINEL [continuing]. As we, including Ambassador Portman, have made clear.

Mr. SMITH OF TEXAS. You would not consider them in sufficient compliance today to recommend their entry into WTO?

Ms. ESPINEL. We believe more progress needs to be made.

Mr. SMITH OF TEXAS. I’m sorry?

Ms. ESPINEL. We believe more progress needs to be made.

Mr. SMITH OF TEXAS. Okay. Do you have any ideas when that progress would be sufficient to justify their consideration?

Ms. ESPINEL. I suppose a lot of that depends on Russia. I mean, we’re working very hard on the accession negotiation, obviously, but we’ve made it very clear to them that we need a good agreement, in order to be able to complete the process.

Mr. SMITH OF TEXAS. Mr. Smith in his testimony raised, or made three recommendations, and let me follow up on two of them. They overlap what I was going to ask you about. He says that IIPA believes that after 9 years on the Priority Watch List, it is time for the United States Government to take a different approach to Russia’s inability or unwillingness to act. In this case, recommendation, designate Russia as a Priority Foreign Country, after the on-
going Out-of-Cycle Review by USTR. Why would you not so designate Russia?

Ms. Espinel. Well, we would consider using all of the options that we have against Russia. I think we would consider not so designating Russia if we believed that progress is being made, or if we believed that designating Russia as a PFC would not be the most effective way to achieve what we want to achieve, which is progress in Russia.

Mr. Smith of Texas. The other recommendation was to deny Russia’s eligibility to Generalized System of Preference duty free trade benefits. When will that decision be made?

Ms. Espinel. There is an ongoing review of GSP, which the USTR is taking very seriously. There was a hearing actually——

Mr. Smith of Texas. Is there a deadline for when that review will be complete?

Ms. Espinel. The general GSP deadline, the regular GSP deadline is June 30th for decisions. That doesn’t necessarily, though, have to be Russia’s deadline. There could be a decision made earlier than that.

Mr. Smith of Texas. That’s good news. June 30th, or perhaps before.

Ms. Espinel. We would certainly anticipate that a decision would be made by June, at the latest.

Mr. Smith of Texas. June 30th at the latest? Okay. Good. And a question on China. If we are not using existing WTO trade dispute mechanisms against China, which is widely perceived as among the worst global IPR offenders, then of what value are the WTO mechanisms?

Ms. Espinel. Well, I would say I think even the threat of WTO dispute settlement, of which China is well aware, is an effective tool.

Mr. Smith of Texas. Well, the threats, both to China and Russia, just don’t seem to be manifested in much of a change in their conduct. And so I think it’s going to require tougher actions on your part, on the part of our Government, if we are going to get the results that we want.

Ms. Espinel. I think we would certainly agree that there is an enormous amount of work that remains to be done. We have seen some recent indications of progress with China and with Russia. Although with Russia I would like to emphasize that those signs of progress are truly very, very recent; so obviously, it’s going to be critical to see if Russia has the ability to not just sustain that, but actually increase it significantly.

With respect to WTO settlement, their dispute settlement specifically with China, as you know, it is something that we are working quite closely with our industry to develop our WTO options. And as I said before, if we, in consultation with our industry and in consultation with you and the rest of Congress, believe that’s the most effective way to address the problem, we will move forward.

Mr. Smith of Texas. Okay. I would guess you would get widespread support by Congress to take some strong actions. Thank you, Ms. Espinel.

The gentleman from California, Mr. Berman, is recognized for his questions.
Mr. Berman. Well, thank you very much, Mr. Chairman. First, Mr. Israel and Ms. Espinel, you've heard Ms. Borsten, the story of her saga in dealing with the Russians and their sale of these copyrights and then their refusal to acknowledge it, their creation of an entity to continue to produce them.

I'm wondering if, following this hearing, you or your offices—I think Commerce only because commercial attaches in our embassy in Moscow; the Trade Representative, because of your ongoing dialogue—in addition to the broader issues, help the Russians understand the importance of this specific issue in terms of at least a good example of how they respect copyrights and contracts. Would you be willing to have your offices follow up in pursuing that?

Mr. Israel. Certainly, Congressman. And my understanding is that Films by Jove has worked with the U.S. Embassy in Russia.

Mr. Berman. Yes.

Mr. Israel. Previously, I know Ambassador Vershbow was personally engaged, and commercial offices in Russia have been engaged, as well. We're certainly happy to take onboard recent activity and any developing needs that the company may have for U.S. engagement, and do any follow-up we can.

Mr. Berman. Great.

Ms. Espinel. As would USTR.

Mr. Berman. Good. This issue about progress is being made, on China, they made a number of commitments: increased criminal prosecutions for IPR violations, relative to the total number of IPR administrative enforcement cases. They agreed to do that. Have they?

Ms. Espinel. In order to do that—Well, one of the steps that they need in order to do that is to have regulations in place that will transfer cases that are put into the administrative system, about which we have serious concerns that it's not sufficiently deterrent—

Mr. Berman. Are those regulations in place?

Ms. Espinel. Those regulations are in process. They have drafted them. We are reviewing them. They are moving forward on them.

Mr. Berman. Reduce exports of infringing goods by issuing regulations to ensure the timely transfer of cases. That's what you're referring to for criminal investigation?

Ms. Espinel. There are several regulations that China is in the process of drafting as a result of the commitments in the JCCT, including with respect to transfer of administrative cases to the criminal process, export regulations, and Internet regulations in order to come into compliance with the WIPO Internet treaties.

Mr. Berman. And at this particular point, none of these regulations are in place?

Ms. Espinel. None of these regulations are yet in place.

Mr. Berman. Improve national police coordination by establishing a leading group in the ministry of public security responsible for overall research, planning, and coordination of all IPR criminal enforcement, to ensure a nationwide enforcement effort. Have they created such a group in the ministry of public security?

Ms. Espinel. I believe that has been concluded.

Mr. Berman. Four, enhance cooperation on law enforcement matters with U.S. by establishing a bilateral IPR law enforcement
working group focusing on the reduction of cross-border infringement activities. Has that been done?

Ms. ESPINEL. Yes.

Mr. BERMAN. Expand an ongoing initiative to aggressively counter piracy of movies and audiovisual products.

Ms. ESPINEL. Yes.

Mr. BERMAN. It’s been——

Ms. ESPINEL. It has. I should note, I suppose, that they have been some mixed results from that. There’s been some very good results. The results of the campaign in Beijing were not as strong as we would have liked to have seen. The results in Shanghai and, I believe, Shenjin [ph] were actually quite positive.

But again, I would like to emphasize China—whatever signs of progress there we consider to be, obviously, good, but nascent. I mean, what is critical is that they sustain them.

Mr. BERMAN. Do you have benchmarks in mind for determining whether the progress is real and meaningful and substantial? I sound like we’re talking about Iraq, but I’m not. We’re talking about in terms of dealing with the problem of piracy.

In a percentage context, a reduction, or in an absolute number context, do you have some kind of benchmarks in mind for deciding whether or not there is enough progress to justify continuing not to bring a WTO case?

Ms. ESPINEL. Well, I guess, in my view, there are two categories of benchmarks. One is the specific commitments that China has made to us, and whether or not they follow through on those in terms of, for example, improving their legislation, or putting certain processes in place. And the second would be——

Mr. BERMAN. What about——

Ms. ESPINEL [continuing]. Results in terms of actually seeing piracy and counterfeiting reduce; whether that’s measured by increased sales of our products, or measured by industry’s assessment of the piracy rates falling. But I would say both of those, I think, are important components to measure progress.

Mr. BERMAN. And on the latter, what have you seen so far, on the quantified benchmarks, the reduction in piracy, the increase in acquisition of legal goods?

Ms. ESPINEL. I’m not aware that industry has done an overall survey since the last time I was before this testimony [sic], so I don’t have any new figures or statistics to cite.

Mr. BERMAN. Well, Mr. Smith, if you apply that quantifiable standard, what would you say about China at this point?

Mr. SMITH. Well, for 2004, at least, the piracy rate went down a small notch in the recording industry, but stayed pretty constant for everything else. And we don’t expect much of a change in 2005, simply because we haven’t seen in our area the kind of criminal enforcement that the Chinese have been promising for a long time now. We just haven’t seen it.

Mr. BERMAN. Well, I think my time has expired, Mr. Chairman.

Mr. SMITH OF TEXAS. The gentleman’s time has in fact expired. And the gentleman from California, Mr. Schiff, is recognized for his questions.

Mr. SCHIFF. Thank you, Mr. Chairman. And really, the question I had is the question that Howard concluded with.
But I'd like to see if I can get a few more specifics on it, because I think, both with respect to China and Russia and for our own purposes, unless there are clear expectations expressed to China and Russia about what we would like to see happen—in Russia's case vis-à-vis WTO and GSP; in China's case, whether there is an actual case filed in the WTO—my guess is, from my limited meetings with Chinese officials both there and here, they'll continue to tread water as long as they feel they can tread water. It won't injure the trading relationship.

And I think the same is true of Russia. Unless they have clear benchmarks of what we expect, I don't think things are going to change appreciably. But I do think that if we set out clear benchmarks of what we expect, that we might get a change.

And I know that you've asked the industry to go about doing the documentation to prepare for a WTO case. And I'm sure that will be useful; although the facts seem to be pretty overwhelming. If you can't make a WTO case in China, you can't make a WTO case anywhere.

And it seems to me that this is really designed by time, to tread water a little bit. But again, I think unless we have a clear set of benchmarks of what we expect—And it might be measured in terms of reduction of piracy. I don't know that it can be measured in the sense of increased sales of our products. That, although a desirable metric, doesn't seem like a legitimate metric, in terms of their piracy problems.

But what more specific and quantifiable things either have you asked for, or can you ask for, where China can be given the very clear alternatives of “Meet these expectations, or we'll support a WTO case,” or in Russia's case, their accession? What are the clear metrics that either you have offered or that we can now offer?

Ms. ESPINEL. Well, first, I would say that I absolutely agree with you, that I think having clear benchmarks or a clear path forward is critical for China, Russia and, frankly, for all the countries where we're facing this challenge, so they have a clear understanding of what we think is necessary in order for them to address that.

With China and Russia, we have done that, I think, both at what I would describe as the macro level and a micro level. I mean, we've made clear to China and Russia that we need to see improvements and that improvements will be measured by seeing the piracy rates come down.

We have, in addition to that, given them very detailed lists of either improvements in legislation, administrative processes, other very detailed improvements they need to make to their overall system in order to make their system more effective. And we will be measuring progress both by decrease in piracy rates and by their ability to move forward on the very specific action items that we've given both of them.

Mr. SCHIFF. Can you share with us—the Chairman asked what the deadline was for determination on the GSP issue. It's June 30th; it has to be decided by June 30th. Is that—

Ms. ESPINEL. That is the general deadline for the GSP review processes that are outstanding. That's not specific to ISP, just specific to the GSP review process as a whole.
Mr. SCHIFF. So on or before that point, you’ll have to make a decision about whether to try to revoke GSP status. Can you let us know what criteria you’ve enumerated with the Russians, so that we can hold you accountable and that we can together hold the Russians accountable?

Because as we get closer to June 30th, there may be a decision made to wait till the next June 30th; which is a decision of sorts that we’ve made, I guess, over several years, because we haven’t taken action in this area. But it would be useful, I think, for us and for the Russians to know precisely what we expect of them.

My impression, again, with respect to China—and it’s probably similar to Russia—is that if we merely talk about improvement, they will give us a very good presentation about all the ways they’ve improved; and yet, at the bottom line, the piracy won’t have changed very much.

So either today or in written form, I’d really like to see what specifically we expect to take place before June 30th with respect to Russia, what specifically we expect China to accomplish in terms of number of criminal prosecutions or whatever standard is the right standard to use, so that we can encourage, foster, push a WTO case or any other kind of enforcement action, so that we can get concrete results. I invite any of you to respond to that.

Mr. ISRAEL. Congressman, I would add one insight based on something you brought up in the initial part of your question to Victoria; which is the sales of U.S. goods and services into these markets, I think, is a very critical piece of evidence we need to review and we need to look at. And it’s something that working with industry is the key vehicle that’s going to present those types of results.

When we talk to the Chinese about bringing their government infrastructure into an environment where they use legitimate and legal software, I think the most effective determinant of their progress on that, or one of the most effective determinants, is: are leading American software companies who are actively looking to get into that market having better results?

The fact that the Chinese market is the second leading market, the second largest market for PCs in the world, but the 25th largest market for software in the world, obviously tells us that in between two and 25 there’s a lot of piracy going on.

So I do think it’s important. And one thing we’re trying to focus on doing is work with U.S. industry to get some indicators from them.

Mr. SCHIFF. And I don’t disagree with that. What I mean is that I don’t know that we can tell China that, unless we sell “X” amount of products, we’re going to bring a WTO case for infringement. I don’t know we can show that causal effect. But I do think we ought to maximize our pressure to open the markets in China, for exactly the reason you mentioned.

Ms. ESPINEL. If I could just add to the specifics, particularly with respect to Russia, in terms of benchmarks that we’re looking for, one thing that we’ve made very clear to Russia is that they have a massive optical disc piracy problem, and that we need to see the plants shut. But in addition to that, we need to see the equipment
seized and destroyed, so the plants can’t reopen. There are raids and prosecutions, but we need to see people actually be put in jail. There does seem to be—again, this is recent—greater cooperation on the law enforcement side. It may be that the prosecutors are the weakest link in this system at this point in time. But I think both on the OD plants—on the optical disc plants—and on tackling the Internet piracy problem that Russia has, those are two key items that we have made quite clear to Russia we see as priority issues that they have to get addressed.

Mr. SCHIFF. Thank you.

Mr. SMITH OF TEXAS. Thank you, Mr. Schiff.

The gentleman from California, Mr. Issa, is recognized for his questions.

Mr. ISSA. Thank you, Mr. Chairman. I sit on the International Relations Committee, in addition to the Judiciary Committee and, oddly enough, the Government Reform Committee. And all three of our Committees are looking at and trying to deal with: What do we do with two nations, both former classic Stalinist dictatorships, that seem to have absolutely no real intent, beyond passing laws, but intent to enforce those laws when it comes to intellectual property, when it comes, to be honest, with not spying on us and not taking not just intellectual property in the sense of DVDs and CDs, but technology to do just about anything to improve their economy?

And I always want to be careful when I suggest this, but I want to liken back to the Cold War. During the Cold War, we held these two—China as it is today obviously, and the old Soviet Union, but substantially the Moscow government—we held them to be totalitarian dictatorships. And because we held them to be totalitarian dictatorships, we held them responsible for any and all actions that occurred within their government structure and within anything that might be called a private sector. Any person granted the ability to leave their country, their ships, including their maritime commercial ships, we held them all responsible.

Isn’t it true that, particularly with Putin’s step away from a free market, that Russia now is looking much more like a government that central control is certainly possible, if not always executed; and in the case of China, there’s substantially no difference in the organization that we dealt with in the Cold War, a strong central government with strong regional governments, but all of which reported back, in the case of China, to the political structure of the Communist Party?

If that’s true, and I believe it is, shouldn’t we view the Cold War tactic of simply saying to their governments, “We hold you responsible, and any failure will be considered to be a willful act,” and a failure to make these changes, or substantial progress on these changes, in a timely fashion, should result in an appropriate raising on an economic basis of the curtain that we so long were viewing in front of us and between us? Mr. Israel, I guess we’ll start with you.

Mr. ISRAEL. Thank you, Congressman. I think, you know, the historical contexts that come into play with these two countries in particular certainly have to be considered. And I know the entire Federal Government—the Administration, as well as Congress—
consider these components when you think about how to address the issues going forward.

I do think, in addition to some of the things you laid out, one key factor to consider is the significant current presence and potential presence and desired presence of U.S. business and industry working in these markets. These are, as you're well aware, sir, of course, very large and lucrative markets, particularly in the case of China, with very large U.S. investments there.

So I do think the posture that the United States takes toward these two countries has, obviously, evolved and changed a good deal over the most recent years, as the trading relationship has become extremely intertwined and complex between the countries.

And I do think we are looking. And I believe that in the coordination model that we're trying to develop we are looking to make sure that across the entire U.S. Federal Government the relationships that we have with these two countries, when given an opportunity to stress the significance of intellectual property rights, what it means, not in terms of how these two countries view it, but how in terms the United States views it and, indeed, most of the industrialized, sophisticated economies of the world view intellectual property.

One thing that I think is a bit of a piece of leverage with both Russia and China is they desire to be viewed on the world stage as sophisticated global economies.

Mr. Issa. Market economies.

Mr. Israel. Market economies, to use the common term that we hear quite a bit from both. And their leaders desire that. And we have stressed that there is a certain pattern of behavior; there's rules of law; there's ways you engage in a global economy that fit the norms of the modern economy. And I do think that's something we need to continue to stress with both these countries.

And I do think it's an evolving set of relationships, clearly. And there are new rules and new processes we're engaging in and trying to use every opportunity we have across all the relationship venues with these two countries to stress the priorities that we have; IPR being nearly first on every one of those lists.

Mr. Issa. So in order to focus the answers, because I don't want to monopolize the time, the question really, though, is the government-to-government relationship; not as a market economy to market economy where we say, “Make your best efforts, but we understand you have an independent judiciary, an independent legislature, an independent business climate,” all of which really doesn't exist in China. And I’ve traveled and done business in China extensively for over 20 years, and now traveled to Russia and looked at the changing Russia. These are not market economies.

Business-to-business, I understand. Government-to-government, should we hold these governments responsible? And if so, should that message become the obvious message, which is, “We don't want to hear about best efforts; we expect your government to perform the same as when, during the Cold War, we said if your submarine drifts outside its zone, we will consider it a provocative action, not an accident, because we expect you to keep your government activities and your fishing boats that used to prowl the West Coast—we expect you to make sure that they obey international
law.” So the question really is government-to-government. Ms. Espinel?

Ms. ESPINEL. Well, I guess, to me, the question you ask is: Isn’t this really a matter of political will, high-level political will?

Mr. ISSA. Exactly.

Ms. ESPINEL. And I would agree with you. And I think we understand that with both Russia and China it is critical that this come from the highest level of their political structure in order to be effective. We have, therefore, raised it at our own highest levels of political structure, including by President Bush.

I’d like to note, in case you aren’t aware, that the meetings, I think, with the top levels of all the Federal agencies and President Bush have produced a statement from President Hu of China, saying that he understands the need to protect the legitimate rights and interests of our right-holders, and that this is something China intends to do.

I’d also like to note that our understanding is in August of this year, for what I believe is the first time, President Putin actually intervened on this issue and sent a very strong message to his inter-ministerial that this is something that needed to be addressed. And I think that is a primary reason why we have in fact seen some recent progress in the last few weeks, because that message is coming from the very top of their political structure now. So I would agree with you that it’s critical that it be addressed at that level.

Mr. ISSA. Thank you, Mr. Chairman. I’d ask unanimous consent for the others to respond in writing.

Mr. SMITH OF TEXAS. Without objection, would you complete the response in writing, then?

[The statements follow:]
The Honorable Lamar Smith
U.S. House of Representatives
HOU-306 Rayburn House Office Building
Washington, DC 20515

Dear Chairman Smith:

It was a pleasure to testify before your Subcommittee during the hearing on "The International IPR Report Card - Assessing U.S. Government and Industry Efforts to Enhance Chinese and Russian Enforcement of Intellectual Property Rights." During the hearing, Rep. Darrell Issa requested that I answer a question for the record. His question and my response are below.

"Should we hold these governments responsible for IP enforcement? And if so, should that message become the obvious message, which is, 'We don't want to hear about best efforts ... we expect you to make sure that they obey international law.'"

I would certainly agree with Congressman Issa's proposition that we hold governments directly responsible for real and tangible results in protecting intellectual property and adhering to international agreements that they are a party to.

Leaders in China and Russia must know that the United States places a very high priority on IP protection. The Administration has repeatedly communicated this to leaders in both countries - including conversations between President Bush and Presidents Hu and Putin.

We have seen leaders in China and Russia increase their efforts to address piracy and counterfeiting. For instance, in China, both President Hu and Premier Wen have made recent senior-level commitments regarding intellectual property enforcement. Vice Premier Wu Yi assumed a leadership role on the issue at the 2004 Joint Commission on Commerce and Trade meeting, when she committed to reducing the incidence of piracy in China. In September of 2004, she also convened a national telephonic/video conference on intellectual property in order to initiate a one-year campaign to improve intellectual property protection. Additional high-ranking officials who have spoken out on IP are noted below.

1. Chen Zhili, State Councillor for Science and Technology, and education; Hu Xiaobing, Minister of Commerce; Ma Yinglong, Vice Minister of Commerce; Zhang Zhigang, former Vice Minister of Commerce and head of MORD; Tan Lijie, Commissioner of State Intellectual Property Office; Wang Liangbin, former Commissioner of SABOT; Yu Guoqiang, Commissioner of the Press and Publications Administration and National Copyright Administration; Yan Xiaohong, Deputy Commissioner of PPI and NCA; Fu Yan, Vice Chairman of NPC Standing Committee and Chairman of China Association of Invention; and La Yongliang, Vice Chairman of NPC Standing Committee and former President of Chinese Academy of Science.
There have also been several significant policy enactments addressing intellectual property. The 11th five year program contains multiple references to "self innovation"; a National IPR Strategy is under way, a National Patent Strategy has reportedly been developed and nearly every Chinese ministry has IPR action plans or programs. In addition, many local governments have IPR action plans.

In Russia, President Putin has directed his inter-ministerial to address IP enforcement. In addition, Russian Minister of Economic Development and Trade German Gref has recently made strong public statements indicating the need for Russia to protect IP in order to promote their own economic growth. Likewise, Russian Minister of Education and Science Andrey Fursenko has made similar statements to senior U.S. officials.

As the president of the G8 in 2006, Russia also has a tremendous opportunity to demonstrate leadership and results on IP enforcement this year.

Our efforts and expectations certainly extend beyond conversations and best efforts however. The most significant indicator of progress will continue to be results. Whether it is delivering on the JCCT commitment to eliminate government use of pirated software in China, or a significant reduction in the number of optical disc (OD) plants engaged in piracy in Russia, the Administration will continue to focus on results and hold our trading partners and their leaders accountable for delivering them.

I appreciate your leadership and commitment to combating international fakes and counterfeit. I can assure you that the Administration shares this commitment and is working to ensure that we are leveraging all of our resources and capabilities to protect American IP. If you or other committee members have any further questions, please contact me or Stephen Replogle, Office of Legislative and Intergovernmental Affairs, at (202) 482-1663.
WRITTEN RESPONSE TO QUESTION POSED BY REPRESENTATIVE ISSA FROM MR. ERIC SMITH, PRESIDENT, INTERNATIONAL INTELLECTUAL PROPERTY ALLIANCE (IIPA)

INTERNATIONAL INTELLECTUAL PROPERTY ALLIANCE

January 12, 2006

Response of Eric H. Smith
President, International Intellectual Property Alliance (IIPA)
to question posed by Congressman Issa re China and Russia and their international legal obligations

At the December 7, 2005 oversight hearing on International IPR Report Card – Assessing U.S. Government and Industry Efforts to Enhance Chinese and Russian Enforcement of Intellectual Property Rights before the Subcommittee on Courts, the Internet and Intellectual Property, Committee on the Judiciary, Congressman Issa asked for the response of members of the witness panel on what U.S. and industry expectations should be with respect to Russia and China’s compliance with their international obligations to enforce their IPR laws.

Mr. Espenel responded to Congressman Issa’s observation and question by stating that the issue is really “a matter of political will, high-level political will.” Congressman Issa agreed that this was a key issue. Mr. Espenel then noted the meetings of President Bush with President Hu of China at which he recognized the “need to protect the legitimate right and interests of our [U.S.] right holders…” (draft transcript p. 61) and the “intervention” of President Putin with his inter-ministerial IPR committee on enforcement issues. He then added that “it’s critical that it be addressed at that level” (e.g., the Presidential level).

IIPA fully agrees with this response. In both Russia and China, the “political will” to enforce the law against massive piracy must come from this level of government, given the nature of these governments. So IIPA welcomes the intervention of President Putin and the statements of President Hu. Without direct intervention by President Putin in Russia and by President Hu and the Politburo in China, IIPA does not believe there can be any significant reduction in piracy levels in either country in the near term.

While this is certainly the case, it must be pointed out again that, in the case of China, it is now a WTO member and has an unambiguous international “legal obligation” to enforce its law in compliance with its TRIPS/WTO commitments. That government has failed to meet that obligation which it had at the moment it was admitted to the WTO. The Chinese political leadership, at this highest level, has made welcome statements, including the most recent one by President Hu, about the importance of intellectual property protection, but such statements must be followed (and this is what takes the “political will” not just statements) by direct and effective action to prosecute pirates and impose deterrent penalties. The industry has identified this as the critical failure of China in meeting its TRIPS obligations and while there has been some progress in enforcing Chinese government enforcement machinery to take such actions, the “political will” to take the specific actions needed to come into TRIPS compliance is still not evident in China. China should not be permitted to stall its responsibilities to take such action immediately and bring its enforcement regime into compliance with these solemn commitments it has made to the U.S. and to all WTO members.

While Russia is not yet a WTO member, it is in the final stages of the accession process. “Intervention” by President Putin must extend to “ordering” the appropriate authorities to close pirate OD...
factories found to be printing U.S. products, to prosecute the owners of those plants who are blatantly violating Russia’s existing law, and to follow up to see that the authorities actually complete this process. EPA had stated in its written testimony that this and certain other measures must be done before Russia is allowed to join the WTO. Furthermore, Russia now fails to meet the criterion on IPR enforcement contained in the GSP statutory condition for receiving duty-free trade benefits. Congress has made clear that such blatant disregard of the intellectual property rights of U.S. right holders should not be rewarded by offering such valuable unilateral trade benefits. The U.S. could bolster Russia’s “political will” by retaining such benefits until that country comes into compliance both with this GSP criterion and with its future WTO obligations.

We thank the Chairman and all members of the Subcommittee, including Congressman Issa, for giving EPA the opportunity to respond further on these critical issues and for holding this important hearing.
20 January 2006

Representative Darrell Issa
House of Representatives
Judiciary Committee
IP Subcommittee

RE: Subcommittee hearing on December 10, 2006

Dear Representative Issa,

First of all, let me congratulate you on passage by both the House and Senate of your sense of the Congress resolution which states that the Russian Federation must protect intellectual property rights. The resolution is much appreciated and long overdue.

In response to the main question you posed to witnesses during the subcommittee hearings, my response is as follows:

There is no separate “market economy”-based private sector in Russia today, and the presumption should therefore be, as you suggest, that the Russian Government is responsible for IPR violations. We believe that amelioration of this very serious problem is a matter for diplomatic, government-to-government level relations.

Here are some examples from our personal experience:

• When we licensed the animation library in 1992, we discovered that a significant number of the best films were based on underlying western literature and music which the Soviet Studio had never acquired. While it is true that some of this intellectual property was “borrowed” before the USSR signed its first international copyright convention in 1973, it was also true that some of the films were made post-73. In order to “save” these films we had to buy the underlying rights from those western rights holders who were willing to cooperate.

• For 70 years the USSR had a state monopoly on foreign trade. In the case of film, this was exercised by state company called Sovexportfilm. During the USSR they had stored copies of thousands of Russian feature films and animated films in bunkers around the world. During perestroika new economic legislation canceled Sovexportfilm’s monopoly status. The Studios which had made the films – and which by law owned the copyrights – were given the right to control the destiny of the films, i.e. to distribute them domestically and internationally. Despite this, the state company Sovexportfilm blatantly ignored the new economic laws. They continued to sell. Goskino (the Soviet Russian State Film Committee) either forced the other way or openly supported them against the Studios. We had to take Sovexportfilm to court in France, and threaten them with court in Germany, to stop the piracy.

• In December 1998 our company Films by Jove sued for IPR violations what it thought was a private citizen, Joseph Berezov. Imagine our surprise when in October 1999 the Russian government created a new state owned Studio, which joined the lawsuit as a third party plaintiff on the side of Mr. Berezov in August 2000. As Judge Trager’s decisions make clear, our principal adversary in the case was the Russian Government, not only the Ministry of Culture, but the Prime Minister’s Office and Russia’s highest commercial court (the High Arbitrazh Court).
Mr. SMITH OF TEXAS. Thank you, Mr. Issa.

The gentlewoman from California, Ms. Waters, is recognized for her questions.

Ms. WATERS. Thank you very much, Mr. Chairman, and Members. I’m beginning to recognize that this problem of piracy and counterfeit items, etcetera, is much larger than I even thought it was.

First, let me just say that, whether you are on Fifth Avenue in New York in front of Sak’s Fifth Avenue or Cartier’s, where the knockoff goods are being sold out of bags by immigrants around the clock, or you are in most of the communities—and particularly low-
income communities—across the country, knockoffs have replaced, basically, the retail industry in many of these communities.

And not only do you have people selling on the streets; you have these huge swap meets that are bringing in the knockoffs from Korea and China and other places, I guess. So when you go to festivals around the country, whether it’s in Florida, New York, etcetera, they’re selling thousands of Louis Vuitton purses and all the other items that most of us know about.

Now, I can simply speculate that we have been very lenient with China and some of our other trading partners. And I do not think they take us seriously.

I’m pleased to hear about this new, strong relationship we have with Russia, and the fact that they are supposedly shutting down plants and breaking up these operations. But I guess I’d like to ask whomever would like to answer, what evidence do you have that Russia or China is willing to shut down plants, have criminal penalties, and to destroy equipment, etcetera; whether we’re talking about in the simple retail industry, or with computer software, or any of the other areas of concern that we have about intellectual properties?

Mr. SMITH. If I might take a crack at that, just to respond to the first part of your statement, in this country, clearly, we have piracy, and you described it. But it’s a very small percentage of our overall market. It exists. There’s no way you’re going to get rid of it.

But if you go to China and Russia, we’re not talking about 3 and 4 percent piracy rates, we’re talking about 90 percent piracy rates. And we’re talking huge criminal syndicates that produce this product. It’s a problem of a totally different order.

With respect to Russia and the closing of the plants, in fact, just recently they raided nine plants. And in my testimony, I noted that that’s progress. They raided them. But the problem is——

Ms. WATERS. And what happened?

Mr. SMITH. The problem is that product went out the door. They didn’t seize the equipment. Historically, there have been virtually no prosecutions of plant owners. There’s been one conviction of a plant owner in the last 5 years. This latest set of raids doesn’t give us great comfort that there’s been significant change.

And Ms. Espinel is absolutely right, President Putin did make that statement. And perhaps we will see something. But President Putin and the Russian government have made a lot of statements over the last years, and we haven’t seen the action. And we’re, frankly, quite frustrated. And it’s a lot of promises and no convictions, no real action that is going to have a significant, on-the-ground market impact for our industries.

Ms. WATERS. May I quickly ask, how has this discussion taken form or shape in the WTO?

Ms. ESPINEL. I’ll speak to that. I just want to emphasize, or underscore, the remarks made by Mr. Smith. We do see the recent raids of the OD plants as progress, but we have made quite clear to Russia that we need follow-up; we need the equipment to be seized and destroyed; we need the plants to be shut down permanently; we need to see people put in jail.
In terms of the WTO process, right now we and other countries are negotiating with Russia the terms of their WTO accession, and there is an office at USTR that handles those negotiations. We are in the process of doing our bilateral market access negotiations with Russia. When those are completed, there will then be a multilateral process to negotiate the rules of the WTO accession.

Ms. Waters. Thank you, Mr. Chairman.

Mr. Smith of Texas. Thank you, Ms. Waters; appreciate those questions.

Thank you all for your testimony today. It’s been very helpful. Obviously, this is an issue we’re going to continue to monitor closely. But we appreciate your responses today.

And Mr. Israel, you more than survived your first appearance before Congress as a witness.

I thank you all again. We stand adjourned.

[Whereupon, at 11:33 a.m., the Subcommittee was adjourned.]
Mr. Chairman,

Thank you for scheduling this hearing on international intellectual property piracy. I hope this subcommittee can institutionalize the practice of having at least one hearing a year that focuses on international trade in products protected by intellectual property rights. By consistently bringing attention to the rampant piracy problem occurring abroad, we can begin to help the millions of creative people in this country who earn their living from intellectual property.

I particularly want to thank you for inviting Joan Borsten to testify. She's a good friend, a constituent and has a very compelling story. She brings a valuable perspective to the hearing—that of an individual American entrepreneur whose business has been dramatically impacted by a foreign government's sustained campaign to steal her rights to intellectual property.

Because of the massive copyright piracy that occurs daily in China and Russia, the sales of black-market goods cause an annual loss of revenue to American creators that is truly staggering. According to the International Intellectual Property Alliance, piracy rates in the copyright industries range from a low of 70 percent to a high of 95 percent and American industries annually lose over 2.5 billion dollars in China and almost two billion dollars in Russia. But it is not only the copyright industries - entertainment, software, book publishing that suffer. We could probably have an entire hearing only on counterfeiting of motorcycle parts, purses and pharmaceuticals. No industry is immune from the endemic intellectual property violations occurring in these countries.

The problem in both China and Russia is similar - while the laws may be on the books, actual enforcement of those laws is sorely lacking. Few criminal prosecutions have taken place and even fewer sentences have been meted out. There is currently no true deterrent for the pirates. In fact, piracy has become the foundation for new businesses that export these black market goods.

The one effective tool the current administration has to incentivize the Chinese government to address its piracy problem is pursuing a WTO case. At the last hearing on this issue, the USTR testified that they were "committed to ensure that China is compliant with its obligations. And we will take WTO action if, in consultation with you and with our industry, we determine that this is the most effective way to fix the problem that we are resolved to fix." When I asked whether 6 months would be a reasonable time frame to reach a conclusion, the answer was that it could be. So here we are 6 months later - I am looking forward to an update.

Furthermore, have additional avenues for mitigating the effect of piracy in China been explored by the current administration? Currently, the Chinese government engages in vast restrictions on market access for American copyrighted goods. They restrict the number of American films that can be shown and severely curtails the right of our companies to do business in their country. These barriers make the impact of piracy that much greater and virtually impossible for our companies to counteract piracy.

With Russia there is still some leverage because they have not joined WTO yet. A number of months ago I, along with a number of New Democrats, wrote Ambassador Portman advising him that in order to obtain our support for any future trade agreement we would have to be assured that the lesson taught from allowing China to join the WTO without provision for adequate enforcement against intellectual property violations, has been learned. In fact, just last week IIPA submitted comments for the Special 301 out of cycle review on Russia. It is not encouraging news.
In short, Russia is not complying with its commitments to provide adequate and effective copyright protection and enforcement." Furthermore, the House, in a bipartisan vote (H. Con. Res. 230) recognized Russia’s failure to adequately protect intellectual property and cautioned that without change they are at risk of losing GSP benefits and accession to the WTO.

Last time, we discussed the complexity of denying GSP benefits to a country - a process which requires consultation of most agencies within the Executive branch. It is clear that in Congress, we all agree that this situation is quite outrageous and that a country that flagrantly violates American intellectual property rights should not receive GSP duty-free benefits. So, I ask—since the last hearing has there been any movement on the status of Russia’s GSP benefits?

If motivated, these countries can protect intellectual property rights. When piracy hurts the Chinese interests, the Chinese government has been motivated to step in. When knockoffs of the Beijing Summer 2008 games logos on T-shirts were being sold, the markets were quickly cleared. In short China can deal with this problem if it wants to. In Russia, it seems incredible that the Russian government actually controls the facilities and land on which many of these pirate optical disk plants operate. How can it simply do nothing to shut down the plants operating on these government-run installations?

I am looking forward to hearing from the witnesses to learn what benchmarks or timelines have been established to help guide a decision on a WTO case against China, the withdrawal of GSP duty free benefits from Russia, and whether Russia is aware that they will be denied admission to the exclusive WTO club unless the piracy problem is addressed. I am looking forward to hearing about other steps that are being taken to protect American creativity.

STATEMENT OF THE HONORABLE BOB GOODLATTE, A REPRESENTATIVE IN CONGRESS FROM THE STATE OF VIRGINIA

Mr. Chairman, thank you for holding this important oversight hearing on intellectual property theft in China and Russia.

In China, an estimated 95% of motion pictures and 90% of business software are pirated. In Russia, 80% of all motion pictures and 87% of business software are pirated. Considering that the core copyright industries account for 6% of U.S. GDP and the total copyright industries account for approximately 12% of U.S. GDP, it is clear that America’s businesses are facing a serious problem. In fact, the FBI estimates that U.S. businesses lose between $200–250 billion a year to counterfeit goods.

Recently, China and Russia have received attention for intellectual property rights violations within their borders. For example, in April, the Office of the United States Trade Representative released its “Special 301” report, and elevated China to the “priority watch list” due to its failure to protect intellectual property rights.

We must make sure that each nation recognizes that piracy is a global problem. The growth of piracy among organized crime rings is illustrative of its global scope. The combination of enormous profits and practically nonexistent punishments by many foreign governments makes copyright piracy an attractive cash cow for organized crime syndicates. Often specializing in optical disc and business software piracy, these crime rings are capable of coordinating multi-million dollar efforts across multiple national borders. We must meet this type of highly organized piracy with highly organized coordination and enforcement efforts.

Another disturbing trend is the growing willingness of many foreign governments to condone the use of, and even use, pirated materials. At its best, government sets the standards for the protection of rights. At its worst, government encourages and even participates in the breach of those rights.

A recent article in The Moscow Times reported that the co-chairman of the public advisory board for the Russia Against Counterfeiting movement has said that until DVD’s and CD’s become more affordable, he and the majority of Russians would opt for pirated music and movies. This type of behavior from those responsible for reducing piracy is unacceptable. Now is the time for each country in the international community to choose which path it will take with regard to intellectual property rights.

We all must realize that copyright piracy and counterfeiting are serious problems that do not merely affect private companies’ bottom lines in the short term. They also discourage investment and innovation in the long term, which will eventually lead to fewer consumer choices - a repercussion that affects entire societies and economies. Governments must work together to reward creators and punish thieves.
Recent treaties, such as the TRIPS agreement, provide the legal framework for member countries to aggressively enforce their copyright laws. Article 61 of the TRIPS agreement specifically requires member countries to establish criminal procedures and penalties to be applied in cases of copyright piracy. The WTO provides trade dispute mechanisms and these tools can be used to pressure countries into compliance with existing agreements. In addition, countries like Russia wishing to enter the WTO should establish that they are committed to enforcing intellectual property rights.

We already have many tools to combat international piracy. Now we must put these tools to work. The United States must lead by example and rigorously enforce our copyright piracy statutes. However, we must also work with the international community to encourage other countries to do the same. Only when we coordinate our efforts to combat piracy will we see substantial results.

I look forward to hearing the testimony of our expert witnesses about how best the United States can help enforce intellectual property rights in countries that have not yet proven their commitment to enforcing intellectual property violations.

Defense contractor held in spy case

By Bill Gertz
THE WASHINGTON TIMES
Published: November 30, 2005

A defense contractor charged with failing to register as a Chinese agent admitted passing data on U.S. Navy arms technology to China for 22 years, including information on next-generation destroyers, an aircraft carrier catapult and the Aegis weapons system, according to new court papers in the case.

Two federal judges in Los Angeles on Monday reversed earlier rulings and ordered the contractor and his brother held without bond. The rulings followed testimony from FBI agents in the case.

Court papers released Monday, including a detention motion filed by Assistant U.S. Attorney Gregory Staples, also identified the Chinese military intelligence handler who received the information from defense contractor Chi Mak and his brother Tai Mak, who also is in the Chinese military.

The court documents shed new light on what U.S. intelligence officials say will be one of the most damaging cases of Chinese technology spying on U.S. weapons, even though the information compromised was not secret.

According to the papers, Chi Mak admitted passing to China information on:
- Direct current-to-direct current (DC-DC) converters for submarines.
- A 5,000-amp direct current hybrid circuit breaker for submarines.
- Electro-Magnetic Aircraft Launch System (EMALS), a new system to launch aircraft from carriers using magnets instead of steam.
- The power distribution system for the Aegis weapons system and its Sp-1 radar, used on the Navy’s most advanced guided missile destroyers and cruisers.
- A study that reveals the methods used by U.S. warship personnel to continue operating after being attacked. Officials said the paper is a blueprint for attacking and disabling warships.
- Modifications and Additions to Reactor Facility (MARF), a nuclear reactor located at the Navy’s Kacin Atomic Power Laboratory, that’s used for testing prototype nuclear reactors.

Investigators found a detailed, hand-drawn map of that facility in Chi Mak’s house.

Prosecutors argued in court that Chi Mak planned to refile to China in March and thus posed a flight risk.
Defense contractor held in spy case – The Washington Times

U.S. District Judge Cormac J. Carney, who ordered Chi Mak to be held without bond, dismissed a defense lawyer's claim that the charges were exaggerated. "You're talking about billions of dollars of technology that puts our country at serious risk," he said.

Investigators found data on the DEX destroyer program on encrypted files carried by Tai Mak, a Phoenix television engineer, when he was arrested along with his wife Oct. 28 at Los Angeles International Airport as they prepared to travel to China. The documents were labeled "proprietary" and "restricted," the court papers stated.

Chi Mak and his wife also were arrested Oct. 24 and initially charged with theft of government property and conspiracy. The charges against Chi Mak, his wife and Tai Mak were later reduced to failing to register as government agents. Tai Mak's wife was charged in a separate indictment with running a marriage fraud business.

According to the papers, Chi Mak, who was recently fired from his defense contractor job at Power Paragon, initially traveled to Hong Kong and gave the stolen information to his brother. Tai Mak then passed it to Pu Pei-Liang, identified by the FBI and the Naval Criminal Investigative Service (NCIS) as a research fellow at the Center for Asia Pacific Studies (CAPS) at Zhongshan University in Guangzhou, China. Later, Tai Mak served as the courier for the data.

During an intercepted telephone call to Mr. Pu on Oct. 19, Chi Mak stated he was part of the "Red Flower of North America," the code name that the FBI thinks was used to identify the spy ring.

The NCIS said the center in Guangzhou is run by the Chinese military and conducts operational research for it, including acquiring U.S. Navy technology.
Envoys: Licensed DVDs Cost Too Much

Anna Stolichenko
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President Vladimir Putin’s representative in the parliament’s upper chamber said Wednesday that widespread piracy in the country would continue to flourish if licensed goods did not become cheaper.

Alexander Koteskov, Putin’s representative in the Federation Council, said that unless discs became more affordable, he and the majority of Russians would opt for pirated music and movies.

“Russians want to have access to the world’s intellectual heritage,” Koteskov said at a conference devoted to the fight against piracy.

But citizens are “not at fault for being unable to buy licensed discs.”

Koteskov, who is also a co-chairman of the public advisory board for the Russia Against Counterfeiting movement, which aims to support licensed producers, said he often purchased illegally traded discs for plane trips, paying a mere 90 roubles ($3.13) for a DVD containing five or six films.

Peter Necasrulm, president of the Coalition for Intellectual Property Rights, an international organization enforcing intellectual property rights in the Baltic States and the CIS, said progress had been made in weeding out piracy in Russia and that penalties for violating intellectual property rights had become tougher in recent years.

However, while the U.S. government continues to pressure Russia to do a better job, it fails to understand that most Russians cannot afford to pay more for genuine products, he said.

Failure to clamp down on counterfeiting has been a major sticking point in U.S. approval for Russia’s accession to the WTO.

Last week, police kicked off the largest ant-counterfeiting operation to date, a move involving raids on retailers of illegal products that some industry watchers say is timed to coincide with the WTO meeting in Hong Kong set to begin later this month.
U.S. and EU to battle Chinese counterfeiting

Washington is set to share complaints and customs data

By WILLIAM ECHEIKSON and JULIANE VON REPPERT-BISMARCK

DOW JONES NEWSWIRES (November 30, 2005)

BRUSSELS -- The U.S. and Europe are ready to fight Chinese counterfeiting together, said U.S. Secretary of Commerce Carlos Gutierrez.

Speaking on the first day of meetings here with European officials, Mr. Gutierrez said he was prepared to share with European authorities customs information and corporate complaints against Chinese manufacturers.

If we work together to 'protect intellectual-property rights, it will send a powerful symbolic message,' Mr. Gutierrez said. 'We must collaborate more closely to create a trading environment that respects intellectual property.'

The U.S. was making good progress alone by jawboning China, he insisted. On a recent visit to Beijing, he said he received promises that the government would shut markets specializing in fakes, increase the number of criminal (as opposed to civil) cases against counterfeiters and intensify customs cooperation. 'These are tangible results,' he said.

Ahead of an afternoon meeting with European Trade Commissioner Peter Mandelson, he maintained that an international trade accord will benefit all countries involved and has more to offer than a series of bilateral deals.

"The single biggest thing we can do for developing countries is to trade with them," he said.
Bilateral trade accords that the U.S. is currently pursuing serve as an additional platform for international trade, not as an alternative, he said.

Mr. Gutiérrez called on developing countries to reciprocate European Union and U.S. offers to open up trade by offering to lower tariffs on industrial products.

Ministers and officials from the EU and U.S. will discuss how to knit the EU and U.S. economies more closely. Already, trade between the two is valued at about $500 billion a year and investment ties amount to about $2.5 trillion — more than twice Canada's gross domestic product.

Unlike most other foreign-government representatives, he declined to blame Europe for holding up progress in talks at the World Trade Organization by sticking to its much-maligned farm-trade policy.

--- Forwarded by CNN Headline News on [date] ---

EU, U.S. Pledge Zero Tolerance on Fakes
Wednesday November 30, 7:36 am ET

EU, U.S. Pledge Zero Tolerance Line on Goods Counterfeiting

BRUSSELS, Belgium (AP) — The European Union and the United States will take a "zero tolerance" approach to counterfeiting around the world, senior officials said Wednesday.

EU Trade Commissioner Peter Mandelson and U.S. Secretary of Commerce Carlos Gutiérrez said they had agreed to work together closely to share information and coordinate activities to crack down on product piracy.
The global trade in counterfeit goods is worth up to euro360 billion (US$424 billion) a year, ranging from fake brand medicines and pirated movies to toys that don’t meet safety standards, Mandelson said.

"What we need more than anything is to pool our intelligence, share our analysis, plan our activity coordinated where appropriate," said Mandelson.

Gutierrez said fighting piracy was a major priority for U.S. President George W. Bush.

The Secretary of Commerce said on Tuesday that the EU and United States had mutual interests in protecting intellectual property rights and would encourage other countries to step up enforcement.

"These are the two most innovation intense economies in the world ... a lot of our economy, a lot of our jobs are tied to things like patents, copyrights, trademarks," he said.

"We are going to ensure together that there is a global trading environment that respects those things."

He told Dow Jones Newswires that he was prepared to share with European authorities customs information and corporate complaints against Chinese manufacturers.
Corruption in the Russian Arbitrazh Courts: Will There Be Significant Progress in the Near Term?

ETHAN S. BURGER

I. Introduction

For more than ten years, institutions such as the World Bank, European Bank for Reconstruction and Development, U.S. Agency for International Development, and others have invested significant resources in supporting the development of the Russian judiciary with the goal of furthering the establishment of the “rule of law” (as opposed to Russian President Vladimir Putin’s “Dictatorship of Law”)\(^1\) in the country.\(^2\) Sufficient time has passed to allow observers to take stock of these efforts. This article focuses on judicial corruption\(^3\) in the Russian Arbitrazh (Commercial) Courts,\(^4\) the fair operation of which influences Russia’s economic development and its attractiveness to investors.\(^5\) Despite the recognition of the problem of judicial corruption by foreign and domestic specialists, as well as commitments announced by Russian officials to address it, much remains to be done.\(^6\)

The Russian Criminal Code, adopted in May 1996, contains articles that prohibit the abuse of service positions as well as the receiving and paying of bribes (articles 285, 291, and 293).\(^7\) In addition, the Criminal Code contains entire chapters on (i) Crimes against State Power, the Interests of State Service, and Service in Bodies of Local Self-Government; and (ii) Crimes against Court Processes (Pravosudiyay). So the issue is not an absence of relevant legal norms, but the non-observance and/or non-enforcement of already existing law.\(^8\) On at least two occasions, the Russian State Duma (the lower chamber of the Federal Assembly, the country’s bicameral legislature) considered laws addressing the problem of corruption directly. This first happened in 1997, when both the State Duma and the Federation Council (the upper chamber of the Federal Assembly)\(^9\) passed an anti-corruption law, only to have then-President Boris Yeltsin
veto it. At the present time, the State Duma is working on yet another draft law concerning corruption – a version of this draft law passed on its first reading in November 2002, but apparently there has not been any real progress towards the adoption since then. Existing Russian legal norms do not adequately address the problem of the “revolving door,” the situation where individuals leave state service only to take jobs with the very same enterprises they had dealings with while they held official positions. Similarly, Russian rules governing “conflict of interest” of state officials are fairly rudimentary.

On November 26, 2003, President Putin issued an edict creating the Council for Combating Corruption. Its membership includes: the Russian Prime Minister, the heads of both chambers of the National Assembly, and the Chairmen of the Constitutional, Supreme, and Supreme Arbitrazh Courts. Its declared objective is to assist the President in developing anti-corruption policies. In addition, a second commission was formed to examine issues, such as conflicts of interest. It is premature to evaluate whether these new bodies will spearhead effective anticorruption efforts, or if they will suffer the same fate as anti-corruption bodies created during the Yeltsin years. It is indeed possible, if not likely, that anti-corruption activities will be limited to persons “disfavored” by the authorities.

Georgy A. Satarov, President of the INDEM Center for Applied Political Studies (INDEM), estimates that bribes, of all types, paid annually in Russia totaled more than the equivalent of U.S. $33 billion in 2001, more than the entire Russian federal budget. He conservatively estimates that court officials, presumably including judges, annually received bribes equivalent to at least U.S. $274 million. Of course, since neither bribe payers nor bribe recipients report the amount of money exchanged, there is no way to assess the accuracy of these estimates.

No one pays a bribe without expecting something of perceived greater value in return.
Generally speaking, bribes fall into two categories: bribes to get an official to perform a task that he is required to perform, commonly known in the United States as “grease” payments (which are permisssible under the U.S. Foreign Corrupt Practices Act), and bribes to obtain special treatment. In an interview with a correspondent from *Novaya Gazeta* [New Newspaper], Mr. Kirill Kabanov, then the acting Chairman of the Russian National Anti-Corruption Committee indicated that the economic cost of corruption in Russia was approximately U.S. $38–40 billion in harm to the state and its citizens. Although he did not discuss the basis for this figure, Mr. Kabanov appeared to be well aware that corruption was pervasive throughout Russian society and that organized crime played a large role in corrupting law enforcement personnel. He offered certain suggestions, many of which were general in nature, concerning how corruption could be combated. Notably he called for a “judicial system with clear, distinct laws, with no gaps or loopholes.”

As a preliminary matter, it is worth noting that judicial corruption is not a problem found only in Russia. It occurs in most of the developing world, as well as in countries transitioning from a planned to a market-based economy. What makes Russia unique, apart from its former status as a superpower, is its vast mineral wealth and educated population, which would appear to make it an attractive target for investment. This means that the consequences of corruption in Russia, more so than in most other countries, will be an issue that foreign courts and international arbitral bodies may confront.

The issue of judicial corruption in Russia has been a factor in a number of cases heard in U.S. federal courts. In two 2003 cases concerning business disputes involving millions of dollars, the two U.S. federal judges hearing the matters came to opposite conclusions about whether Russian *arbitrazh* courts offer an adequate forum to resolve disputes. In *Films by Love*, the Court found that:
it [was] unnecessary to reach any broad conclusions as to the impartiality and essential fairness of the arbitrazh system as a whole. Plaintiffs have produced specific evidence in the form of documents obtained from the High Arbitrazh Court’s file – of improprieties in the specific court proceedings . . . .

In contrast, the Court in Base Metal Trading granted the defendants’ motion to dismiss. The Court first found that the plaintiffs’ selection of the U.S. federal court system was not entitled to a high degree of deference because the Court found the events at issue took place in Russia. It then dismissed the case on forum non-conveniens grounds. In its decision, the Court stated that the plaintiffs failed to make an adequate showing of the alleged corruption of the Russian courts with respect to the specific case before it. In neither case did the U.S. courts deny the existence of corruption in the Russian judiciary. This issue is likely to continue to arise in future cases before U.S. and other judges and arbitrators.

The Russian public cannot rely on the promulgation of new rules governing the selection and training of judges, or improved systems for disciplining judges whose behavior does not correspond to these rules. Unfortunately, it remains unrealistic for the Russian populace to expect government officials, the press, or civil society to take the lead in combating judicial corruption.

II. A Brief Overview of the Russian Court System

The Russian courts are divided into two distinct systems: arbitrazh (commercial) courts and courts of general jurisdiction. The courts of general jurisdiction handle primarily non-commercial matters, such as disputes between neighbors, divorces, etc. Consequently, the problem of corruption seldom plays a major role in cases before this type of court.

Arbitrazh courts resolve commercial disputes. It is important to bear in mind that the arbitrazh courts are part of the official Russian judicial system and must be distinguished from private arbitration, which is covered by separate legislative acts, such as the Russian Law “On

The arbitrazh court system is divided into Courts of the First Instance (trial courts), Courts of the Appellate Instance, Federal Arbitrazh Circuit Courts (“Cassation Courts”), and the Supreme Arbitrazh Court. The Courts of the First Instance and Courts of the Appellate Instance are part of the same court physically and organizationally. They are located in each of the eighty-nine Subjects [political subdivisions] of the Russian Federation. The Federal Arbitrazh Circuit Courts are located in the designated center of each of the ten judicial okrugs (circuits). The Supreme Arbitrazh Court is located in Moscow.

The Courts of the First Instance hear cases and make the initial judgments over disputes. Appeals from decisions of the Courts of the First Instance are heard in the Appellate Instance of the Arbitrazh Court. The Federal Arbitrazh Circuit Courts are the courts of the next level of appeal. A party may obtain jurisdiction in the Federal Arbitrazh Circuit Court by filing a Cassation Appeal (zhaloba). The Cassation Courts (the equivalent of the U.S. Federal Circuit Appeals Courts) have the right to suspend execution of a decision or ruling passed in the First Instance or Appellate Instance upon a party’s application. The Supreme Arbitrazh Court is the final level of appeal. In certain instances, the Supreme Arbitrazh Court may rule on matters on direct appeal from the Court of the First Instance. For example, a party in a case, or the Court of the First Instance on its own initiative, may request that the Supreme Arbitrazh Court hear and decide an issue involving judicial conflicts of interests. In practice, this is not a frequent occurrence.

Logically, it should be easier to bribe a single trial court judge than a panel of appellate judges or even members of the Supreme Arbitrazh Court. Nonetheless, the lengthy process for having an appeal heard along with other factors, such as, attorney fees, preservation of evidence,
procurement of false documents by the other side in a dispute, lack of a trial transcript to help demonstrate that the trial court’s decision was motivated by something other than the legitimate application of law to the facts, discourages many parties from pursuing appeals, particularly when the appellate court is located far away from where the case was originally heard.

III. The Soviet Legacy of Political Interference in the Court System

Many respected scholars have written about the political dominance of the Russian court system by local political leaders, such as the governors of Russia’s Oblasts [regions] or other political subdivisions. This local dominance is in part a legacy of the Soviet era’s practice of “telephone justice,” where a Communist Party official would call a judge to tell him how a particular case should be decided.29

Although the Russian Constitution now provides for a separation of powers and declares the judiciary to be independent30 of the legislative and executive branches of government, judges are still frequently influenced by “suggestions” by governmental authorities, wealthy individuals, and enterprises seeking particular outcomes in cases.31 The Russian Constitution’s provisions, particularly those dealing with the courts, can be best understood as “declaratory.” The section on the judiciary can only be implemented through the enactment of federal laws.32 Although the Russian Constitution does not explicitly establish rules with respect to the court system’s funding, it is implicit in a constitutional system envisioning a separation of powers that the judiciary has sufficient resources to perform its function adequately. Not to do so would defeat the reality of an independent judiciary. Unfortunately, as discussed below, this functional independence has not been achieved.33

During Soviet times, a judge might have been inclined to resolve disputes between two state enterprises on their merits. Today, judges are likely to favor large local enterprises over small and medium enterprises, entrepreneurs, and foreigners, since the large local enterprises
provide employment to the local population and taxes needed by the local governments (and are often controlled by politically well-connected individuals or industrial groups). Thus it appears that the judicial system is stacked against non-local and/or politically weaker parties, unless bribery occurs. Judges can often mask telephone justice by deciding cases on the basis of form over substance. For example, ruling on the basis of technicalities to dispose of troublesome cases, rather than resolving such cases on their merits.34

IV. Perceptions on the Extent of Corruption in the Russian Arbitrazh Courts

In the absence of reliable statistics on the scope of judicial corruption, one is forced to rely on polling data and survey research.35 According to Oleg Fyodorov, an advisor to the National Association of Securities Market Participants and the Investor’s Rights Association, the Russian Arbitrazh Courts do not function as “courts” in the conventional sense. Where a case involves a dispute between “two parties of very different size […]” for instance, one very influential, very rich, and the other having only the law behind it—then almost no case is known of the court taking the side of the lesser-known side.36 While such a remark is a bit of an overstatement, it is indicative of a significant problem that cannot be ignored.

Numerous sources indicate the perceived extent of corruption in the Russian court system. For example, the international non-governmental organization, Transparency International (TI), has for many years identified Russia as one of the most corrupt countries in which to do business. In the fall of 2003, TI ranked Russia tied for 86 out of 133 in its “2003 Corruption Perception Index” (the higher the ranking, the more corrupt a country is deemed).37 For Russia, this represents an increase in the perceived impact of corruption over the prior two years. But there are certain problems in TI’s methodology, because cross-country comparisons completed by different respondents are inherently suspect.38 In addition, the level of corruption within a particular country will differ by region, institution, etc.39 Given the ambitious nature of
the effort, the results are not always clear-cut:

According to the generalized perception of respondents . . . , the Krasnoyarsk krai, the Saratov oblast, the Republic of Udmurtia, the Primorskiy krai, the Republic of Karelia are more than other regions contaminated by corruption. More objective indicators characterizing . . . corruption practices [rather] than the perception of corruption demonstrate a somewhat different picture. In this case, the Moscow, Nizhnii Novgorod and Saratov oblasts, the City of Moscow, the Chelyabinsk oblast and the City of St. Petersburg are the leaders in terms of corruption, while the regions least affected by corruption are the Republic of Karelia, the Yaroslavl, Tyumen, Arkhangelsk and Omsk oblasts. If we look at the geography of corruption, we see a “Southern belt” of regions affected by corruption, which stretches from the Rostov oblast to the Volga Region. 40

The study did not demonstrate significant distinctions in corruption levels between the executive branch, the legislative branch, judiciary, and law enforcement agencies by region or type of respondent. 41

TI’s Corruption Perception Index offers a useful, though methodologically flawed gauge of corruption throughout the world. While other organizations and individual academics have examined corruption on a comparative basis, none have been as successful as TI in raising public awareness with respect to the extent of corruption and its consequences.

In a survey conducted by TI of individuals engaged in international business in emerging market countries, 21 percent of 835 respondents identified the judiciary as the institution in most need of improvements against corruption. 42 Economists have found there is a strong correlation between levels of perceived corruption and foreign direct investment. This relationship also affects the behavior of domestic investors as well. It appears that in practice an increase in
corruption operates like an increase in taxes, and extreme corruption can, under certain conditions, prevent investment from occurring (at least in particular sectors).\textsuperscript{43}

Given its nature, it is difficult, if not impossible, to determine the exact extent of corruption in an institution. Although this issue can be studied through a combination of actual court cases, press reports, interviews, and formal surveys, the results are largely impressionistic and anecdotal. One can also examine what actions particular states have taken to address perceived problems of judicial corruption. While Susan Rose-Ackerman, among others, has argued that the judiciary is the branch of government most critical to a successful and comprehensive anti-corruption program, the judiciary alone cannot end corruption in a particular country.\textsuperscript{44}

According to a survey conducted by INDEM, 72.2 percent of the respondents agreed with the statement that “[m]any people do not want to seek redress in the courts, because the unofficial expenditures are too onerous.”\textsuperscript{45} Furthermore, 78.6 percent agreed with the statement that “[m]any people do not resort to the courts because they do not expect to find justice there.”\textsuperscript{46}

Not surprisingly, another survey of 500 Russian firms and their managerial staff in eight cities, which was conducted by VTsIOM, the All-Russian Center for the Study of Public Opinion, found that corruption played a role in many judicial proceedings in Russia. Although the respondents indicated that corruption played a lesser role in the judiciary than reported in some other studies, these results were probably influenced by the fact that the survey dealt with Russian enterprises’ experience with various governmental bodies, and did not focus on matters involving foreign legal entities or disputes between private parties where the financial stakes were high. Nonetheless, the results are telling.

Since those who influence court decisions are rarely willing to discuss it, the best we can do is ask how frequently others perceive such attempts. We asked.
“Based on your experience and the experience of your colleagues, do you think that pressure is put on the decisions of the [arbitrazh] court in your region?” Of those questioned, 38 percent either did not answer the question or responded “Don’t Know.” This may indicate a genuine lack of knowledge or simply discomfort with the topic.

Of those who did respond 66 percent believed that pressure regularly was placed on the decisions of [arbitrazh] court judges. Responses to this question varied little among the managers of the new, state-owned, or privatized firms.47

In a separate survey, VTsIOM asked one question that is particularly instructive as to the source of corruption in Russia. When asked, “Who do you think places pressure on the decisions of the arbitration court in your region?” the responses were as follows: (i) Governor – 42 percent; (ii) the Regional Duma – 18 percent; (iii) the Regional Bureaucracy – 40 percent; (iv) the Federal Bureaucracy – 33 percent; (v) the Mayor – 15 percent; (vi) the Security Forces (siloviki) – 32 percent; (vii) influential private citizens, such as businessmen – 54 percent; and (viii) criminal structures – 32 percent.48 These results illustrate the perceived influence of the regional authorities and prominent business figures [including some so-called “oligarchs”] (the former often acting on behalf of the latter) on the operation of the Russian arbitrazh courts.

In January 2002, the Public Opinion Foundation reported on the results of its survey of 1,500 Russian respondents located in forty-four of Russia’s political subdivisions. It found that 37 percent of those sampled believed corruption to be widespread in the courts and procuracy.49

On the issue of the existence of political will on the part of the country’s leadership to combat corruption, 82 percent of the Russian population believes that either: (1) the country’s leadership wants to fight corruption, but cannot do so successfully; (2) the country’s leadership can, but does not want to fight corruption successfully; or (3) the country’s leadership does not
want to and cannot successfully combat corruption. Not surprisingly, an overwhelming majority of the Russian population believes that the level of corruption in Russia has either increased or remained at the same level over the last few years. It is unrealistic to expect that Russian judges are somehow immune to an affliction found throughout Russian society.

One leading scholar writing on corporate governance and corruption in Russia co-authored an article in the *Stanford Law Review*, which stated:

[A] shareholder who sues a major company will usually lose at trial and first-level appeal, because of home-court bias, judicial corruption, or both. A shareholder with a strong case has a decent chance of getting an honest decision on further appeal, but that will take years. And judgments must be enforced (or, often, not enforced) by the same biased or corrupt lower court where the case began.51

Some leading businessmen and lawyers have expressed similar views with respect to judicial corruption in Russia. In a speech made at an investment conference, the then acting President of the EBRD, Charles Frank, stated, “[w]e know what foreign investors confront in Russia everyday, and we would like to see it made better.”52 Frank explained that “[w]hen we speak about the need for legal reforms, we are not speaking on a theoretical basis, but from experiences and lessons we have learned the hard way.”53 This was not simply a call for improving the manner in which business was conducted in the executive bodies, rather, the EBRD indicated that Russia needs a better-trained and better-paid judiciary to improve its court system and reduce the number of injustices in the country’s judicial process.54

At an OECD Conference entitled “Corporate Governance in Russia,” Jeffrey M. Hertzfeld, one of the leading western attorneys specializing in Russian law, noted that while Russian law provided for non-discriminatory treatment of foreign investors, “many foreign investors have found it difficult, if not impossible, to have their rights recognized, particularly
when they find themselves in conflict with a politically powerful or well-connected Russian party." Hertfeld observed further that he read one estimate that 70 percent of all court decisions in Russia were tainted by corruption. While he acknowledged that he had no basis for knowing how the statistic had been derived, he observed that "it seems apparent that abuses are frequent and that they undermine the meaningfulness of Russian laws and regulations aimed at protecting shareholders' rights." Hertfeld concluded by calling for corrective action in this area to ensure that breaches of obligations to shareholders would be enforceable in Russian courts.

Thus, it should come as no surprise that experienced international lawyers insist on having dispute resolution clauses in their clients' commercial contracts where the value of the contract exceeds a certain amount (i.e., several million dollars, varying by the lawyer and the nature of the transaction) in order to avoid the Russian court system entirely. These dispute resolution clauses usually provide for international arbitration in bodies such as the International Court of Arbitration of the International Chamber of Commerce in Paris, the London Court of International Arbitration, the Arbitration Institute of the Stockholm Chamber of Commerce, and even the Arbitration Court of the Russian Chamber of Commerce (the latter being a private arbitral body). Unfortunately, favorable arbitral awards are often difficult to enforce in Russia, either under the 1958 New York Convention on the Recognition and Enforcement of International Arbitral Awards or domestic Russian legislation. Consequently, where the chance exists, a victorious party in arbitration may attempt to seize or attach a losing Russian party's assets in third countries, which have court systems that will honor the N.Y. Convention's obligations.

At the World Bank's Second Global Conference on Legal and Judicial Reform in St. Petersburg, Russia on July 8-11, 2001, World Bank President James Wolfensohn discussed in
detail some of the problems of the Russian court system.\footnote{29} He later indicated that too much emphasis had been placed on increasing the number of judges, courts, and computers, and that judicial reform would fail without an improvement in judicial transparency.\footnote{30} Wolfensohn identified one of the “biggest obstacles to the development of legal and judicial systems [was] a situation in which the economic elites use the system in [their] own interests.” According to him, corruption “too often seeps into the legal and judicial systems of some countries,” including Russia.

Despite these surveys and widespread perceptions, at least one 1997 study conducted with the assistance of the Supreme Arbitrazh Court suggests that the problem of corruption may be exaggerated.\footnote{31} This study addressed the issue of whether the Russian courts are fair to foreigners – the presumption being that Russian companies and individuals were more likely than foreigners to obtain favorable judicial decisions through bribery than were their foreign equivalents.\footnote{32} The study, however, was based on data from less than one-half of Russia’s arbitrazh courts, and is of limited analytical or practical value. Indeed, one of the study’s investigators, Glenn P. Hendrix, acknowledged “severe limitations” in the data, including: (1) the Supreme Arbitrazh Court’s refusal to supplement the report by obtaining copies of the underlying decisions, in part because of the financial burden of doing so; (2) the lack of information regarding the size of the parties or the amount in controversy; (3) the under-inclusiveness of the definition of “foreign entity” as including only foreign nationals; and (4) the lack of data as to whether any of the “favorable” decisions obtained by foreign entities were actually enforced.\footnote{33} Consequently, Hendrix warned readers of the study that “[g]iven the lack of opportunity to independently validate the statistics compiled by the lower court, one may, of course, question the reliability of the data;” and that “[i]t is also possible that foreign parties win cases against minor Russian firms with little political clout, but routinely lose when challenging
entrenched interests. The data are not sufficiently detailed to test this thesis.\textsuperscript{164} Moreover, Hendrix’s use of the 1997 data is likely to have skewed his results because it was collected prior to the massive economic upheaval caused by the 1998 Russian financial crisis, which led to a large number of disputes between joint venture partners, suppliers, and customers.

V. How Corruption Operates in the Russian Court System

In common disputes, not involving large sums of money, judicial corruption does not appear to be a major problem. Over the last decade, Russian citizens have increasingly begun using the Russian court system to resolve disputes.\textsuperscript{65} But this does not necessarily mean they have great faith in the court system. It may only mean a greater number of commercial disputes are occurring, given the changes in the Russian economy. According to some Russian attorneys, a judge might first examine a case, decide which party should prevail on the merits, and then seek payment for issuing the proper decision. Other judges will simply favor the highest “bidder” for a favorable result.

This situation is made possible by the fact that the submission of an appeal of arbitrazh trial court decisions is often fruitless, since higher courts are not only reluctant to overturn lower court decisions, but are hindered in their ability to conduct effective judicial review because in most civil law systems, there is no official trial court transcript to examine. Consequently, appellate courts are limited to reviewing decisions for pure errors of law, and refrain from reviewing factual determinations or the misapplication of law to fact. To make matters worse, over the years, Russian appellate courts have suffered from inadequate technical and budgetary resources, thus hindering their ability to perform their legislatively mandated functions. This situation appears to be slowly improving as the impact of judicial reforms is beginning to take effect.

Russian journalists who cover the issue of judicial corruption and the operation of the
court system have noted that Russian appellate courts tend not to be overly inquisitive of lower court actions. As noted above, the Russian appellate courts lack the tools to properly perform their function. This would seem to explain why, according to Russian Legal Correspondent Konstantin Sklovskii, during the time period he examined, Russian appeals courts overturn a mere 0.05 percent of trial court decisions.66

VI. Steps Russia is taking Towards Judicial Reform and the Problem of Corruption

In the 1990s, the Russian Federation took a series of significant measures in the creation of a viable judicial system, such as the adoption of a constitution, providing for an independent judiciary (1993), the adoption of a law on the status of judges (1992, and amended 1993, 1995, and 1996), the establishment of a Constitutional Court (1994), a new law on the arbitrazh courts (1995), a new law on courts of general jurisdiction (1996), and a law clarifying the jurisdiction of particular types of courts within the Russian court system (1996).

Within Russia, many interest groups and individuals having a strong commitment to judicial reform have emerged. The Russian legislature has enacted various laws aimed at dealing with some aspects of judicial reform, including provisions on corruption in the Russian Federation Criminal Code. A federal program for the improvement of the courts has been organized.67

Despite the adoption of numerous laws on the judicial system, Russia lacks the necessary personnel to produce well-drafted legislation and normative acts implementing such legislation. This is not surprising since a large share of the Russian legislature and regulatory authorities are largely composed of non-lawyers with little legislative or rule-making experience. The Russian government, legislature, and judiciary frequently have difficulty retaining highly competent individuals, in part due to the availability of more remunerative positions in the private sector, particularly for those with valuable governmental connections.68
Russian legislation often contradicts other normative legal acts, and is often so vague that it permits arbitrary conduct on the part of judges and state officials. This situation gives the judiciary excessive discretion in carrying out their duties, which is often used as a device to extort bribes. Furthermore, many arbitrazh judges lack experience in dealing with complex commercial matters, though there has been an increase in the training of judges both before and after taking the bench.

One positive development not to be ignored is that the Presidium of the Supreme Arbitrazh Court has been issuing Postanovlenie [resolutions] that explain how particular cases are resolved. The quality of these resolutions has improved over time, and not only serve to educate judges on how to interpret certain laws or normative acts, but to inform all members of the legal community (and the public at large) on important legal issues, since they are available on the Internet. Furthermore, they may serve as a tool for identifying when cases have not been decided on the merits (i.e., that the ruling was mistaken or the outcome was motivated by other factors).

In his 2001 address to the Russian Federal Assembly, Russian President Putin noted the urgency of the need for judicial reforms:

We set the goal: to build an efficiently working executive vertical, to achieve legal discipline and an effective judicial system.

* * *

Today, judicial reform is extremely necessary for us. The domestic judicial system [is deficient] in practice [and] does little to help the conduct of economic transformations. Not only for entrepreneurs, but also for many people, trying legally to restore their own rights, the courts have not become timely, correct and fair. I don’t say “always”, but in many cases, unfortunately, this is so.
Arbitrazh practice also encounters barriers such as a contradictory and incomprehensible legislative basis. Bureaucratic norm-creation is one of the main obstacles to the development of entrepreneurship.

* * *

Now I would like to address the business climate in this country.

Unfortunately, ownership rights are still badly protected. The quality of corporate governance remains poor. Wars between contenders for ownership do not cease even after courts render their decisions. And the decisions themselves are often based not on the laws but on the pressure of interested parties.71

Today, however, it appears that Putin is less focused on the problem of judicial corruption than was promised in this address, though combating corruption has been a major theme of his 2004 re-election campaign.72

In May 2002, the then Russian Procurator General Ustinov issued the Procuracy Annual Report for 2001 to the Federation Council (the upper Chamber of the Russian legislature). The Report discusses the activities of the Procuracy during 2001, including the Procuracy’s anti-corruption campaign. While the Report outlined the overall situation in the country concerning crime, Procurator Ustinov painted a rather detailed and not optimistic picture of the Russian’s struggle with corruption.73

The principal Russian official behind Russia’s current judicial reform efforts, then Deputy Head of President Putin’s administration, Dmitrii Kozak, observed:

There was corruption within the Russian judicial system, and said the fact that only 15 judges out of 20,000 had been dismissed [in 2000] suggested that “we don’t have an effective system to identify corruption.” In a separate presentation, he outlined measures to make Russia’s judges more accountable and a special
supervisory board to implement them in the case of malpractice or misconduct.74

While Mr. Kozak is trying to rectify the situation, improvement will take time and require a concerted effort by all branches of the Russian government.

The Supreme Qualification Collegium of the Courts of the Russian Federation has principal responsibility for approving individuals to sit on all courts in the judicial system (including the arbitrazh courts) and oversees disciplinary matters concerning judges. It publishes a Vestnik [Herald] that contains important information on the state of the Russian courts. In 2003, it published the following data through 2002:

<table>
<thead>
<tr>
<th>Year</th>
<th>Number</th>
</tr>
</thead>
<tbody>
<tr>
<td>1996</td>
<td>1839</td>
</tr>
<tr>
<td>1997</td>
<td>2740</td>
</tr>
<tr>
<td>1998</td>
<td>3655</td>
</tr>
<tr>
<td>1999</td>
<td>4740</td>
</tr>
<tr>
<td>2000</td>
<td>5463</td>
</tr>
<tr>
<td>2001</td>
<td>5850</td>
</tr>
<tr>
<td>2002</td>
<td>6993</td>
</tr>
</tbody>
</table>

These figures show an upward trend in communications concerning the conduct of judges sent to the Collegium. They probably indicate an increased public awareness of the Collegium’s function and a greater willingness of the Russian population to publicly complain about a judge’s conduct.

Though the number of complaints and other communications about improper judicial conduct which were sent to the Collegium shows a steady increase, the number of judges who were forced to step down from the bench for disciplinary reasons has declined since a high in
1998.76

<table>
<thead>
<tr>
<th>Year</th>
<th>Number</th>
</tr>
</thead>
<tbody>
<tr>
<td>1994</td>
<td>67</td>
</tr>
<tr>
<td>1995</td>
<td>50</td>
</tr>
<tr>
<td>1996</td>
<td>96</td>
</tr>
<tr>
<td>1997</td>
<td>75</td>
</tr>
<tr>
<td>1998</td>
<td>115</td>
</tr>
<tr>
<td>1999</td>
<td>92</td>
</tr>
<tr>
<td>2000</td>
<td>75</td>
</tr>
<tr>
<td>2001</td>
<td>45</td>
</tr>
<tr>
<td>2002</td>
<td>36</td>
</tr>
</tbody>
</table>

The data indicate that the official number of instances where judges were actually removed constitute a very small share of the number of complaints about judges, perhaps since they volunteered to step down from the bench rather than being removed.

The reasons that the Collegium removed judges were described as (i) violation of work discipline (13 percent), (ii) falsification of judicial documents (12 percent), (iii) other violations of the Judicial Code of Honor (8 percent), (iv) violation of substantive and procedural legislation of the Russian Federation (53 percent), and (vi) red-tape [presumably inefficiency] (14 percent).77 It is interesting to note that the most senior judges (those with greater than ten years experience) and the most junior judges (those with less than three years experience) were the groups most frequently removed from their positions pursuant to the Russian Federation Law “On the Status of Judges in the Russian Federation,” article 12.1, point 1.78 Of course, these data identify instances where cases were actually brought to the attention of the Collegium. There is no way of knowing how representative the data are of the situation.
Under the current circumstances, generalizing about the quality of the Russian judiciary is difficult. U.S. Ambassador to Russia Alexander Vershbow has candidly examined this problem.

[T]here is a troubling pattern in many regions - the conflict of interests at the municipal and oblast levels of government that work to keep out competitors. This tendency is exacerbated by the weak and often corrupt judicial system that fails to uphold court decisions.

This is an all too frequent element in long-standing investment disputes involving foreign investors. At the federal level, policies are often pursued to support the interest of specific firms at the expense of competitors.79

Thus, in the U.S. Ambassador’s view, a foreign investor may be unable to receive a fair hearing of its case on the merits. That being said, even within a given judicial district, the quality of Russian judges from both a substantive and ethical standpoint is highly variable.

VII. Final Observations on Russia’s Response to Judicial Corruption

In the post-Soviet era, local governments would pay judges significant bonuses to supplement their incomes and provide them with apartments and utilities free of charge.80 This situation has officially been abolished, though the practice appears to continue. The starting salaries for Russian trial judges have been increased to approximately the equivalent of U.S. $450-500 per month.81 This increase in salaries seemed in part motivated by the belief that judges could not support their families on their salaries alone, and to reduce both judges’ and local courts’ dependence on local governments and enterprises for financial and other support. Since the break-up of the Soviet Union and the availability of opportunities in the private sector, relatively low salaries paid to judges have resulted in the judiciary’s loss of experienced personnel.82 On the other hand, such judges may have had greater difficulty adjusting to the
country’s new economic conditions, so their loss may have had some positive benefits.

According to then Russian Prime Minister Mikhail Kasyanov, expenditures on the judicial system were to be increased by one-third in 2004. In the fall of 2003, judges’ salaries were raised by 40 percent.63 Whether this increase in salary will reduce corruption or outside political interference remains unclear, particularly within the Arbitrazh court system. As of October 1, 2003, the largest salary paid to state employees was R27,000/month, approximately U.S. $900 at current exchange rates.64 This figure does not include the additional cost of benefits. Lower level officials receive significantly less. Thus, it is far from inconceivable that payment of a small bribe can result in the misplacement of a file or the alteration of a document,65 factors that in some instances will have an impact on the outcome of a case.

Salary increases alone will not solve the problem of judicial corruption. Russian Supreme Arbitrazh Court Chairman, Venyamin Yakovlev, recognizes the need to increase the accountability of judges in combating judicial corruption, although, his ability to achieve his declared goal remains unproven.66 Speaking before the Council of Chairmen of the Russian Federation Courts, Chairman Yakovlev showed some candor in how to address the problem of corruption in the Russian Courts:

Transparency [and] openness of the judicial system is the fundamental factor for resolving the problem of judicial corruption. Though the absolute majority of Arbitrazh judges are completely honest servants of justice, we all recognize the seriousness of the allegations against us. Corruption is a great evil, capable [of destroying] the justice in general. And this is really a serious danger at present. It is completely obvious that we must carefully implement systematic measures aimed at prohibiting or eliminating elements of corruption. To assure the trust in judges, we all must resolve this problem.
What is demanded? Obviously, openness. We do not have to hide anything. Justice must be transparent. That is why we are publishing all decisions of the Supreme Arbitrazh Court of the Russian Federation in generally accessible legal databases. The process of publication of judicial acts is being developed -- the ten [cassation] judicial district courts are implementing similar system. In the future, when we have sufficient funding, we will extend this practice to the courts in both the first and appellate levels. Eventually, absolutely all judicial decisions will be accessible to the public. Such transparency of our work and our decisions is the most effective method for combating corruption.

Another important aspect is the openness of judicial hearings to both citizens and the mass media. 87

Another change proposed by Chairman Yakovlev is a random, computerized system of assigning cases to judges, rather than the existing system where cases are allocated based on the caseload and specialization of the judges. In his view, this step might also reduce judicial corruption. 88

Combating corruption is not merely a question of enacting laws, developing codes of ethics, and establishing training programs for judges – at a minimum it requires a change in governmental and societal attitudes, greater transparency, and an effective training and oversight system, where penalties for transgression are severe and fairly imposed. It also demands a great deal of political will to follow through on an anti-corruption program until the magnitude of the problem is significantly reduced. In the absence of effective legislative supervision of the courts, a fully independent and aggressive press, effective whistle-blowing legislation, and a well-functioning civil society, it is unrealistic to expect a significant change with regard to combating judicial corruption in Russia.
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The circumstances surrounding the arrest and prosecution of leading Yukos executives
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Summary
Draft resolution

1. The Parliamentary Assembly, reaffirming its commitment to the rule of law as one of the Council of Europe’s core values, is concerned by the shortcomings of the judicial process in the Russian Federation revealed by the cases of several former Yukos executives.

2. The rule of law requires the impartial and objective functioning of the courts and of the prosecutors’ offices, free from undue influences from other branches of Government, and the strict respect of procedural provisions guaranteeing the rights of the accused.

3. The rule of law includes the equality of all before the law, regardless of wealth or power.

4. The right to a fair trial, as protected by Article 6 of the European Convention on Human Rights (ECHR), includes the right to a fair and public hearing by an independent and impartial tribunal established by law, the presumption of innocence, and adequate time and facilities for the preparation of the defence. A fair trial requires respect of the rights of the defence, the privileged lawyer-client relationship, and the equality of arms between defence and prosecution.

5. The public character of judicial proceedings, as guaranteed by Article 6 ECHR, is an important element of a fair trial, in the interests of the accused, but also of the public at large and its confidence in the correct functioning of the judiciary.

6. The Assembly stresses the importance of the independence of the judiciary, and of the independent status of judges in particular, and regrets that legislative reforms introduced in the Russian Federation in December 2001 and March 2002 have not protected judges better from undue influence from the executive and have even made them more vulnerable. Recent studies and highly publicised cases have shown that the courts are still highly susceptible to undue influences. The Assembly is particularly worried about new proposals to increase further the influence of the President’s administration over the judges’ qualification commission.

7. Facts pointing to serious procedural violations committed by different law enforcement agencies against Mr Khodorkovsky, Mr Lebedev and Mr Pichugin, former leading Yukos executives, have been corroborated during fact-finding visits, whilst some allegations appear to have been exaggerated by the defence team. On balance, the findings cut into question the fairness, impartiality and objectivity of the authorities, which appear to have acted excessively in disregard of fundamental rights of the defence guaranteed by the Russian Criminal Procedure Code and by the European Convention on Human Rights.

8. The most serious corroborated shortcomings include the following:

i. despite specific requests of the defence lawyers, tests were not carried out in good time that could have established whether or not Mr Pichugin had been injected with psychotropic drugs; Mr Pichugin was also held in the “Leborkovo” prison that is not subject to the usual controls of the Ministry of Justice and remains under the direct authority of the FSB, contrary to a specific commitment the Russian Federation undertook when joining the Council of Europe;

ii. shortcomings in medical attention to Mr Lebedev in prison: in the face of serious concern about Mr Lebedev’s deteriorating state of health, the prison authorities have so far refused to allow an examination of Mr Lebedev by independent doctors, despite repeated requests;

iii. delays in obtaining the prosecutor’s permission have prevented the lawyers from entering into contact with their clients during a particularly critical time after their arrests, making it more difficult for them to organise their defence: a legislative reform abolishing the requirement of a prior permission from the prosecutor’s office for a lawyer to visit his or her client in prison has not been applied in practice, at least not in the cases of the former Yukos executives;

iv. denial of access of Mr Lebedev’s defence lawyers to the courtroom during the hearing deciding on his pre-trial detention:

v. search and seizure of documents in the defence lawyers’ offices, summons of lawyers for questioning on their clients’ cases, and alleged eavesdropping against defence lawyers: The prosecution must not be allowed to circumvent the lawyer-client privilege by a simple play on case file numbers,
especially when the cases are as closely related to one another as the criminal cases against Khodorkovsky, Lebedev, and Pichugin, and the tax cases against Yukos and its subsidiaries;

vi. Unjustified restrictions on the publicity of certain court proceedings: members of the public have had extremely limited access to certain hearings that were announced as public, whilst other hearings were or are being held in camera in the first place. In particular, all proceedings against Mr. Pichugin have been held in camera, even though only a small portion of the case file has been classified as secret; his lawyers have been placed under strict instructions not to discuss the proceedings in public, even the reasons of the final judgment may be kept secret;

vii. The denial of bail (in particular regarding Mr. Khodorkovsky): Mr. Khodorkovsky was placed in pre-trial detention several months after Mr. Lebedev’s arrest, on very similar grounds, an arrest that media reports interpreted as a “warning” to Mr. Khodorkovsky. Mr. Khodorkovsky’s conduct showed that there was no risk of absconding, or of interfering with evidence. After the completion of the pre-trial investigation, Mr. Khodorkovsky and Mr. Lebedev were kept in custody, which raises additional issues in light of the judgments of the European Court of Human Rights in the cases of Karashnikov v. Russia and Lezalek v. France. Also, following a recent legislative reform, persons accused of non-violent “economic crimes”, such as those allegedly committed by Mr. Khodorkovsky, are generally not placed in pre-trial detention.

viii. The other unfair features of the trials against Mr. Khodorkovsky, Mr. Lebedev and Mr. Pichugin: the court systematically allows the prosecutor to read out the minutes of the pre-trial interrogation of witnesses and to put pressure on the witness in the courtroom to simply confirm those minutes. This undermines the effectiveness of the right of the defence to question witnesses of the prosecution, whose pre-trial interrogation they are generally not able to attend. The defence lawyers are also not allowed to exchange written notes with the accused in the pre-trial detention centre, and in the courtroom, they can only exchange notes after the court has first read them.

9. The Assembly notes that the circumstances surrounding the arrest and prosecution of the leading Yukos executives strongly suggest that they are a clear case of non-conformity with the rule of law and that these executives were - in violation of the principle of equality before the law - arbitrarily singed out by the authorities.

10. In particular, the allegedly abusive practices used by Yukos to minimise taxes were also used by other oil and resource companies operating in the Russian Federation, which have not been subjected to a similar tax reassessment, or its forced execution, and whose leading executives have not been criminally prosecuted. Whilst the law was changed in 2004 and the alleged “loophole” thus closed, the incriminated acts date back to 2000, and retrospective prosecution started in 2005.

11. The Assembly considers that the circumstances of the arrest and prosecution of leading Yukos executives suggest that the interest of the State’s action in these cases goes beyond the mere pursuit of criminal justice, to include such elements as to weaken an outspoken political opponent, to intimidate other wealthy individuals, and to regain control of strategic economic assets.

12. The criminal charges laid against persons who made use of the possibilities offered by the tax law as it stood at the time of the incriminated acts, following a retroactive change of the tax law, raise serious issues pertaining to the principle of nullem crimen, nulla poena sine lege laid down in Article 7 ECHR, and also to the right to the protection of property laid down in Article 1 of the First Protocol to the ECHR.

13. In view of the above paragraphs 9-12, the Assembly considers that the circumstances of the arrest and prosecution of leading Yukos executives suggest that the interest of the State’s action in these cases goes beyond the mere pursuit of criminal justice, to include such elements as to weaken an outspoken political opponent, to intimidate other wealthy individuals, and to regain control of strategic economic assets.

14. The Assembly recognises the right, and even the duty, of the law enforcement bodies to bring to justice the perpetrators of criminal offences. It also recognises the legitimate right of the elected political leadership to pursue its political objectives, including in the economic sphere. However, it strongly objects to the use of law enforcement procedures for such purposes. In this context, reference is made to the judgment of 19 May 2004 of the European Court of Human Rights in the Gusinsky case, in which the Court found that the detention in remand of N-TV founder Gusinsky violated Article 5 ECHR because it had established that the applicant’s prosecution had been used to intimidate him into selling off his stake in N-TV to Gazprom.

15. The Assembly therefore, in general terms,
i. calls upon the Russian authorities to vigorously pursue and implement reform of the legal and judicial system, and of law enforcement agencies, with a view to strengthening the rule of law and the protection of human rights and to continue cooperating with the Council of Europe, in the framework of ongoing programmes;

ii. encourages the courts to assert their independence vis-à-vis the executive authorities in assessing the guilt or innocence of all accused persons, applying the law in conformity with the European Convention on Human Rights;

iii. invites the authorities in charge of pre-trial detention centres to ensure that lawyers' access to their clients in detention is no longer subjected to any conditions not prescribed by law, notably to prior authorisation or recommendation by the public prosecutor, and to provide the conditions for the effective exercise of the defence rights of the persons in their custody, including the respect of the privileged relationship between lawyers and their clients;

iv. urges the competent authorities to ensure that all pre-trial detention centres, including Lefortovo isolation centre in Moscow, be subject to supervision by the Ministry of Justice, in line with coriol commitments by the Russian Federation.

16. As regards more specifically the cases of the former leading Yukos executives, the Assembly:

i. requests the executive authorities of the Russian Federation to guarantee the full independence of the judicial proceedings against leading Yukos executives from any attempt to influence them, and to take measures to stop any such attempt;

ii. requests the public prosecutors to carry out their work in these proceedings in a professional, impartial and objective manner, respecting the letter and the spirit of the procedural protections for the accused laid down in the Russian Criminal Procedure Code and the European Convention on Human Rights, and the principles set out in Recommendation (2000)19 of the Committee of Ministers on the role of public prosecution in the criminal justice system;

iii. calls upon the courts to ensure effective public access to the hearings in the proceedings against the leading Yukos executives;

iv. urges the competent authorities to ensure in particular that only those parts of the trial against Mr Pichugin remain closed to public scrutiny which are directly linked to information for which there is a legitimate need for secrecy, taking account the importance attached to the principle of open court hearings by the European Convention on Human Rights;

v. urges the competent authorities to allow immediately an independent medical assessment of Mr Lebedev’s state of health.
II. Draft recommendation

1. The Parliamentary Assembly, referring to its Resolution ... (2004), recommends to the Committee of Ministers in general terms

i. to continue offering to the Russian Federation the Council of Europe's co-operation in preparing and implementing reforms of the legal and judicial system, and of law enforcement agencies, aimed in particular at further strengthening the effective independence and transparency of the courts and of their proceedings, in particular as regards the distribution of cases among judges of a given court (principle of the judge determined by law);

ii. to evaluate the extent to which progress has been achieved under past and current assistance and cooperation programmes carried out in these fields of judicial reform, and to inform the Assembly of the results of this evaluation and of any adaptations that may turn out to be necessary in order to achieve better results;

iii. to urge the Russian Federation to ensure that all pre-trial detention centres, including Lefortovo isolation centre in Moscow, be submitted to supervision by the Ministry of Justice, in line with earlier commitments, and be open to visits by representatives of the Parliamentary Assembly as requested.

2. Concerning more specifically the cases of the leading Yukos executives, the Parliamentary Assembly recommends to the Committee of Ministers

i. to remind the Russian authorities of the importance it attaches to the principle of open court hearings, and to ask them to ensure that exceptions to this principle in the Pchugin case are limited to the strict minimum, in accordance with Article 6 § 1 of the European Convention on Human Rights;

ii. to remind the Russian authorities of the importance it attaches to the principle that detention on remand shall be an exceptional measure, and to ensure that this principle is also applied in the case of Mr Khodorkovsky;

iii. to urge the Russian authorities to immediately allow an independent medical assessment of Mr Lebedev's state of health.
III. Explanatory memorandum
   by Mrs Leutheusser-Schnarrenberger, Rapporteur

A. Introduction

1. On the proposal of the Bureau, the Assembly referred the motion for a Resolution presented by Mr Bindig and others on “The circumstances surrounding the arrest and prosecution of leading Yakuza executives” (Doc 10083 of 12 February 2004) to the Committee on Legal Affairs and Human Rights for Report. Following my appointment as Rapporteur by the Committee on Legal Affairs and Human Rights at its meeting on 15 March 2004, I carried out two fact-finding visits to Moscow (on 24-27 May and 27-30 September 2004).

2. I should like to thank the Russian delegation to the Parliamentary Assembly, in particular its chairman, Mr Kosachyov, and my committee colleague, Mr Grebenikov, for their support in organising the two visits. They gave me ample opportunity to talk to members of the State Duma and representatives of the competent Russian authorities (Ministry of Justice, Office of the Prosecutor General, Federal Tax Service), the Commissioner for Human Rights in the Russian Federation, Mr V. Lukin, and to representatives of non-governmental organisations, lawyers, and retired judges. I respect the decisions of the competent courts refusing to allow me to meet with Mr Khodorkovsky, Mr Lebedev or Mr Pichugin in their places of detention, or even during a break in the court hearing that I attended on 26 September 2004, even though I do not agree with them.

B. Restatement of the Rapporteur’s mandate

3. In the Introductory Memorandum dated 22 June 2004, I encapsulated my understanding of the mandate and my determination to avoid any interference in the ongoing judicial proceedings in the Russian Federation, or before the European Court of Human Rights. As former Federal Minister of Justice of Germany, I am well aware both of the limits of public scrutiny of judicial proceedings, and of the importance of the fairness and impartiality of such proceedings, which may, however, benefit from fair public attention. The guilt or innocence of the accused persons will be for the competent Russian courts to decide, in a ‘fair’ trial by Council of Europe standards, which the Russian Federation has voluntarily accepted when it joined our Organisation.

4. As regards the alleged procedural violations that I have looked into, I do not even pretend to pronounce a final judgment on it. I merely strive to come to a well-reasoned legal and political assessment of the facts that are brought to my attention from all sides, and which I endeavour to interpret and assess rigorously from a legal and political perspective. My work shall not, and cannot in any way, pre-judge the findings of the European Court of Human Rights, which with its own methods and possibilities will judge on those issues that have been, or will be brought before it in the procedurally correct way.

C. Issues examined

1. Mr Pichugin held in a prison (Lefortovo) not under the control of the Ministry of Justice

5. When according to the Council of Europe in 1996, Russia undertook “to revise the law on federal security services in order to bring it into line with Council of Europe principles and standards within one year from the time of accession, in particular the right of the Federal Security Service (FSB) to possess and run pre-trial detention centres should be withdrawn”, whilst all other pre-trial detention centres have been placed under the control of the Ministry of Justice, the “Lefortovo” pre-trial detention centre remains subject to the FSB, despite exhortations by the Parliamentary Assembly and its Monitoring Committee. According to Tamara Moroshkina, a retired Vice-President of the Constitutional Court of the Russian Federation, the existence of an FSB-controlled prison is also a violation of the Russian Constitution.

6. When I enquired about the alleged violations of prisoners’ rights during my meeting at the Ministry of Justice, I was told in very clear terms that Mr Pichugin (who I was informed is held at Lefortovo) is not on that

1 CI Doc. 8398 of 26 March 2002 on the Honouring of obligations and commitments by the Russian Federation (Rapporteurs: David Atkinson (UK/EDG) and Rudi Bindig (Germany/SCI), paras. 96, and Opinion No. 193 (1995) on Russia’s request for membership of the Council of Europe, para. 10, xvi.

2 The present set-up of Lefortovo prison violates the prohibition, in Article 15 of the Constitution, of non-public restrictions of human rights, and according to Article 35 ill., a federal law respecting the prohibition of disproportionate restrictions of human rights would be required. She asserted that such a law legitimising Lefortovo does not exist.
Ministry’s `list’, and that I should ask my questions regarding Mr Pichugin elsewhere. I intended to raise the issues concerning Lefortovo prison with a representative of the FSB during my second visit, but I did not get an appointment.

7. During my second visit to Moscow, I was told that Mr Pichugin had been transferred to another prison shortly before my arrival. But this does not change the fact that he had been held in Lefortovo prison earlier and that this prison is still under the control of the FSB.

2. Alleged ill-treatment of Mr Pichugin at Lefortovo Prison

8. The allegations made in detailed written or oral submissions by Mr Pichugin’s lawyers, Mrs Tatiana Akimtseva, Mr Oleg Solovyov, and Georgy Kagame, and by his wife Tatiana Pichugin are very serious: Mr Pichugin was allegedly interrogated on 14 July 2003 by unidentified FSB operatives in the absence of his lawyers, after having been drugged with coffee laced with drugs that made him lose consciousness for several hours. The lawyers who saw him the following day noticed that he was still drowsy. Mr Pichugin showed them clearly visible injection marks whose origin he could not explain. He asserted that he had discovered them in the morning of 15 July 2003, whilst he did not have these marks prior to the interview with the two FSB operatives. Mr Pichugin – allegedly – showed the marks again on 16 July 2003, in the presence of an investigator of the procuracy, and informed the investigator of the events on 14 July. The defence petitioned the investigator to have Mr Pichugin’s report thoroughly investigated, including the performance of investigative acts to objectively confirm or refute the facts set out by him. The defence alleges that a timely medical examination had been refused as “inappropriate”, and that the medical examination finally performed after a week had been a mere formality, as the injection marks or traces of drugs in the blood would have disappeared by then. Mrs Pichugin is very worried about her husband’s state of health. She said that he lost 40 kg, and that the diabetes he had been diagnosed prior to his arrest is worsening due to the stress of detention.

9. The defence team fears that Mr Pichugin is being put under immense pressure to incriminate himself, as well as other leading Yukos executives. I cannot myself help being concerned about possible illicit investigative methods and pressures that Mr Pichugin could have been subjected to in a prison that remains withdrawn from the normal supervisory procedures by the Ministry of Justice, and I regret not having been given the opportunity of meeting with him in order to obtain first-hand information from him. I find the defence’s thesis plausible that if no illicit substances had been used on Mr Pichugin, the prosecution would have seen to it that a proper expertise was carried out in good time so that the defence could be held responsible for such serious false allegations.

3. Circumstances of the arrest of Mr Lebedev (whilst in hospital), and alleged shortcomings of medical attention whilst in prison

10. According to the defence team, Mr Lebedev was arrested whilst hospitalised at the Third Central Military Clinical Hospital, for a serious health condition (advanced hepatitis, uncontrolled hypertension, suspected stroke, cardio-vascular disease, leading to loss of eye-sight). According to them, Mr Lebedev was hospitalised for further tests on 2 July 2003, after doctors at the “ON-Clinic” had diagnosed on 30 June 2003 serious health problems that required more sophisticated diagnostic tools than those available at the said clinic.

11. According to the representatives of the prosecution that I spoke with, Mr Lebedev’s health was practically normal at the time of his arrest, and continued to be so. They denied that Mr Lebedev was arrested whilst hospitalised, stating that Mr Lebedev had been summoned to come to the procuracy on 2 July 2003 at 10 am as a witness and that he was indeed arrested later on the same day, but at the procuracy. At the time set in the summons, Mr Lebedev’s lawyer had phoned to say that his client was in hospital, without however being able to say in which one. After the Prosecution located Mr Lebedev, who had just been admitted to the Third Central Military Clinical Hospital, a medical examination had been performed resulting in an all-clear for any investigative acts required.

1 Lawyer Drel, whom I asked for written clarifications, confirmed that his client had indeed been summoned for interrogation as a witness at the Prosecutor’s office at 10 am on 2 July 2003. Drel wrote that he arrived at the Prosecutor’s office at the said time with the news that Lebedev had been hospitalised. At this time, he could not specify the name of the hospital, because he did not have such information at 10 am. Mr Drel said he was then handed a subpoena for Mr Lebedev to show up at the Prosecutor’s office for interrogation as a witness on 3 July 2003 (of which I have now received a copy), but Lebedev, Drel insists, was arrested at the hospital later on 2 July.
12. During my second visit to Moscow, the defence lawyers handed me copy of the official document detailing the circumstances of Mr Lebedev’s arrest, which states that the place of Mr Lebedev’s arrest was indeed the hospital. They also handed me copy of the convocation of Mr Lebedev, c/o lawyer Drel, for 3 July 2003 at 10 am (and not 2 July, as I was told by the representative of the prosecution).

13. Whatever the precise circumstances and place of Mr Lebedev’s arrest, I consider as much more serious the disagreements between the prosecution and the defence regarding the subsequent development of Mr Lebedev’s health situation. The prosecutors showed me numerous medical bulletins established by prison doctors, including one dated 25 December 2003, and by an emergency team that had intervened during a court hearing on 26 December 2003, after Lebedev had complained about an acute problem, finally by a “consultant” of doctors on 3 March 2004 led by the Chief Physician of the City of Moscow, Mr Labzako. These seem to show that apart from some headaches, intestinal pains and high blood pressure, as well as some hepatitis, Lebedev was and is in reasonably good health. The prosecutors also told me that during court hearings in April 2004, Mr Lebedev had declared himself satisfied with the medical treatment he had obtained and with his state of health in general.

14. His lawyers adamantly deny this and provided me with an extract from the minutes of a court hearing on 15 April 2004 in which Mr Lebedev is cited as having made some very critical remarks, claiming that the prison doctors even refused to administer Papazo (a drug to control hypertension) to him. He now refused any treatment offered by prison doctors, whom he no longer trusted. A panel of Canadian doctors, who assessed all available data, but could not examine Mr Lebedev themselves, came to worrisome conclusions and recommended Mr Lebedev’s urgent hospitalisation for further tests.

15. I find it difficult to understand why the prosecution has so far refused a medical examination by independent doctors, i.e. ones chosen by the defence and not linked to the administration. According to the information I obtained at the Ministry of Justice, the possibility of independent medical opinions is foreseen by Russian law, and a more forthcoming use of this possibility could easily dispel any doubts caused by protracted refusal.

4. Refusal of bail (in particular, regarding Mr Khodorkovsky)

16. Mr Khodorkovsky was arrested several months after Mr Lebedev. According to information received from both sides, the accusations against the two are very similar, based on the same documentary evidence, witnesses etc. The arrest of Mr Lebedev was widely interpreted as a “warning” to Mr Khodorkovsky to leave the Russia – which several other former leading executives or shareholders of Yukor have indeed done. Mr Khodorkovsky chose to stay in Russia, declaring publicly that he intended to stand up in court to fight for his good name. He voluntarily returned to Russia from a business trip to the United States, which he undertook after Mr Lebedev’s arrest. This is undisputed.

17. The prosecution nevertheless maintains that he needed to be arrested and kept in pre-trial detention, because of the risk of flight, and of interference with the investigation. The prosecutors specified that he disposed of several passports, and had the means to procure himself false papers even after confiscation of his all passports, and that a number of key witnesses were economically dependent on Mr Khodorkovsky/Yukor and could therefore be influenced by him.

18. The defence pointed out other possible measures of restraint (for example house arrest with external communications cut off, confiscation of all passports, bail, personal guarantees signed by a large number of honourable citizens) that could have taken the place of imprisonment, which was in their view primarily a political signal, and designed to prevent Mr Khodorkovsky from resisting the dismantling of his

1 I received copy of a medical panel report dated 30 March 2004 (chair: Dr. Edward Wasser/Toronto) based on the analysis of available medical reports, including those by Dr. Rumiantsev, who examined Mr Lebedev on 30 June 2003 at the “ON Clinic” and recommended his hospitalisation for further tests, those by doctors at the Military hospital where Mr Lebedev was arrested, on a number of medical certificates and readings produced during Mr Lebedev’s detention, on the response from the Russian Federation to Mr Nielsen of the registry of the European Court of Human Rights, and finally on the analysis of symptoms described by members of the defence team who visited Mr Lebedev in prison. The 22-page document paints a worrisome picture of Mr Lebedev’s state of health, sums up a number of undisputed facts, and exposes inconsistencies between different official statements regarding Mr Lebedev’s medical condition. But the doctors on the panel were never allowed to examine Mr Lebedev themselves.

2 The two proceedings were recently joined, at the request of the defence.
business. They also noted that in law and practice, following a recent reform, persons accused of non-violent “economic crimes” are usually not placed in pre-trial detention. The exception made for Mr Khodorkovsky and his associate, Mr Lebedev, is in their view proof of the “political” motivation of their arrest.

19. Finally, the maintenance of Mr Khodorkovsky and Mr Lebedev in detention after the completion of the pre-trial investigations raises additional legal issues. As regards the grounds for detention on remand, the European Court of Human Rights, in the case of Kalashnikov v. Russia, states inter alia that even when interference with the investigation justified detention at the beginning of the proceedings, that ground inevitably became less relevant as the proceedings progressed and the collection of the evidence became complete (judgement of 15 July 2002, para. 117). It follows in my opinion that upon completion of the pre-trial investigation, continued detention must be justified especially carefully. I was informed by Mr Khodorkovsky’s lawyers that in his case, the decision to continue detention on remand was taken by the trial court without even an application by the prosecution, without informing the defence in any way, and without giving any reasons. I have serious doubts that this is sufficient, both according to Russian law and in view of the standards set by the European Court of Human Rights in its judgment of Letellier v. France of 26 June 1991.

5. Alleged violations of the rights of the defence

a. Access of lawyers to their clients subjected to conditions no longer based on law

20. The defence lawyers told me at length about the difficulties they had had in obtaining the “permission” by the prosecutor’s office they said they needed in order to have access to their clients in pre-trial detention. Practical problems such as the difficulty of access to the premises of the procuracy without prior appointment, difficulty to reach prosecutors by telephone to make such an appointment etc. caused delays from several days up to several weeks before they could visit their clients, who had been arrested. This led in several instances to investigative acts taking place without the lawyer being present.

21. By contrast, I was told by representatives of the Ministry of Justice, by Deputies present at my meeting at the State Duma in May, and also in the written commentary by the Russian delegation dated 14 September 2004 on the Introductory Memorandum that following a legislative reform, prepared with the help of experts from the Council of Europe, and which entered into force on 1 July 2002, lawyers need only to show their identity card as lawyers and a copy of the mandate given by their client, on a special form designed by the Ministry of Justice, in order to have access to their client, including in pre-trial detention. A permission of any sort by the procuracy was no longer required.

22. But the prosecutors with whom I spoke themselves made an important qualification: whilst a “permission” was no longer required, it was common practice that the prosecution provided a “supportive letter” to facilitate access to the pre-trial detention centres. These letters, which the prosecutors said are routinely issued without delay, though admittedly not foreseen by law, were merely intended to avoid “technical” problems related to access to the detention centres.

23. These findings point to the existence of a serious gap between law and practice, making the lawyers job much more difficult. According to several experts I spoke to, these difficulties can vary in practice depending on how “sensitive” the case is; clients held in the “Lefortovo” isolator, under the authority of the FSB, are particularly difficult to join.

24. In my view, the right of timely access to a lawyer is a core right of the defence, and must be protected in practice, not only in law, and not only in routine cases, but even more so in “sensitive” cases.

b. Denial of access of defence lawyers to the courtroom

25. The court hearing to decide on Mr Lebedev’s pre-trial detention, on 3 July 2003, the day after his arrest, undeniably took place without Mr Lebedev’s lawyers.

26. The lawyers maintain that they tried for several hours to gain access to the courtroom, knocking on the locked door.

Mr Khodorkovsky’s lawyers cited to me a decision of the Constitutional Court of the Russian Federation dated 8 April 2004 which requires a minimum of procedural protections for the accused “to bring to the court’s attention his own view about such an important question as the continuing of his detention”.

The Court found a violation of Article 5 (3) ECHR for lack of sufficient justification of the maintenance of Mrs Letellier’s pre-trial detention.
27. The prosecutors told me that the lawyers, Mr Drel and Mr Baru, were summoned on 3 July 2003. They signed the summons, for a hearing at 15h30, at 14h52 in the building of the procuracy, situated about 3 km from the courthouse. As the lawyers did not turn up, the Court waited until 18h. Then the hearing took place in the lawyers’ absence, which is possible under Article 106 of the Criminal Procedure Code, provided the lawyers were summoned correctly. According to the representative of the prosecution, Mr Lebedev’s lawyers must have given preference to the press conference, at Interfax, which they had announced that day. In reply to my question whether the courtroom had been locked, my interlocutors stated that they personally had not locked it, and had not been aware of attempts of late-comers to enter the courtroom.

28. The lawyers have maintained their version, naming several witnesses, including the president of the court who they say tried to help them obtain access to the courtroom, without success. The lawyers also deny participating in any press conference at Interfax on 3 July 2003, explaining that the Interfax reports published that day were those of journalists who were present in the courthouse and interviewed the lawyers there.

29. During my second visit to Moscow, the representative of the prosecution handed me a list of press conference announcements by Interfax, which includes a press conference on 3 July 2003 at 16h30 called by lawyer Anton Drel. During the same visit, one of the lawyers handed me a signed statement by the head of the Interfax office confirming that the above-mentioned press conference had been annotated by Mr Drel.

30. I have not had the opportunity to talk to the witnesses named by the lawyers, and I can therefore not come to a definite conclusion. If proven, the forcible exclusion of defence lawyers from a court hearing deciding on pre-trial detention would of course be a serious matter.

31. Search and seizure of documents in lawyer Drel’s office and summons of defence lawyers for questioning

32. I was informed by the lawyers that an office of Mr Drel, who worked both on the Yukos tax evasion case and as defence lawyer for Mr Khodorkovsky and Mr Lebedev, was searched on 9 October 2003 and that on that occasion confidential documentation was seized, including items pertaining to the privileged lawyer-client relationship. Mr Drel insists that the search in his office was carried out in respect of criminal case no. 18-4263 to which he had been admitted as a defence attorney.

33. The prosecutors insisted that the official law office of Mr Drel, located in central Moscow, had never been searched. On 9 October 2003, only premises outside the “city ring” had been searched. The prosecutors refused to give any more specific information, relying on Article 161 of the Criminal Procedure Code (secrecy of pre-trial proceedings). I was told that the search of premises on the outskirts of Moscow concerned the Yukos case, whilst Mr Drel was a defence lawyer for Mr Khodorkovsky and Mr Lebedev as individuals.

34. During the meeting at the State Duma, several interlocutors stressed the strict separation between the “Yukos case”, which did not exist as a criminal case, and the criminal cases against Mr Khodorkovsky, Mr Lebedev, Mr Pichuvin et al. as private individuals. But the prosecutors explained to me in some detail how the criminal cases against Yukos’ former leading executives had “ spun off” the investigation into tax and other abuses by Yukos as a corporation. They nevertheless insisted on the importance of the split into separate cases, with separate case file numbers.

35. The defence lawyers, by contrast, stressed the common origin of the individual cases and found the separation into different case files, which consisted mainly of photocopies of the same documents that are common to most files, artificial. They insisted that the search of one of Mr Drel’s premises, even if it did not concern his main (downtown) office, was in any event unlawful in that Mr Drel was also mandated by Yukos as a corporation.

36. The defence lawyers also assert that within one week of the search of his office, Mr Drel himself was summoned for questioning. On the advice of the Moscow Bar Association, Mr Drel did not comply with the summons, while the Procuracy had taken no further action against him to date.

37. Another lawyer, Mr Patikov, had been summoned to the procuracy at the end of October 2003 to take part in the interrogation of a client. When he arrived at the office, he was advised that he himself would be questioned as a witness. When Mr Patikov refused, the investigator inserted some answers of his own
into a draft transcript of the interrogation, and put strong pressure on Mr Patskov to sign the protocol. Mr Patskov persisted in refusing, and was eventually released. 3

37. The prosecutors explained that there is a legal difference between defence counsels representing an accused person, and other lawyers accompanying witnesses to their interrogations. I consider that a simple play on case file numbers, changing at will the role of lawyers from that of a representative of an accused person into that of a representative of a mere witness, cannot allow the prosecution to circumvent the lawyer-client privilege protected by law, especially in a situation where these cases are as closely related to one another as in cases at issue. This applies both to searches and seizures of lawyers’ offices, and to the questioning of lawyers as witnesses.

d. Search of defence lawyers in the detention centre and seizure of confidential documents; disciplinary pressures on defence lawyers

38. Two defence lawyers complained to me about having been searched in the pre-trial detention centre, and that confidential papers had been browsed through and some of them confiscated. Whilst they do not object to security searches (metal detectors etc.), they complained that papers had been ripped out of their hands and searched, and that handwritten notes had been confiscated, which allegedly contained instructions from the accused to interfere with the investigation. Several lawyers told me that they were not allowed to exchange any written (or handwritten) notes with their clients in the pre-trial detention centres, which made communication with their clients a lot more difficult, given the complicated subject-matter. Even in the courtroom, notes could only be exchanged between lawyers and their clients after the court had read them and allowed them to be passed on.

39. The prosecution is attempting to have these two lawyers disciplined by the Moscow Bar Association. In one case — that of Ms Arkushova — the prosecution has appealed against the decision of the Moscow Bar Association, which had found that she had committed no disciplinary offence. I was told that the possibility of an appeal by the prosecution against disciplinary decisions by the Bar Association had been recently introduced and caused much concern among lawyers, who fear the courts’ traditionally restrictive approach vis-à-vis their rights. In the other case — that of Mr Yuri Schmidt — I was told by Mr Alexey Simonov, a reputed human rights defender heading the Glasnost Defence Foundation that the purported handwritten “Instruction for interference with the investigation” by the accused was in fact an unrelated political statement written by Mr Alexey Simonov himself that Mr Schmidt, happened to be carrying with him on that day. Mr Schmidt, who is a highly regarded lawyer in Moscow, and who impressed me personally with his measured, precise, and well-argued statements, said that he had no fear for himself, but that the complaint with the Moscow Bar Association, and a related attack on him in the press, cause him a considerable nuisance and loss of time.

e. Alleged eavesdropping against defence lawyers

40. Several lawyers expressed their suspicion — founded on indirect evidence — that their conversations with clients held in pre-trial detention were taped and listened to by the authorities. I was told that whilst there are about ten cabins for conversations between inmates and visitors - the conversations taking place by interphone, through glass separators - they were always directed to a particular cabin (“no. 4”), even if this meant they had to wait for it to be liberate, whilst others were free.

41. I was told at the Ministry of Justice and at the Procuracy that conversations between lawyers and their clients at the detention centres are absolutely private in law and practice.

42. I could not clarify this issue any further, but I should like to suggest that as a “confidence building measure” — however imperfect — lawyers and inmates should in future be allowed to choose freely the cabin they wish to use.

f. Alleged unfair limitation of the time for the accused to study the case-files

43. The lawyers of all three mentioned Yukos executives complained about the unfair and unlawful (under Russian law) limitation of the time allotted to their clients to familiarise themselves with the — voluminous — files (163 volumes, according to the prosecution, in the Lebedev case). They complained that due to cumbersome procedures at the detention centre, their clients can study files only for a few hours each day. Both Lebedev and Pichugin suffered from falling eyesight, due to their health condition, and were

3 I met Mr Patskov in Moscow. He confirmed these facts, and gave me his understanding of the background of this episode (cf. footnote 9 below)
therefore even more limited in their possibilities. The prosecutors with whom I spoke in Moscow gave me detailed information on this issue as regards Mr Lebedev, which seems to show that while there were restrictions, Mr Lebedev succeeded in getting through the files before the actual beginning of the trial. In Mr Khodorkovsky’s case, the number of volumes to study was considerably higher (over 250 volumes), and, according to his lawyers, even more unnecessary restrictions were placed on his ability to study those files in good time, and later the files concerning his co-accused Lebedev. Without having been able to reach definite conclusions on this issue, I found grounds for concern that here, too, unnecessary and unjustified restrictions have been placed on the defendants, making it that much more difficult for them to assure their defence.

g. Other unfair features of the trial, as observed during the attendance of the court hearing on 26 September 2004

44. I noticed during the session that I attended that the court, prompted by the prosecutor, systematically allowed the latter to read out the minutes of the pre-trial interrogation of witnesses. The prosecutor then exercised considerable pressure on the witness during his interrogation in the courtroom to confirm those minutes phrase by phrase. These tactics, which the lawyers affirmed are used systematically during this trial, put into question the equality of arms between the defence and the prosecution, as they undermine the effectiveness of the right of the defence to question witnesses of the prosecution, whose pre-trial interrogation they are generally not able to attend. I also noted that the defence lawyers can only exchange notes with the accused after the court has first read them.

6. Unjustified restrictions on the publicity of court hearings

45. Most of the pre-trial hearings in the three proceedings were held in camera. I was told at the Ministry of Justice that the decision on the public or in-camera character of court hearings is the competence of the courts. As I have not been able to ask the Presidents of the two courts concerned, who twice refused to meet with me, I have had to content myself with explanations given by the prosecutors. They referred in general terms to the interests of the victims, of witnesses, and the extent of public and media interest, which could justify in camera hearings. I was told that for those hearings which were held in public, ordinary courtrooms were used and all members of the public wishing to attend had been able to do so.

46. The “Commentary” dated 14 September 2004 prepared by the Russian delegation on my Introductory Memorandum stresses that “the court hearings on former Yukos executives’ cases are public in character” and that “[d]ifficulties may arise only because of the small capacity of courtrooms”. The hearings in the cases of Khodorkovsky and Lebedev take place in one of the largest courtrooms of Meshchansky Court, which has a floor space of 64 sq.m, and which can seat 41 persons (including the court, prosecution, defence lawyers, defendants, and guards).

47. My own impression of the courtroom in which I followed the proceedings against Mr Khodorkovsky and Mr Lebedev for a few hours was that it was far too small to accommodate serious interest by the media and by the public at large. The procedure required to enter the courtroom was rather cumbersome, if not to say intimidating, seemingly designed to keep a lid on public curiosity. I was also rather dismayed by the way the accused were displayed in an iron cage, but I was told that this is standard practice in Russian criminal courts.

48. The defence lawyers protested against the holding of the pre-trial hearings in camera, and pointed out that even for these few hearings, which were purportedly public (10 March and 23 April 2004/Khodorkovsky), representatives of the public had de facto had hardly any access. In one instance, the few seats available (10-15) were allegedly mostly taken up, from the beginning, by men wearing uniforms. I was informed of a statement of protest by journalists who were refused admission to the courtroom, addressed to Mrs Moskalenko, of the Centre for Assistance in International Protection.

49. I was informed by lawyers that the trial against Mr Pichugin, which has just begun, would be held completely in camera. Even the judgment itself would be kept secret, with the exception of the operative part (i.e. the sanctions imposed). The public at large may therefore never be informed of the reasons or evidence on the basis of which Mr Pichugin may be condemned. I was also informed that in the course of the pre-trial investigation, only a small proportion of the documentary evidence to be introduced into the trial (2%) had been declared as “secret” by the prosecution. In conjunction with the fact that Mr Pichugin has spent most of his pre-trial detention in the Lefortovo prison run by the FSB, where he may well have been subjected to illicit methods of investigation (see para. 8 above), and that his case has been much less in public view from the beginning, I cannot help worrying that Mr Pichugin, under cover of secrecy, will be subjected to pressures
aimed at using his case to project more serious accusations also against other leading former Yukos executives."

50. I consider the public character of judicial proceedings, as guaranteed in Article 6 ECHR, a very important element of a fair trial. The right to a public hearing is for the benefit of the accused and of the public in general, as it maintains public confidence in the courts and contributes to the fairness of a trial by making it transparent. Exceptions from the public character of hearings, which are possible for a number of reasons both in Russian law and under the ECHR, must be properly justified and limited "to the extent strictly necessary in the opinion of the court in special circumstances where publicity would prejudice the interests of justice" (Article 6 para. 1 phrase 2). Unexplained restrictions of the public character of court proceedings are serious matters amounting to a violation of the right to a fair trial (Article 6 ECHR).

51. In view of the public allegations, my advice to the Russian authorities would be to ensure in future a maximum of transparency of the proceedings against Mr Khodorkovsky and his associates. This may be the best way to counteract the impression nurtured by the secrecy imposed so far that the authorities may have something to hide.

7. The political and economic circumstances of the arrest and prosecution of the leading Yukos executives

52. I have collected large amounts of information and analytical input regarding the alleged "political" and economical background of the arrest and prosecution of the leading Yukos executives. I consider this background an important factor that needs to be clarified in order to better understand the "circumstances" of the arrest and prosecution of Mr Khodorkovsky, Mr Lebedev and Mr Pichugin, in the terms of the motion at

In this context, I am particularly worried about the following:

During my second visit to Moscow, I interviewed Mr V. Pataskov, one of the lawyers I had been told beforehand had been summoned by the prosecution to witness against their clients, and who had been put under undue pressure when they refused to testify (cf. para. 36 above). Mr Pataskov, who gave me the impression of being a serious professional, confirmed the aforementioned incident and went on to give me his understanding of the reasons for which he had been summoned. In his view, the main purpose was to discredit him, for the future, from acting as a lawyer for his client, Mr Y. Reshetnikov. He had been trying for several weeks to join Mr Reshetnikov at Lefortovo prison, to where he had been transferred in the autumn of 2003 from the ordinary penal colony where Mr Reshetnikov was serving a long prison sentence for a 1999 attempt to murder Mr Rybin, an outspoken Yukos foe that I was introduced to during the meeting at the State Duma in May. Lawyer Pataskov told me that when he was finally allowed into Lefortovo prison, shortly after the reported incident at the prosecutor’s office, his client had asked his advice on an "offer" he had received at Lefortovo. According to Mr Pataskov, his client was made to understand that his case may be favourably reviewed if he would be prepared to cooperate with the prosecution in such a way as to accuse a certain senior former Yukos executive of having been behind the attempted crime against Mr Rybin. Mr Pataskov, who is convinced that Mr Reshetnikov is innocent, advised him to refuse such a "deal", in the interest of justice, but also of his client, who may well be at risk of being tricked out of his reward, or endangered. Mr Pataskov gave me a harrowing account of the court proceedings against Mr Reshetnikov, who was convicted on the sole basis of his identification by Mr Rybin as the perpetrator in a seriously flawed police line-up; Mr Rybin had almost one year earlier identified another man as the perpetrator of the crime who looked completely different. In addition, evidence that might have proved Mr Reshetnikov’s innocence had disappeared from the case file. Mr Reshetnikov had been convicted in the first instance of having attempted to murder Mr Rybin on behalf of unnamed Yukos executives. Mr Pataskov believes that Mr Rybin orchestrated the conviction of an innocent person in order to improve his position in a business dispute with Yukos before an Austrian court. Upon appeal, the reference to Yukos was struck out of the judgment, for complete lack of evidence, but Mr Reshetnikov’s conviction for attempted murder (though then without a motive) was upheld.

I cannot of course draw any conclusions from the statement made by one person, without having been able to check this story with Mr Reshetnikov himself, or even to check with the prison authorities whether Mr Reshetnikov was indeed transferred to Lefortovo in the autumn of 2003, and if so, why. I have also not been able to check Mr Reshetnikov’s case file to ascertain whether Mr Pataskov’s affirmations as to its content are correct. But I have received copy of a written appeal to the UN Committee on Human Rights by lawyer Karina Moskalenko, which describes in a lot of detail the proceedings against Mr Reshetnikov, confirming the version I was given by Mr Pataskov during my oral interview with him. In my view, Mr Pataskov’s statements deserve to be carefully investigated by the competent authorities, which must also ensure Mr Reshetnikov’s personal safety. Lawyer Karina Moskalenko has confirmed that Mr Reshetnikov himself told her, too, about the illicit offer, during a visit to him in Lefortovo prison.
the origin of my mandate and that of our Committees. I consider that the political and economic context of the arrest and prosecution of the former Yukos executives may legitimately be taken into account as part of the wider “circumstances”, as it may shed some light on possible motives for the action taken against these persons.

There are two main groups of explanations for the action of the prosecution:

53. The first, defended by representatives of the State and (in a more nuanced way) by some Western interlocutors is that the State, lead by a new more patriotically-minded elite is – finally - mustering the strength to assert the rule of law, including the respect for laws against tax evasion and fraud, also vis-à-vis the most powerful players in the economic field. According to the proponents of this approach, the cases against the leading Yukos executives are only the beginning of a campaign to reassert the authority of the State, and to create a level playing field on which small and large firms can develop under the protective umbrella of a strong legal system. For the proponents of this approach, it is high time that the days of the “Wild East” are brought to an end and that normal legal standards are enforced against all. Proponents of this approach also asked me to understand that certain procedural violations may have been committed by sheer incompetence of government agencies that had lost many of their best collaborators to higher-paying employers in the private sector, and that some of the “strong armed” methods may be the expression of a feeling of perceived helplessness of resource-starved State agencies vis-à-vis their “rich” adversaries who they knew by experience have long been in a position to “buy” their way out of any troubles with the justice system.

54. The second explanation I heard mainly from representatives of NGO’s active in the human rights field is that the “Yukos” - related cases are part of a long-term strategy to “centralise” power in the hands of the “oligarchs” (the representatives of the power structures, in particular the FSB), by way of a series of show trials. According to the proponents of this approach, the first stage of this strategy was the lawsuit on the takeover of NTV by State-controlled Gazprom. The ruthless eviction of the founders, including Mr Gusinsky, of this independent TV channel and its “rationalisation” by the judiciary was a warning addressed to all other media companies that made the introduction of actual censorship quite unnecessary. The second stage of this strategy, in my view, is the attack on the richest, best-known and best-protected of the “oligarchs”, who had dared using part of his considerable means to generate “counter-power”, by advancing transparency in business and by funding civil society groups and opposition parties: Mikhail Khodorkovsky. According to this theory, the demonstration will be made that the “oligarchs” can crush anyone they want, as a warning to all those who are less rich and less powerful than Mr Khodorkovsky. The final stage, predicted for the near future, would be an attack on the independence of civil society organisations, by way of limitations placed on foreign funding, “tax terror”, and judicial harassment.

55. A variant of the second “version” was presented to me by independent Duma members, political analysts and journalists during my second visit. They, in brief, consider the attack on Yukos as a case of large-scale “asset grabbing”. In their view Khodorkovsky and his associates were jailed – and denied bail - in order to prevent them from defending Yukos against being deprived of its principal assets. In their view, the trumped-up tax reassessment, which was made legally executory in record time, and the subsequent freeze of Yukos’ accounts, was designed to force a sell-off of assets below-market prices, benefiting companies linked to the Kremlin. As the evaluation of the market value of Yukosnftogaz (Yukos’ main oil producing subsidiary) by Dresdner Kleinwort (a close business partner of Kremlin-controlled Gazprom) did not produce the expected low figure, as Dresdner had a reputation in the financial markets to protect, the interested circles would further open the tap of “political risks” in order to drive down the value of Yukosnftogaz, towards the range of what Gazprom or the State owned oil company Rosnft could afford. These analysts found that the new power elite, who considered themselves as having unfairly lost out in the first round of “robbery of the State” by the Yeltsin era oligarchs, made one strategic error in that they did not confer themselves with seizing control over remaining State assets, but decided to “rob the robbers”. The mistake, in these analysts’ view, lies in the fact that the new power elite thereby created a precedent, and made themselves vulnerable to being in turn deprived of their assets by the next “power elite”. This “mistake” now obliged them to build a dictatorship, i.e. to put into place structures that would ensure that they would remain in power indefinitely. This explained in their opinion the recent hardening of Government policies – from the abolition of the direct election of provincial Governors (that of local mayors being predicted as the next step), via the elimination of the possibility of independent candidatures in the next State Duma elections, to the threats against civil society, the repression against dissident scientists (Sutyagin case) and lawyers, and (typically tax-based) threats against remaining independent media. The proponents of this analysts also told me that local and regional power elites are feeling encouraged to follow the Kremlin's

17) ct. paragraph 14 of the draft resolution (Judgment of the European Court of Human Rights in the Gusinsky v. Russian Federation case).
example at their own levels, and that business, especially small and medium-sized enterprises, had already reported increased "administrative pressure" in many places.

59. I cannot and I will not speculate as to which of the analyses presented above in a deliberately pointed manner (in which they had also been presented to me) is correct.

57. I have come to my own conclusion, namely that the presence of an interest of the State that exceeds its normal interest in criminal justice being done and includes such elements as: to weaken an outspoken political opponent, to intimidate other wealthy individuals, and to regain control over "strategic" economic assets - can hardly be denied.

58. This assessment is based on the conjunction of (a) the accumulation of procedural violations and the absence of adequate safeguards against government interference in court proceedings, (b) information pointing at Yukos executives being deprived of their main assets, and (c) other items relevant to the "political" or "economic" circumstances of the proceedings against the leading Yukos executives.

a. The accumulation of procedural violations and the absence of adequate safeguards against government interference in court proceedings

59. The sheer number and seriousness of procedural violations that I described above\(^1\) in my view exceeds a mere accumulation of mistakes that could be explained by a lack of experience or professionalism. During my mandate, I have been confronted with a number of examples of the serious problems from which the Russian judiciary suffers in general, including its notorious openness to corruption, lack of respect for the rights of the defence, and, in particular, the overwhelming influence of the procuracy, which in turn is a tool in the hands of the executive.\(^2\)

60. In my interviews with retired Constitutional Court Vice-President Morshchakova, I learnt that recent legislative reforms have done nothing to improve the independence of the courts, or have even gone in the opposite direction. The December 2001 Law modifying the Legal Status of Judges brought back a disciplinary arsenal that had been abolished in 1992, and facilitated the criminal prosecution of judges. For judges to be prosecuted, it was now sufficient that three judges of the Supreme Court agree, whereas the agreement of the "Qualification Commission", a professional self-regulatory body, had been required beforehand. The March 2002 Law on the Organs of Judicial Bodies laid down rules about the "Qualification Commission" that decides about the downgrading or dismissal of judges. Mrs Morshchakova also criticised the procedure of the constitution of popular juries, which was open to manipulation. She also disagreed with the composition and procedural functioning of the Qualification Commission, which gave too much power to the courts' presidents, and the sweeping formulation for the grounds for dismissal of a judge for "behaviour incompatible with the honour of a judge and the status of the courts", a formulation left unchanged from previous law. Meanwhile, I have been informed through the media that a draft law has been introduced in the Russian parliament that would further change the composition of the "Qualification Commission", giving the President of the Russian Federation the right to propose half of its members, and to directly appoint another one, thereby putting the Kremlin even more in control of hiring and firing judges. I believe that such a law would be a step in the wrong direction, further away from effective independence of the judiciary.

\(^{1}\) Without being able, or even intending to establish them as proven facts, as explained above under item B.

\(^{2}\) Cf. the "Russian Axis" case referred to in footnote 1 below; a detailed study published on 21 October 2004 by the London-based think tank "Russian Axis" on the crisis of the Russian judiciary, which also refers to the Yukos-related cases, comes to the conclusion that the Kremlin's control over the judiciary is even increasing.
61. The case of Moscow City Court judge Kudeshkina\(^{13}\), for example, highlights the pressures judges are subjected to, and the abuse which are made possible by the complete absence of objective rules determining which judge, or chamber, will hear a given case. The distribution of cases among judges is left entirely to the discretion of the court president. This state of affairs - to make sure sensitive cases come before ‘responsible’ judges - was confirmed by several official interlocutors. Mrs Tamara Morshchakova, a law professor and former Vice-President of the Russian Federal Constitutional Court, has confirmed the weakness of the judges’ position in the Russian courts and that instructions from prosecutors to judges are by no means exceptional. She has long pleaded in favour of reforms to strengthen judicial independence and to introduce, inter alia, objective criteria for the distribution of cases within a given court. She pointed out that Article 47 of the Russian Constitution foresees the citizens right to have their cases heard by a judge “determined by law”. But this principle was not implemented in the Law on the Organisation of Courts, which she considers to be outdated. I am aware that objective criteria for the distribution of cases within courts are also lacking in some other Council of Europe member states, but I believe that this should not stop the Assembly from pushing for reforms in this sense, in the interest of the independence and transparency of the courts.

The argument that I have heard from certain official interlocutors that the independence of the courts needs to be kept in check in order to fight corruption is in my view completely inadmissible, as a matter of principle, and from a practical point of view: whoever wishes to ‘buy’ a judgment will simply bribe the prosecutor instead of the judge, if it is known that the former can give instructions to the latter.

b. Information pointing at Yukos executives being deprived of their main assets

62. I am aware that the information pointing at Yukos (and thereby its former leading executives and main shareholders) being deprived of their main asset, its oil-producing subsidiary Yuganskneftegaz, must be treated with utmost caution: apart from some factual elements obtained from Yukos’ current CEO, Steven Theede, and CFO, Bruce Misamore, and Yukos’ international lobbyists on the one side, as well as the heed of the Federal Tax Service, Mr Serdyukov, on the other, I am basing myself entirely on reports in the press, which are in turn a reflection of sometimes incompleteness or contradictory public declarations by different actors, or of leaks that may be intended to test national and international public opinion, and market reaction.

63. This being said, it seems as present that the scenario unfolding before our eyes is the following: Yukos was first confronted with huge tax reassessments that were made excrectory in a very short time, through astonishingly rapid procedures in the competent arbitrage courts. The authorities then promptly froze Yukos’ accounts, creating pressure to sell of its assets.

64. As explained by Yukos CEO Steven Theede, and CFO Bruce Misamore, whom I met in Moscow in September, 50% of Yukos’ gross revenue (not profits) has to be immediately put towards the reassessed tax debt. The remaining 50% were insufficient to cover current taxes and duties, transport costs, utility bills and salaries. Management were therefore put before harrowing choices, including cutting off (transport-intensive) oil deliveries to China, or delaying payment of bills that could lead to serious legal consequences. In the face of new tax reassessments (the original claim of 98 bn Roubles or USD 3.8 bn in accordance with only the year 2000), the forced sale of assets became practically inevitable. Mr Misamore provided me with figures as to the comparative tax burden on Yukos and its Russian competitors, before and after the reassessment, which show that while Yukos’ tax burden, per barrel of oil produced, was only slightly higher than their competitors before the reassessment, it rose to about the triple with the reassessed amounts included\(^{14}\).

\(^{13}\) Mrs Kudeshkina, formerly a senior judge at the Moscow city court, gave me a detailed account of the way she was ousted from the judiciary after she refused to carry out the “instructions” of the prosecutor on how to decide a case before her. The case concerned an appeal by the prosecution against the acquittal of an investigator of the Ministry of the Interior, Pavel Sal’tsov, who had been accused of exceeding his powers in ordering a search of the headquarters of a furniture chain belonging to a well-connected person without first asking the permission of the prosecutor’s office. The prosecutor in this case had, according to Mrs Kudeshkina, understood that she was not prepared to simply follow instructions, and put pressure on Mrs Kudeshkina and her assessors in an unspeakable manner. Mrs Kudeshkina’s assessors finally resigned from the case for health reasons, and she herself was taken off the case in the midst of the procedure by the President of Moscow City Court, Mrs Egorova, who had also instructed the court’s secretariat to falsify the records of the proceedings in order to eliminate the references to the prosecutor’s behaviour. As a result, Mr Sal’tsov was convicted. Mrs Kudeshkina made the scandal public, in an interview with Radio Echo Moscow, and decided to run as an independent candidate for the State Duma. She withdrew her candidacy when allegations were raised in the media that her public criticism of the judiciary was merely a ploy to gain votes, in order to disprove these allegations. Mrs Kudeshkina was later fired from her job as a judge, on the initiative of Mrs Egorova, and she lost her last appeal against this decision in October 2004.

\(^{14}\) According to an article in Neue Zürcher Zeitung (NZZ) of 4 November 2004 (p. 13), Steven Theede has just announced that Yukos had just been confronted with another reassessment of USD 6.7 bn for 2002,
65. This raises two separate issues: that of the justification of the tax reassessment, which pushes Yukos with its back against the wall, and the appropriateness of the price for which Yukos’ assets are being forcibly sold off, and to whom. While an examination of the substance of the tax claim exceeds my possibilities and my mandate, I had to address the reproach that Yukos and its former leading executives have been discriminated against, as any discriminatory treatment would point in the direction of a ‘political’ motivation behind these proceedings. The conditions of the sale of Yukos’ assets could also shed some light on the true motives for Mr Khodorkovsky’s arrest and prosecution.

66. As to the reproach of discriminatory treatment, I had an interesting exchange of views during my first visit at the State Duma with a representative of the tax ministry. He described to me the ‘abusive’ techniques used by Yukos to minimise taxes by letting part of the profits of the mother company accrue to dependent companies domiciled in inner-Russian tax havens. He confirmed that in 2000 (the year for which the first tax reassessment – RRoute 96 bnl/USD 3.3 bn – is levelled against Yukos), these techniques were widely used and considered ‘legal’, albeit anti-social in the case of large companies not contributing to any real economic development of the tax haven regions. The law making such ‘abuses’ possible has therefore been changed, so as to make such techniques impossible in practice. In reply to my explicit question, he confirmed that the new law entered into force only in 2004. This clearly raises an issue of the retroactive application of changes in tax laws, which is quite problematic, under property protection aspects, even when it is merely a matter of retroactively changing higher taxes for the past: in the cases of Mr Khodorkovsky and Mr Lebedev, even criminal charges seem to be attached to these retroactive changes of law or of its interpretation, which in my view would be incompatible with the principle of nullem crinem, nulla poena sine lege (Article 7 ECHR).

67. The meeting in September with the head of the Federal Tax Service, Mr Sardyukov, focused on the discrimination issue. Referring to the figures received from Yukos, I asked for official figures as to the comparative tax burden on Russian oil companies, and inquired about the possibility for, and general practice of the Russian tax authorities to grant temporary relief for taxpayers threatened by financial difficulties following tax reassessments. I finally asked whether other Russian oil companies, and if so, which ones, had been subjected to similar reassessments and their executives criminally prosecuted, given that we had been told that other oil and resource companies had used the same tax minimisation schemes. As these questions could not be answered on the spot, I sent them in writing after my return from Moscow, thrice to Mr Sardyukov. Unfortunately, I have not yet received an answer.

68. As to the conditions of the forced sale, it is at present too soon to tell. For several months, but in particular since the middle of October, numerous press reports raise the spectre of a forced-offer of ‘Yuganskneftegaz’, Yukos’ main oil producing subsidiary, at a price that would be far below the market value as previously assessed. Andrei Ilarionov, a senior Kremlin economic policy adviser, reportedly said at an investment conference in Moscow on 28 October that: ‘the probability of a Yuganskneftegaz sale is high, [but] the question is the price... Yuganskneftegaz’ revenues this year will be at least USD 17 bn on which cannot sell the company at less than its annual revenues.’ By the time this report will be discussed in our committee, rumours and reports may have evolved into actual facts. At the present stage, I can only make two points: firstly, any sell-off below fair market value, forced upon Yukos by the State authorities, would raise serious issues of the protection of property under Article 1 of the First Protocol to the ECHR; and

which would bring the total tax burden to over 100% of Yukos’ turnover for that year. In a commentary on the same issue, a NZZ commentator (p. 24), referring to recent ‘plump ordered judgements’ (plumppe Urteilsentscheide), calls the Russian Federation “Absurdistan”.

17 According to press reports, “a long awaited report by the Audit Chamber has concluded that flaws in legislation and the absence of a true market for oil in Russia permitted the large Russian Oil companies Yukos, Lukoil, and Sibur to avoid paying most taxes. When the Audit Chamber announced its review of these companies, some observers expected a report citing criminal wrongdoing. Instead, the Chamber’s report focused on loopholes that enabled the companies to reduce their tax payments, such as subsidies that served as “internal oilfield companies”” (RFE/RL Newslined vol. 8, no. 180, part 1, 21.5.2004, p. 4).

18 Similarly, Igor Shuvalov, a senior presidential aide on economic affairs, said at an investment conference in Moscow on 28 October that “[M]any oil companies have used tax optimization schemes – many will have to look back at their tax history and pay more taxes.” (according to UBS Daily News, October 29, 2004)

17 in this context: another example of an alleged ‘expropriation’ by courts acting under instruction was brought to my attention by the President of a Hollywood cartoon studio which had been deprived of an investment it had made buying the copyright of and then remastering and marketing Soviet-era cartoon
secondly, any sell-off below market value could hardly be justified by “fiscal” (i.e. State revenue maximizing) considerations: it would deprive Yukos of the assets needed to pay, over time, the outstanding tax claims, and in addition, the “collateral damage” resulting from the handling of the Yukos affair in terms of loss of investor confidence, capital flight, delayed productive investments etc. has already caused the Russian State to lose more revenue than it could have possibly hoped to gain.

c. Other items relevant to the political or economic circumstances of the proceedings against the leading Yukos executives

i. Khodorkovsky’s financial support for opposition groups

69. As a matter of simple fact, Mr. Khodorkovsky and his associates had, prior to the legal action taken against them, begun to support financially a number of political parties and civil society organisations (in particular the “Open Russia Foundation”). In May 2003, Mr. Khodorkovsky had announced that he would give approximately USD 15 million to the Yabloko party and a smaller amount to the Union of Right Forces, whereas I was told that he had repeatedly refused “requests” addressed to him to finance President Putin’s “United Russia” party. These activities may violate an alleged “pact” between President Putin and the Yeltsin-era oligarchs according to which they would be allowed to keep their business empires provided they would not get involved in politics.

70. I was informed that in the meantime, financing for liberal-oriented political parties and a number of civil society organisations has practically dried up, notably from Yukos-related sources, but also from other donors on whose the proceedings against Mr. Khodorkovsky and his associates seem to have had a chilling effect. While I do not wish to insinuate that this was the intention of the authorities, the fact remains.

ii. Yukos as business competitor of State-controlled Rosneft and Gazprom

71. I was informed that Yukos has or had several business disputes with State-owned or -controlled energy companies, in particular with disputes with Rosneft and Gazprom.

72. As regards Rosneft, I was informed inter alia about a public struggle for control over the Vankor oil and gas field (Yeniseyneftogaz).

73. As regards Gazprom, which has a share of about 20% in the world natural gas market and owns almost 90% of Russia’s know gas reserves, whose largest shareholder (30%) is the Russian State, and whose senior management is closely linked to the Kremlin, Yukos may have been perceived as a threat to Gazprom’s quasi-monopoly. Mr. Khodorkovsky had stated publicly that Yukos, which owns gas as well as oil reserves, and already produces gas for certain markets, could produce gas more economically than Gazprom. I was informed that Yukos had been exploring the possibility of building a pipeline to the Arctic Ocean where its gas could be liquefied and exported to Europe, which would place Yukos in competition with Gazprom in the sale of gas to Europe and enable Yukos to bypass Gazprom’s pipelines.

characters. The studio presented me with copies of translated documents belonging to a “secret supervisory file” attached to the case file of the legal dispute decided in the last instance by the Russian High Arbitrage Court (the court that is also in charge of the Yukos tax cases). These documents, and an expert statement provided by Mr. Posten, a highly respected reformer of the judiciary under President Yeltsin, former judge and legal scholar, have convinced the US Federal District Court of New York that the Russian court had, in substance, simply followed instructions. The New York court, in a 90-page decision dated 8 May 2003, refused to follow the interpretation of applicable Russian law given by the Russian courts in the following terms:

“Although the alleged flaws in the Russian judicial system are troublesome, the present record does not support a sweeping condemnation of Russia’s judiciary. However, in this case, it is unnecessary to reach any broad conclusions as to the impartiality and essential fairness of the arbitral system as a whole. Plaintiffs have produced specific evidence – in the form of documents obtained from the High Arbitrage Court’s file – of improprieties in the specific arbitral court proceedings leading up to the December 16, 2001 decision. (Lexis p 49) (…) It is, furthermore, apparent that the High Arbitrage Court’s December 16, 2001 decision was strongly influenced, if not coerced, by the efforts of various Russian government officials seeking to promote “state interests.” Under these circumstances the High Court’s decision is entitled to no deference.” (Lexis p 57)
74. Before Mr Khodorkovsky was arrested, Yukos had been close to completing a merger with Siburift. I was informed that Yukos/Slonieft would have become the world’s fourth largest oil company. At the same time, it was widely reported that Yukos was engaged in merger talks with several Western oil companies, including US-based ExxonMobil. These events may well have been perceived by the Russian Government as a threat to national control over strategic resources.

75. In my view, such strategic issues may well have played a part in the motivation of the arrest and prosecution of leading Yukos officials. In this context, I should like to recall Gazprom’s role in the process that lead to the change of hands of the (then) independent and critical “NTV” television network10.

III. A campaign of intimidation against Mr Khodorkovsky and his associates

76. I was informed of a number of intimidating action by different State powers (judiciary, federal and regional tax authorities, even environmental probes) launched against Yukos and its former leading executives and against other persons associated with them: repeated military-style searches by masked men in camouflage uniforms armed with assault rifles of Yukos offices, with threats and insults being launched against ordinary employees; similar raids on the headquarters of Yukos’ IT contractor Sibintek, of the Podmoskovny Lycum boarding school in Korolovo and a Monatop business club in Zhukovka – I was given a lot of detail about these and other, similar events, and also about the “black public-relations” campaign against Mr Khodorkovsky preceding his arrest. This “campaign” began with an anti-Khodorkovsky edition of “Kompromat” magazine in May 2003, devoted entirely to allegations against Mr Khodorkovsky and Yukos, and continued with the publication on the compromat.ru website of the transcript of an alleged high-level plot to bring down Khodorkovsky, a report published in May 2003 under the aegis of a Russian think-tank (Council for National Strategy) alleging an imminent “oligarchic coup”. During my second visit to Moscow, I was informed that an NTV documentary televised on the weekend before my arrival had made allegations linking Yukos and Mr Khodorkovsky to Chechen terrorism, such as the attack on the school in Beslan.

77. Last but not least, the dramatic material circumstances of both Mr Khodorkovsky’s arrest by special forces soldiers on a remote airfield in Siberia and Mr Lebedev’s arrest in hospital give the impression of having been designed to intimidate.

D. Conclusion and outlook

78. The findings that I felt obliged to describe above in some detail, given their seriousness, have lead me to propose the above draft resolution and draft recommendation. The proposed texts, in line with the Committee’s mandate, do not address the guilt or innocence of the accused persons, which will be for the courts to decide on10.

79. The draft resolution and recommendation focus on the legal and procedural issues raised by the arrest and prosecution of the leading Yukos executives, but they also do not ignore the context of these proceedings: the deplorable situation of the Russian judiciary in general pointing to the need for specific reforms designed to improve its independence and transparency, as well as the political and economic considerations that in my opinion are needed to correctly explain the arrest and prosecution of Mr Khodorkovsky, Mr Lebedev and Mr Pichugin, former leading Yukos executives. The latter issue, in my view, needs to be further followed by the Parliamentary Assembly, and it would be logical to also involve in this work the Assembly’s Economic Affairs Committee, and, possibly, the OECD, with whom that Committee has good working relations.

10 The European Court of Human Rights, in its judgement of 19 May 2004 in the case of Gusinsky v. Russia, had come to the conclusion that Mr Gusinsky’s detention, on fraud charges, had been motivated by the intention of the authorities to coerce him to sign away his stake in NTV to Gazprom.

11 It was the official Russian side which contested me, during my meeting at the State Duma in May, with extensive and emotionally charged presentations by two “crown witnesses” (Mr Kantor and Mr Rybin), who accused Mr Khodorkovsky, Mr Lebedev, and Mr Pichugin of various criminal wrongdoings. As I do not consider the guilt or innocence of the accused persons as a subject covered by my mandate, I continue to refrain, as in the Introductory Memorandum, from discussing the consent of their statements (as regards Mr Rybin, cf. footnote 9).
Dissenting opinion of the delegation of the Federal Assembly of the Russian Federation on the draft report by Sabine Leuthesser-Schnarrenberger on "The circumstances surrounding the arrest and prosecution of leading YUKOS executives"

The Russian delegation considers that Mrs Leuthesser-Schnarrenberger has carried out substantial work in preparing the report on "The circumstances surrounding the arrest and prosecution of leading YUKOS executives", of which some individual points will doubtless help improve the work of Russia's law enforcement and judicial authorities.

Nevertheless we believe that Mrs Leuthesser-Schnarrenberger has produced an unbalanced report based essentially on the views of the defence team and taking no account whatsoever of the official documents passed to her by the Russian authorities.

The rapporteur twice visited Moscow, where she was given the opportunity to meet competent representatives of the Russian Federation's law enforcement and judicial authorities, but her document reflects only statements of non-governmental organisations involved in rights protection.

Acknowledging in passing that the lawyers of the former leading executives of YUKOS have also made a few errors, the rapporteur has nonetheless constructed her report solely on accusations (incidentally not supported by the documents) levelled at the law enforcement agencies. Such an approach, were it to be accepted by the Assembly, could not contribute to the usual Parliamentary Assembly practice of objectively and fully elucidating the circumstances of a matter with a view to preparing exhaustive recommendations to remedy the shortcomings.

The unnecessarily emotive language used in the memorandum clearly shows whose side the rapporteur is on.

Furthermore, Mrs Leuthesser-Schnarrenberger has stepped beyond the brief given to her by the Committee. In considering the facts of the criminal case in question, the rapporteur does not have sufficient information and grounds to conclude that the entire law enforcement and judicial system has malfunctioned or to gauge the economic context underlying the events analysed.

In this connection, we deem the draft report, presented at the meeting of the Committee on Legal Affairs and Human Rights held in Paris on 16 November 2004, inadmissible for examination at a plenary session and in need of substantial reworking.

In addition we believe it necessary to discuss the question, for consideration by the Assembly, of the need to refrain from designating those who propose topics for examination by the Assembly as rapporteurs.
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STATEMENT AND EXHIBITS FROM THE HONORABLE DAN GLICKMAN, CHAIRMAN AND CHIEF EXECUTIVE OFFICER, MOTION PICTURE ASSOCIATION OF AMERICA, INC. (MPAA)

PREPARED STATEMENT OF STATEMENT PREPARED FOR THE RECORD FROM DAN GLICKMAN
CHAIRMAN AND CHIEF EXECUTIVE OFFICER
MOTION PICTURE ASSOCIATION OF AMERICA, INC.1

CHAIRMAN SMITH AND MEMBERS OF THE SUBCOMMITTEE: When, six months ago, you last examined the problems we are facing protecting our intellectual property rights (IPR) in China and Russia, we painted a bleak picture: We estimated then that piracy in both markets exceeds ninety-five percent, costing our members in excess of half a billion dollars every year. Additionally, we told the Subcommittee that not only was piracy corrupting the two internal markets, pirates in Russia and in China have been the source of stolen material exported to markets all over the world.

I wish today we could report that this scenario had brightened, that piracy rates had fallen, losses dropped, and that the two countries were no longer sources of pirated product far from their borders. I cannot. With little amendment, we could submit for your consideration virtually the same testimony as we did then in describing the scope of the problem. With respect to the steps we are taking in both markets, I can report progress, and will report steps we are taking on our own, with the US government, and, yes, with the host governments.

Before doing so, I want to thank you and the Subcommittee for your enduring support of our work and, in particular, the fact that you are keeping these problems high on your agenda. As I will elaborate, that you are doing so is, in our view, one of the critical elements to a successful strategy of combating the theft of our product, and essential to motivating both governments to take action.

Adequate laws and resources, effective enforcement, and private sector initiatives and cooperation with the US government as well as the Chinese and Russian governments are all important tools in this fight. However, unless these governments exercise the political will to address the rampant theft of US IPR, those tools are meaningless. This hearing keeps IPR high on both the US-China and US-Russian agendas, demonstrating, yet again in a yet another forum, to the Chinese and Russian authorities the priority you and your colleagues attach to seeing satisfactory results.

On behalf of the member studios and the hundreds of thousands of Americans who earn their livelihoods in this industry, thank you for your interest and the opportunity to provide these comments to the Subcommittee.

RUSSIA

Russia ranks, along with China, as one of the two largest producers and exporters of pirated DVDs and other copyrighted materials in the world. As serious as the problems are in China, and they are indeed quite serious, the challenges we face in Russia - lawlessness, physical danger, and corruption - are even more daunting. I cannot underscore enough the scope and depth of the problem we face in Russia - and it is getting worse, not better.

Last year alone MPAA member companies lost $275 million to piracy in Russia. All copyright industries lost $1.7 billion due to piracy last year, and over $6 billion in the last five years in Russia. These figures are staggering.

The Government of Russia has allowed the problem to grow significantly worse in recent years. The number of plants manufacturing optical discs increased twenty-seven percent, from thirty-six to forty-six in the past year alone. Sixteen of these plants are located on property owned by the Russian government. Moreover, the number of DVD lines has increased fifty percent in the past year.

1The Motion Picture Association of America (MPAA) represents the major producers and distributors of motion picture and television programs in the United States; its members are Metro-Goldwyn-Mayer Studios; NBC Universal City Studios, Paramount Pictures Corporation, Sony Pictures Entertainment, The Walt Disney Company, Twentieth Century Fox Film Corporation, and Warner Brothers Entertainment.
A matter of immediate and utmost importance is that Russia, right now, is actively pressing to accede to the World Trade Organization (WTO). MPAA cannot support Russia’s accession to the WTO, an organization founded on rules, until these problems are addressed satisfactorily.

The Agreement on Trade-Related Aspects Intellectual Property Rights (TRIPS) agreement, establishes minimum levels of protection that WTO members must give to fellow WTO members’ intellectual property. It is an integral component of the international trade regime. Taking effective criminal action against piracy is a key TRIPS requirement.

For the record, I am attaching to my statement a fuller description of the problems we face. Every year, we compile a submission of the trade barriers we face for the Office of the United States Trade Representative’s (USTR) annual National Trade Estimate Report on Foreign Trade Barriers; the comments we filed with USTR last month on the Russian market detail those problems. Here is a sketch of what we are confronting on a daily basis in Russia.

- Russia’s domestic market is literally saturated with pirate DVDs. The level of piracy is estimated to be over ninety percent.
- Seventy percent or more of the seized pirated material ends up back in the marketplace.
- Russian DVD plants are, it is estimated, manufacturing between 50 and 80 million DVDs a year for export.
- Pirate discs manufactured in Russia have been found in twenty-seven countries, negatively affecting our legitimate business in countries such as Bulgaria, Finland, Germany, Hungary, Israel, Poland, Turkey, and the United Kingdom.
- All of the optical disk plants that were raided in 2004 remained in operation after those raids.
- The plant owners remain unscathed by the criminal justice system.

We have presented this evidence to Russia over and over again. The Government of Russia has acknowledged that these plants exist and while the number of raids has recently increased, recall that seventy percent of the seized product finds its way back into the marketplace and that not one plant has been closed.

Much of the piracy in Russia is orchestrated by organized crime syndicates and gangs. No small-scale, independent operator could afford the false-bottomed compartments in trains and cars that these syndicates use to export pirate copies of our films to other organized criminal syndicates across Europe. Two years ago, shortly after a major raid against a pirate facility, in what clearly was designed as an intimidation effort, a thug shot at the car in which one of our anti-piracy investigators in Russia was driving from work. Fortunately, our employee was unharmed. While the assailant ended up in a psychiatric hospital, those who contracted the assailant remain unscathed and grow ever wealthier.

This rampant organized crime flows from and thrives because of endemic corruption. The entrenched corruption of Russia’s judicial system has caused our complaints to be routinely dismissed. An indication of prosecutorial corruption is the number of requests prosecutors make of rights holders organizations to return seized material to prosecutors because they “need to show the evidence to the judges”. In fact, the goods confiscated during raids on factories and warehouses are frequently returned to commercial channels connected to the prosecutors. Russian authorities openly acknowledge that only eight non-suspended prison sentences have been imposed on intellectual property infringers in 2005.

Circling back to the TRIPS agreement, criminalizing all acts of copyright piracy on a commercial scale and taking effective criminal action against such acts are key WTO TRIPS requirements. There is no argument that can be made that Russia complies with the WTO TRIPS obligations. We do not believe that our problems can be effectively addressed upon Russia’s accession to the WTO. We tried this with China and we learned an expensive and difficult lesson. The U.S. government and U.S. industry cannot afford to make the same mistake twice.

Russia has repeatedly promised both the US government and the US copyright industry that it would take the steps necessary to meet these WTO obligations. However, Russia has to date failed - and this failure can only be attributed to lack of political will - to step up and address these concerns. We are reminded of Russia’s lack of commitment to combating piracy every time Government of Russia officials assert that piracy is the acceptable result of legitimate product pricing. Most recently, on November 30, President Putin’s representative to the Duma’s upper chamber said that widespread piracy would continue to flourish if legitimate product did not become cheaper.
Russia's accession cannot be paved with empty promises. Russia must only be permitted to accede upon demonstration that it has the political will to inspect all known plants, and to close and repeal the licenses of those engaged in production and distribution, as well as to criminally prosecute the plant owners and operators. We will not see progress in the enforcement against intellectual property crimes in Russia unless President Putin directs all relevant agencies to make the fight against piracy a priority. Until the President himself demands accountability from his senior officials, corruption will continue to shelter the pirates.

Mr. Chairman, members of the Subcommittee, we need your help in ensuring that Russia addresses its piracy problems before it is permitted to join the WTO. We greatly appreciate the fact that you and your colleagues voted overwhelmingly in favor of H. Con. Res. 230. That sends a clear signal to the Russian authorities that they must address these matters before it joins the rules-based WTO, and ensures that both Russia and the Administration know that a grant of Permanent Normal Trade Relations to Russia, a prerequisite to WTO relations, will be endangered without meaningful progress on protecting intellectual property rights.

CHINA

The source of the problems we face in China is twofold: First, China imposes strict limits on the number of foreign films that can be exhibited in its theaters on a revenue-sharing basis, and applies burdensome regulations and confiscatory taxes on foreign home video and television content. This creates a marketplace vacuum that pirates are only too happy to fill. Second, China has not asserted the political will necessary to reduce the level of piracy. Yes, it has conducted some raids and even put a few pirates in jail, but it has not materially reduced the level of piracy and the ready availability of pirated products in the shops and in the streets.

As I will elaborate, fighting piracy, especially in a restricted market such as China, means more than simply enforcing laws and going after the counterfeiters - the traditional anti-piracy tools. Getting better access to the Chinese market is a critically important tool in the fight against piracy. The controls the Chinese government imposes upon legitimate film producers and distributors have no effect whatsoever on the pirates. Until we have the same unrestricted access to that market, we will not be able to compete effectively and stop the theft of our content.

Regrettably, to coin a phrase, if you did not see a counterfeit DVD, you were not in China. Unfortunately, I fear our collective perception of China has become so ingrained with the notion that China is overflowing with pirate DVDs we frequently fail to appreciate the magnitude of the problem.

The problem is ubiquitous - on virtually every street corner, packed on to the shelves of audio-visual shops in every neighborhood. We estimate that the piracy rate exceeds ninety percent - more than nine of every ten DVDs in the Chinese market is a fake, stolen product. Counterfeit, stolen motion pictures cost our members nearly $300 million annually, in China alone.

Too many, especially some around the world who should be allies in the fight against piracy in China, view this as an American problem. While we certainly bear the disproportionate share of the burden of this problem, movie piracy in China affects film makers all around the world. Our research indicates that almost half the pirated product is actually Chinese product. We also find stolen copies of Japanese, Korean, French, and Indian movies in China.

A few weeks ago, a young Chinese film producer visited my office. When asked to define his number one problem, he did not mention financing, distribution, or any of the other obstacles film producers must overcome: He said piracy is his biggest problem - the theft of his movies, in his home country.

It is clearly more than an American problem, it is a problem afflicting film makers no matter where they live and make movies, in more than one way. Not only are the pirates sapping legitimate movie makers in the China market, they are encroaching on legitimate markets all around the world. Our analysis of pirated DVDs seized from around the world traced their production back to over fifty plants in China.

As we dig deeper into this problem, particularly the global spread of China-sourced pirated product, we are coming to a disturbing conclusion: There is a growing link between piracy of motion pictures and organized crime. Our Asia-Pacific Regional Office just completed a new study on these connections. With your permission, Mr. Chairman, I have included a copy of that study with my statement and would like to have it included in the record. Let me cite a few of its findings:

Criminal theft of IPR dwarfs criminal revenues from narcotics trade: US government and international law enforcement records peg the illegal nar-
cotics trade at $322 billion last year; criminal revenues from all IPR theft were significantly higher, $512 billion.

Part of the allure for organized crime to move into DVD piracy is the incredible profit margins, exponentially higher than for drugs. The mark-up on pirated DVDs made in Asia and sold in Europe, for example, averages an astounding 1,150%, three times the mark-up of heroin sourced in Asia and sold on the same street corners, and the criminal risk is far lower.

The report cites two recent cases linked back to China, with tentacles around the world, including into the US. In September 2005, a federal grand jury in New York indicted thirty-nine individuals tied to the Yi Ging Syndicate, based in New York but which funneled much of its one million dollars plus a year earnings back to China. Next January, an American, Randolph Guthrie, will stand trial in the US for his role in leading a criminal syndicate, based in Shanghai, that made and distributed hundreds of thousands of pirate DVDs around the world; when he was arrested last summer, Chinese authorities seized more than 210,000 counterfeit DVDs.

I think it goes without saying that many of these revenues finance other illegal activities in which these criminal organizations are involved, making the reach of piracy even more pernicious: This is not just an American problem, and it is not just a motion picture industry problem, it is now underwriting activities that threaten all of us, in all walks of life.

Of course, it affects some of us more directly than others. As I said at the outset, our members employ nearly one million American men and women, at all job levels. We employ thousands of laborers, electricians, technicians, truck drivers, as well as professionals in finance, legal positions, and specialized support services.

There seems to be a view - a myth - that buying a stolen DVD only means a movie star earns a few dollars less on that movie. Let me be clear: That notion is just that, a myth. Every dollar the pirates earn is one less dollar going to an American worker, a worker employed in an industry that is one of the few in this country bringing more money back to the US in export earnings than it sends overseas.

Chinese piracy of US motion pictures also hits some of us very personally. I was in China the last time in May. I strolled the neighborhood near my hotel, and looked into one of the audio-visual stores I came across. I admit I was not surprised to see shelves of pirated DVDs, disappointed, but not surprised. I was, however, taken aback when one title caught my eye: "The Hitchhiker's Guide to the Galaxy." At the time, the movie was not available on DVD in the US, so I knew it was a fake, taking the money out of a US film maker's pocket. That film maker: my son. He is a producer and that was his most recent film. I relayed the story to him, and he replied: "And what Dad, Mr. Chairman of the MPAA, are you going to do about this?"

MPAA invests millions every year in fighting piracy in China and around the world. We go after the pirates, we work with governments to enact and then enforce adequate laws, we work to educate the public about the consequences of piracy, and the legal alternatives to piracy, and we are constantly seeking new ways to prevent the problem through technology, education, and changing business practices.

As I have indicated previously, piracy in China is indeed a China problem, but it is also a problem with global reach. A pirated disc made in China can, in a day or two, be in the street markets of Los Angeles. Someone can illegally camcord a movie in Moscow, send the file by way of the internet to someone in Guangzhou who then dubs and subtitles the Russian dialogue, and then illegal presses thousands of DVDs.

We approach the problem fully cognizant of its global reach, with a seamless strategy of going after the producers, distributors, and sellers of DVDs and the machinery they use to make the fakes. We have aggressively pursued a strategy to stop the illegal camcording of movies, which is still the largest source of pirated product. We are very appreciative of the action Congress took to make illegal camcording a federal crime and that the President signed the bill earlier this year.

We seek to track the production of optical discs, to make sure the plants that make them are legal, registered, and their product produced with internationally recognized identifying codes. Increasingly, we are beefing up our Internet strategy to go after the thieves who think they can anonymously download and send stolen movies over the Internet.

We are also on the ground in China. Our representatives survey the market for information about the incidence of piracy and pass on this information to the Chinese authorities. In many cases, this information helps Chinese authorities formulate cases for raids on sellers and distributors, and often, those authorities invite our representatives to accompany them on such raids.
We operate and participate in training sessions for Chinese authorities and jurists on IPR laws and enforcement, in the US and in China. We also work closely with US officials in elevating the importance of IPR enforcement; for example, our representatives participated in the IPR Roundtable our Embassy conducted in Beijing at the first of this month.

One of the most significant initiatives we have been able to launch with the Chinese government was the joint anti-piracy memorandum of understanding (MOU) we executed with three entities of the Chinese government: Ministry of Culture (MOC), State Administration of Radio, Film and Television (SARFT), and National Copyright Administration (NCA).

This MOU was signed last July 13, in connection with the most recent discussions held under the auspices of the Joint Committee on Commerce and Trade (JCCT). Under its terms, every three months MPAA will submit to the MOC and SARFT a list of motion pictures scheduled to be screened in China by its member companies. All home video products that are available in the marketplace prior to the legitimate home video release date in China will be deemed illegal audio and visual products and forfeited, and when a criminal copyright infringement offense has been committed, the case will be prosecuted.

On October 25, we met with the Chinese side to review the results of the MOU. For our part, we surveyed a small selection of shops in four key cities: Beijing, Shanghai, Guangzhou, and Shenzhen. The surveys were by no means intended to provide a comprehensive assessment of anti-piracy enforcement progress across China; merely an indication as to whether the needle had moved at all.

Specifically, during October, the surveys of target outlets in Shanghai showed that of the films covered under the agreement, no pirate versions were available at all.

In Guangzhou, the availability in October of pirated versions of the identified titles was down quite sharply from September, when almost all titles were available.

In Shenzhen, availability in October of pirated titles fell fifty percent from September.

In Beijing, in August, with the exception of one shop that carried only fifty percent of the protected titles, pirate versions of the six films ran from seventy to ninety percent. In September, the original shops continued to offer pirated versions of the protected titles. In October, the original ten shops had cleaned up remarkably; however, an additional ten shops surveyed showed piracy rates averaging around eighty percent.

The MOU only covers a handful of movies, and though it applies to the entire country, we have only been able to survey a limited number of cities and only a selection of retailers in each. We are disappointed with the results. In spite of their formal commitment to protect specific US movies, the Chinese authorities failed to demonstrate meaningful progress even within the limited review we conducted. Our next review of the MOU will occur in January and we would be pleased to keep the Subcommittee apprised of our progress.

In addition to the work we are doing with the Chinese government and industry, and with other US copyright industries, most notably the sound recording industry, our key partner is the US government. I commend this Administration for the priority it has given this problem, and its willingness to work with us. Credit goes right to the top: President Bush made IPR a top agenda item during his summit with President Hu. Having our views and concerns addressed at this level is invaluable in elevating the priority of IPR on the bilateral agenda and we greatly appreciate the President's support as well as the support from USTR, the State Department, and the Commerce Department. Our work with the US government goes on virtually every day, and we are currently working very closely with the USTR on next steps to secure adequate protection of our product in China.

Mr. Chairman, having surveyed the scope of these problems and the steps the US motion picture industry is taking, I want to bring my statement to conclusion by reiterating some points for you and your colleagues to consider for ways you can help protect American IPR in China. Many of these mirror the recommendations I outlined with respect to the Russian problems.

First, help make sure our government has the resources it needs. I know fully well the difficulties with which the Congress has been dealing on controlling the deficit, I also know that it ought to be in our national interest to promote and protect winning industries, and this industry is a winner. As I have said, we employ nearly one million Americans, in good, well paying jobs, and we have a positive balance of trade in every market where our countries do business, except one: China.
Why do we run a movie trade deficit with China? Piracy is certainly a key reason, though another is the onerous, burdensome restrictions we have on doing business in China, and even in getting into that market.

Consider some facts about our access to the China market: The good news is that the money our movies made in China in 2004 doubled the amount they made in 2003. The sobering side is that that amount was only $10 million. As we saw in November with “Walk The Line,” “Harry Potter and the Goblet of Fire,” and “Chicken Little,” and will see every weekend for the rest of the year, one American movie can make more on an opening weekend in the US alone.

In recent years, in fact, two Chinese movies “Kung Fu Hustle” and “House of Flying Daggers” both, individually, made more in the US than all US movies made in China for the years they were released, and, ironically, both were distributed in the US by one of our member companies.

The primary barrier is the quota the Chinese impose on the number of foreign films they permit into their market under normal business terms, what we call revenue-sharing, whereby the US producer shares the box office with the Chinese distributor. The Chinese allow only twenty such films into China a year, from all countries, not just the US. That means film makers from France, Japan, the UK, Korea, and the US together can only hope to get a part of that twenty-film quota.

Once into the market, the government controls the distribution of the movies. A state agency, through two divisions, distributes all the films in China, and dictates the terms of the revenue sharing with US film makers.

There are many other restrictions, detailed in the attachment to my statement, but the net effect is critical. When fighting piracy and protecting IPR, most are familiar with what I call the traditional methods - effective laws, enforcement, raids, and the like. In China, getting better access is just as critical and intertwined closely with our strategy towards that market.

My second recommendation is that we want the same access to the Chinese market as the pirates have. The barriers I outlined and that are enumerated in the attachment do not, at all, restrict the number of movies in China. Virtually any movie Chinese consumers might want is available, not necessarily through legitimate channels controlled by the restrictions applied to us, but from pirates who have no such restrictions and who operate largely without deterrent sanctions applied to offenders. Not only are our movies being stolen, but we also face an enormously unbalanced playing field at distinct competitive disadvantage.

We are convinced access to the Chinese market on fair terms, the same terms as the pirates, is central to fighting piracy in China and protecting our rights there. We want to be able to compete, not bound by quotas, government restrictions on distribution rights, black-out periods when only Chinese movies are screened, nor onerous taxes, and we want transparent clearance procedures.

Third, let me come back to where I started: political will. Just as the US government needs adequate resources and strong laws, so do the Chinese. However, for the most part, that is not the main problem. With a few notable exceptions, the Chinese IPR statutory regime is adequate and with changes, can easily be brought into compliance with WTO standards.

The problem is political will, and keeping the pressure on is a key way to bolster that will. For example, we know the Chinese can stop pirates. When the Chinese open a film the government wants to promote and protect, pirated copies of it are non-existent; the word goes out that piracy will not be tolerated. Even when we surveyed results of the MOU, we saw some modest improvements in some places - evidence that the Chinese can crack down on the pirates if they want.

The Chinese frequently recite this rationale for the IPR problems: The US, they say, has over 200 years experience with IPR; China has only twenty. China needs time to grow and develop. True. I acknowledge the problems with developing an adequate and effective IPR system, and culture. On the other hand, I have seen what China can accomplish when it makes something a priority. My first trip to China was about twenty years ago. The changes I saw between then and my last visit last May, are breath taking. The lesson here is that when the Chinese have the will and desire to change and reform, they can.

I saw another personal example of how the authorities can act when properly motivated. Last May, the day after I discovered the pirated copy of my son’s movie, “The Hitchhikers Guide to the Galaxy,” I met with the mayor of Beijing and told him the next day, the shop where I got the movie was raided and closed: political will in action. Unfortunately, it was short-lived; our China representative informed me the other day that the shop is back in business.

A couple of weeks ago, The Wall Street Journal carried a telling story, about the paucity of counterfeit Olympics-logo goods in China. The production, distribution, and sale of those goods is tightly regulated and policed, and fakes are not tolerated.
It is virtually impossible to find counterfeit Olympics goods in China. Why? As one of the Chinese officials said, it is because fakes dilute the value of the logo, the intellectual property upon which the Chinese have invested to finance the games.

The lesson: When the Chinese want to stop piracy, they can be enormously effective. They do not need twenty more years experience with IPR, they have the resources, they have the basic statutes, and they can make the changes needed to improve them. They need the political will to protect our goods as effectively as they are protecting the Olympic logo.

Please keep the pressure on; this hearing is one way to do so. Make sure you mention this when meeting with Chinese authorities. Above all else, unless the Chinese know this is a priority for all of us, we fear they will fail to exercise the political will to protect our IPR.

Mr. Chairman, members of the Subcommittee, I appreciate again your attention to the acute problems we are facing in Russia and China and the chance to share with you the perspective of the US motion picture industry.

###
American entertainment firms continue to struggle to establish a foothold in the Chinese market, despite extensive and multi-faceted efforts and investments. MPA and its member companies have made over the last decade, the signing of the 1995 bilateral intellectual property rights agreement, and China's accession to the World Trade Organization (WTO) in 2001. Market access restrictions and rampant piracy continue to thwart the US filmed entertainment industry's attempts at meaningful growth in China, even as China's economy grows at nearly ten percent annually and the US industry increasingly relies on overseas sales for a growing share of its annual revenue.

A web of market access restrictions mean far less legal filmed entertainment enters China than the market demands. Those restrictions include: (i) a government monopoly on film importation and distribution by which one state-run monopoly controls a single importer and two film distributors; (ii) an unreasonably low quota of only twenty international films a year into the market on revenue sharing terms; (iii) the government determines box office revenue share; (iv) limits on the retail sale of legal home entertainment; and (v) government-imposed restrictions on foreign investment, foreign channel carriage, and programming content in the television sector.

Due to these restrictions and the resulting pirate market growth, revenues from US filmed entertainment in China were 24% less in 2006. At the same time, the home video and television markets are also negatively affected by rigid government control, which includes regulations on home video licensing agreements, foreign investment restrictions, restrictions on retransmission of foreign satellite signals, television quotas, and other regulations.

These restrictions on foreign audiovisual products effectively leave the China market to the pirates, who fill the void resulting from government delays and limited legitimate foreign access to the market. Pirates comply with none of the government's regulations.
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and restrictions, while capturing at least 95% of the U.S. audiovisual industry market's sales in China.

The piracy rate in China climbed to 98% in 2004, a level not seen since 1996, and the fact that there has been no progress in the last few years indicates that the government has not taken adequate measures to address the problem. China lacks deterrent penalties and enforcement can be better coordinated, transparent, and adequate. The common-place abundance of pirate optical discs drives down the price of such discs to levels below other markets in the region. Disturbingly, pirate discs replicated in China continue to appear in increasing numbers in markets worldwide; the export of pirate products is reemerging as a serious problem.

China must commit to set a fixed timetable for the removal of the limits, restrictions, and structural distortions on imported audiovisual products, and allow a free and competitive market in which Chinese consumers, not the Chinese government, are able to determine which films and other audiovisual products are most appealing to them to address the rampant piracy problem.

1. **IMPORT POLICIES**

- **Import Quotas** – Limits on the number of films allowed to be imported into China remain unchanged in 2005. Under the terms of China’s WTO commitment, China agreed to allow 20 revenue sharing films into the country each year. However, the Chinese have stated that 20 is a “maximum,” not a “minimum,” an interpretation which is not in accordance with WTO policy and should be corrected. Censorship and the monopoly import structure are the tools by which these quotas are imposed and enforced. In addition, under Rules for the Administration of the Import and Broadcast of Foreign Television Programs (1994), the government’s acquisition arm, China TV Program Agency, must approve all importation of foreign programming. The Chinese government imposed trade barriers that limit the importation of legitimate filmed products create opportunities galore for pirates to fill the great demand that exists in China for US audiovisual content by providing stolen media.

- **Import Duties** – Import duties on theatrical and home video products may be assessed on the potential royalty generation of an imported film, a
method of assessment which is excessive and inconsistent with international practice of assessing these duties on the value of the underlying imported physical media. As part of its accession to the WTO, China committed, in addition to reducing import duties, to changing the valuation method used to assess these duties. Rather than calculating a percentage of the value of films and videos based on expected revenues generated by the film in China (“royalties”), China agreed to assess duties on the value of the imported physical media, the same method generally used internationally. MPA appreciates the US Government’s discussions with the Chinese on shifting the method of applying the duties as agreed on in WTO negotiations and following general international practice. It is vital that import duties are based solely on the value of the imported physical media and not on potential royalties, as excessive import duties place a severe drag on investments in legal business, and impede distribution of legal filmed entertainment product.

Taxation – The theatrical and home video industries are subject to very complicated duties and taxes in China. These duties and taxes have a significant impact on revenues and continue to hinder market access. With its accession to the WTO, however, China committed to reducing import duties by approximately 1/3 and will now apply a specific rate of duty to both theatrical (reduced from 9% to 6% for Special Film Fund) and for home video (to 14.6%).

5. LACK OF INTELLECTUAL PROPERTY PROTECTION

Piracy – Piracy has reached a rate of almost 100% of the retail market, with pirate DVDs of the latest US theatrical release titles readily available within days of release internationally. The export and transshipment of pirate optical discs from and through China continues to grow, especially pirate DVDs of US film titles, while Internet piracy and television piracy are also serious impediments to legitimate entertainment business growth.

The US Government should continue its efforts to ensure that China significantly reduces the piracy rate. Despite several government agencies’ efforts to fight piracy, including raids, arrests, investigations and penalties, lack of deterrent penalties for piracy and a lack of a coordinated, transparent and adequate enforcement program, as well as the restricted
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market access to legitimate films, are key causes for the failure of piracy rates to decline in China. With unreasonable trade barriers to legitimate product protecting the pirates’ market, retail piracy has reached a piracy rate of almost 100% of the market.

Export Piracy – The export and transshipment of pirate optical discs from and through China continues to grow, especially pirate DVDs of US film titles. The transshipments flow out of China to destinations worldwide through express mail and courier companies. Examples of recent known seizures include UK Customs’ seizure of 197,733 pirate DVDs originated from China in 2004, Kunming Customs’ seizure of 3,500 pirate optical discs from outgoing mail on January 13, 2005, and in two separate August 2005 actions, Hong Kong Customs’ seizure of 20,000 pirate DVDs from China headed to Calgary and Los Angeles (1,200 DVDs were infringing MPA member companies’ titles and 1,000 DVDs were infringing Japanese titles) and seizure of 54,136 pirate optical discs from China (4,000 DVDs were infringing MPA member companies’ titles and 2,000 DVDs were infringing Japanese titles). These known seizures are only the tip of the iceberg on exports of pirate optical discs from China.

Pirate Optical Disc Manufacturing – During the Chinese government’s nationwide summer anti-piracy campaign between June 20 to August 31, 2005, authorities seized 31,390,000 illegal and pirate optical discs from the pirate warehouses and markets. On September 16, 2005, National Anti-Piracy & Pornography Working Committee (NAPPWC) organized a nationwide piracy destruction campaign and openly destroyed 15 million pirate optical discs. Also, since 1998 the National Anti-Piracy Reward Scheme established by NAPPWC has resulted in seizure of 213 illegal optical disc production lines. However, despite the government’s efforts, it has become increasingly difficult to locate remaining optical disc plants because they have gone underground and are dispersed throughout China. The large number of illegal optical discs still being seized in China clearly indicates a significant number of plants still in existence.
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Internet Piracy – Pirate hard good sales online in all formats and illegal downloading and streaming of MPA member company films are also increasing in China. A large number of websites provide fee-based or free download and streaming services without permission. Chinese Internet Service Providers (ISPs) are also hosting these infringing websites organized by overseas syndicates targeting users outside China, which again involves China in the “export” of pirate content. During 2004 MPA had to issue 3,905 “cease and desist” letters to ISPs in China, requesting they take down infringing websites, compared with 444 “cease and desist” letters sent during 2003, a nearly 800% increase. The less than 30% compliance rate in taking down the infringing websites is unacceptably low.

Television Piracy – China’s 360 government-controlled television stations at different provincial levels, which reach hundreds of millions of households, commonly make unauthorized broadcasts that increasingly include popular MPA member company titles. These stations rely on false “letters of authorization” or “licenses” from companies in Hong Kong, Thailand or Taiwan, which purport to convey broadcast rights. Some stations also try to hide behind the “fair use” exception, broadcasting heavily edited versions of MPA member company films under the guise of being an “introduction to the film.” Additionally, there are approximately 1,500 registered cable TV operators in China and 45 digital TV operators, serving more than 100 million households, all of which routinely include pirate product in their programming.

As a result of cinema surveys conducted by MPA over the past three years, and the continued support from the Ministry of Culture to punish offenders, there has been a significant reduction in illegal screenings of MPA member company titles in major cities.
Laws and Enforcement — Although government officials collaborate in efforts to fight piracy, legislation does not contain deterrent penalties and continues to set high criminal thresholds, which preclude effective prosecution and sentencing (more than 99% of raids currently result in administrative fines, most of which are quite low and do not act as a deterrent). The US Government should continue its efforts to ensure that China significantly reduces the piracy rate, promotes adequate technological protection measures in emerging digital formats, and reviews the criminal sanctions available under copyright and other relevant legislation (in particular, to redress criminal copyright proceedings, which remain problematic). 

Recent Chinese Government Efforts — On July 13, 2005, MPA, Ministry of Culture (MOC) and State Administration of Radio Film & Television (SARFT) signed the Memorandum of Understanding (MOU) for a joint effort to press down piracy in China. MPA welcomed the initiative by the Chinese government and is proactively working with the MOC and SARFT to secure measurable results for this initiative. Quarterly strategic meetings between the two authorities and MPA beginning in August 2005 will be held to assess progress and formulate the latest strategies against copyright pirates.

During the summer of 2005, the Ministry of Propaganda, National Anti-Piracy & Pornography Working Committee (NAPPWC), Ministry of Public Security, Ministry of Culture, General Press & Publication Administration (GAPPP), National Copyright Administration of China (NCAC), General Administration of Customs, General Administration of Industry & Commerce and Beijing Municipal Government collaborated in a nationwide summer anti-piracy campaign that resulted in the seizure of 51.4 million illegal and pirated optical discs.

Also in 2005, there was a nationwide reorganization of the culture task force in major cities including Beijing, Guangzhou, Shenzhen, Chengdu and Wuhan, that resulted in greater manpower and resource allocation for enforcement in those cities.
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The National Copyright Administration of China’s (NCAC) successful title verification program continues to provide for the verification of rights to US motion picture titles submitted for distribution and duplication in China. In the first nine months of 2005, a total of 1,564 title verification requests were submitted by NCAC to MPA, and 198 titles have been challenged by MPA and Independent Film and Television Alliance (IFTA, formerly AFMA) as unauthorized.

However, despite these efforts, piracy continues to be rampant.

Lack of Effective Enforcement Program – Despite such government agencies’ efforts to fight piracy, lack of a coordinated, transparent and adequate enforcement program remains one of the key causes for the failure of piracy rates to decline in China. Focus, co-ordination and effectiveness of the various Chinese enforcement agencies should be achieved through strong direction from the top Chinese leadership. Transparency is another vital necessity. For example, although MPA’s 1997 Memorandum of Understanding (MOU) with China Customs resulted in an increase in Customs enforcement efforts against audiovisual piracy with MPA support and assistance in training, title verification and technical support, very little transparency is provided on the export situation. MPA is unaware of any significant seizures being made by Customs on pirate discs attempting to be exported.

Copyright Law Deficiencies – Since 2002, a total of ten civil cases have been brought by MPA under the recent Copyright Law amendments of 2001, all of which have been successful. Four cases against factories were settled while six cases against three retail outlets in Shanghai resulted in the awarding of damages against the defendants. Despite the successful cases, however, complex documentation to prove foreign copyright ownership is required in civil cases. The Copyright act should be amended to allow a prima facie copyright interest to be established in court cases by a copy of the foreign copyright certificate or a statement from the relevant title verification office.

The US Government should continue its efforts to ensure that China reviews the criminal sanctions available under copyright and other relevant legislation (in particular, to redress criminal copyright proceedings, which
remain problematic. The National Copyright Administration of China (NCAC) must agree that any copyright infringement matter be subject to criminal jurisdiction. Currently, the high financial threshold required for copyright offenses to constitute a criminal offense under Chinese law effectively prevents Chinese authorities from prosecuting piracy cases under the copyright law.

For a copyright offense to be considered to constitute a crime it must meet certain broad criteria set out under Articles 217 and 218 of the Criminal Code (Article 217 relates to reproduction offenses, while Article 218 relates to retail offenses). The offenses under each provision are further defined as either “grave” or “serious” and can be committed by either a corporation or an individual. Although in December 2004 the Supreme Court issued an Interpretation in which the thresholds were lower than the Interpretation in 1998, the thresholds are still difficult to achieve and need further reduction. The interpretation lowered the criminal threshold for “illegal business volume” from RMB200,000 (US$24,700) to RMB50,000 (US$6,200) and the illegal operating income threshold from RMB50,000 (US$6,200) to RMB30,000 (US$3,700). The numerical threshold for reproducing and distributing illegal copies was lowered to 1,000. Infringers are subject to fixed-term imprisonment of not more than 3 years. Copyright infringers who commit huge or especially serious acts – i.e., illegal gains exceed RMB150,000 (US$18,600), or whose business volume exceeds RMB250,000 (US$30,900), or who reproduce and distribute more than 5,000 copies – will be subject to 3-7 years in prison. In addition to the need for further reducing the thresholds, the distinctions between crimes of entities and individuals must be eliminated for the law to have real deterrent effect. There is no guarantee that criminal cases will be brought as the profit from the sale of private goods is still the basis for determining whether the minimum threshold has been met. Ultimately, the resolve of the government to use criminal sanctions will be the main factor determining their success in reducing piracy.

China’s failure to apply the criminal law to piracy is “in practice” in violation of TRIPS Articles 41 and 81 (provide enforcement which “on the ground” deters further infringements, provide effective ex parte civil search orders, and provide specific deterrent “criminal” remedies).
Copyright Protection for Digital Environment – China has more than 19
different government bodies claiming some sort of control or influence
over the Internet, with inconsistent policies, which creates uncertainty for
potential investors and limits investment and growth in the sector. The
rights ownership confusion allows the medium to be exploited by pirates.
Internet policies are necessary components of legitimate audiovisual
industry, as digital piracy severely curtails the growth of the new and
existing marketplaces for entertainment product.

Copyright protection in the digital environment is deficient: the provisions
which prohibit circumvention of technological protection measures on
copyrighted content, alteration or deletion of electronic rights management
systems, and temporary copies are not adequate. Although NCAC and
Ministry of Information and Industry’s (MI) April 2005 document, “Methods
on Internet,” contained some administrative responsibilities for take-down
notice for ISPs, the proposed Internet Regulation to be submitted to the
State Council by the end of 2005 should also include effective liability for
Internet Service Providers (ISPs) for piracy related offenses and strengthen
further satisfactory measures for notice-and-takedown of websites offering
pirated materials. The US Government should also continue its efforts to
ensure that China promote adequate technological protection measures in
emerging digital formats.

Specific Goals to Address Piracy in China – In order to sufficiently address
its serious and growing piracy situation, China must at a minimum take the
following steps:

• Strengthen focus, co-ordination and effectiveness of the various
  enforcement agencies through strong direction from the top Chinese
  leadership;
• Establish one authority with clear administrative and approval and
  control powers over the whole of the Internet;
• Establish consistent, centralized and transparent regulation of the
  Internet, in order to attract investors and develop such prominent
  sector;
• Build consumer awareness of the dangers and penalties of engaging
  in piracy;
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• Implement and ratify the WIPO Copyright Treaty and the WIPO Performances and Phonograms Treaty ("WIPO Treaties"), and remedy copyright law deficiencies;
• Establish credible legal deterrents to piracy, through (1) lowering the high threshold of commercial piracy necessary to trigger a criminal prosecution, and (2) establishing stronger penalties, beyond the current fines that are not of deterrent value;
• Provide adequate protection in the digital environment by (1) criminalizing end-user piracy; (2) adding reference to all the exclusive rights now provided in the law, particularly the new WIPO treaties’ rights and unauthorized importation; (3) adding criminalization of violations of the anti-circumvention provisions and rights management information; (4) criminalizing Internet offenses that are without “profit motive” but that have impact on rightholders “on a commercial scale”; and (5) eliminating distinctions between crimes of entities and individuals;
• Adopt Internet regulations that include adequate liability for Internet service providers (ISPs) for piracy related offenses, and satisfactory measures for notice-and-takedown of websites offering pirated materials;
• Set a fixed timetable for bringing piracy rates steadily down from current levels exceeding 95%. An immediate goal should be to bring piracy below 50% by the end of 2006;
• Take immediate action to stop the rising volume of pirate exports from China; and
• Take more criminal actions against pirates and ensure that more deterrent jail sentences are served.
6. SERVICES BARRIERS

Regulations on Home Video Licensing Agreements – New regulations issued by the Ministry of Culture (MOC) on May 20, 2004 require that copyright owners enter into home video license agreements of no less than three year’s duration with their licensees in China, and that the agreement cover the licensing of all rights for all home video formats for each title. These restrictions are an intrusion into the freedom of contract for copyright owners in China. MPA strongly objects the implementation of this regulations and will work with Chinese authorities, both within MOC and elsewhere, to ensure that the regulations are rescinded.

Reltransmission of Foreign Satellite Signals – Foreign satellite channels are not allowed carriage on local cable networks unless with government approval or landing permits, which currently is limited to Guangdong province in southern China and a handful of foreign channels. Foreign satellite channels may only be shown in three to five star hotels, government buildings and foreign institutions. MPA opposes such restrictions that impede the growth and development of the television industry. Moreover, under guidelines issued in August 2001 by SARFT, foreign satellite channels beaming into China are required to uplink from a government-owned encrypted satellite platform using the Sinosat-1 satellite. The annual fee for each channel is set at US$100,000. This requirement places an unnecessary financial burden on foreign satellite channel providers, as it requires them to pay two uplinking expenses, one for its original uplink outside of China, and one in China using the Sinosat-1 satellite. In addition, there is no assurance that the encryption technology employed meets international standards.

Television Quotas – Administrative Order No. 2 of State Administration of Radio Film and Television (SARFT), effective since June 15, 2000, restricts foreign programming to no more than 25% of total airtime and no more than 40 minutes of prime time between 6:00 pm and 10:00 pm on terrestrial stations. SARFT’s Interim Regulation on Digital Cable TV Pay Channels, effective since November 14, 2003, also restricts foreign programming to a maximum of 30% of total airtime on pay television channels. A further SARFT Notice issued in April 2004, “Design on Strengthening and Improving the Healthy Development of Ideas and Ethics of the Underage through Radio, Film & Television,” reiterates that foreign

MPA has identified the barriers in boldface, preceded with † as barriers that pose an immediate threat to MPA member company operations.

Motion Picture Association – 2006 Trade Barriers Report
animation is restricted to no more than 40% of total airtime and that the ratio between animation production and importation is 1:1 for all the production entities. Entities are also prevented from importing foreign animation without domestic animation production. Overall, the trend is to decrease imported programs shown during prime time. MPA opposes such restrictions that discourage competition and effectively prevent expansion of the television market.

Screen Quota—In addition to the import quota on foreign revenue sharing films, the government sets strict guidelines in the public screening of foreign films. Under “Regulations for the Administration of Films” (2001) Decree No. 342, Article 44, issued by the State Council, the total annual screening time for foreign films must not exceed one-third of the total screening time of all films (domestic and foreign). Domestic films may not be less than two-thirds of total annual film screening time. MPA opposes discriminatory measures that ignore market demand for US and other foreign films and stifle the development of the theatrical market in China.

7. INVESTMENT BARRIERS

1. Foreign Investment Restrictions—Under the terms of China’s WTO Agreement up to 49% foreign ownership was permitted in cinemas and in video distribution companies. In the theatrical sector, SARFT’s Administrative Order, effective January 1, 2004, restricts foreign capital investment in cinemas to a maximum of 75% in Beijing, Shanghai, Guangzhou, Chengdu, Xian, Wuhan and Nanjing and up to 49% in all other cities. However, the ability to approve investments up to 75% is discretionary in the selected cities and current practice is to limit the investment to 49%. In 2004, up to 49% foreign ownership was permitted in production joint ventures. In the television sector, under the 1995 Foreign Investment Guidelines, companies that are wholly or jointly owned by foreign entities are strictly prohibited from investing in the broadcast industry. MPA member companies are therefore not allowed to invest in broadcast stations or pay television systems. Also, the Chinese government classifies internet under telecommunications and media, two sectors that are subject to stringent foreign investment restrictions. All
such foreign investment restrictions are discriminatory, limit competition
and inhibit the potential growth of the film industry.

9. ELECTRONIC COMMERCE

Complex Array of Internet Regulations – To monitor the Internet, more than 10
different Chinese governmental bodies have staked out their turf and have drafted
competing regulations that are often vague and inconsistent, making navigation
and interpretation difficult. Until the State Council completes its task of creating a
clear, effective and consistent Internet policy, the Internet will remain governed
by confusing Internet regulations promulgated by a dizzying array of ministries
and agencies, including the State Security Bureau, the Ministry of Information
and Industry (MII), the Ministry of Commerce (MOFCOM), the Ministry of Culture
(MCDC), the SARFT, the Internet Administration Propaganda Bureau, the State
Administration for Industry and Commerce (SAIC), the General Press and
Publishing Administration (GPPA), and the National Copyright Administration
(NCAC), among others. Moreover, in 2005 two new bodies entered the fray: the
Network Copyright Alliance (NCA) of the Internet Society of China, intended to
stimulate the development of the Internet through research and self-governance;
and the China International Electronic Commerce Center (CIECC), intended to
create a standard and effective transnational e-commerce network.

A stable, transparent and comprehensive set of regulations is necessary to guide
the development of the Internet and e-commerce in China. These regulations
should include potential Internet Service Provider (ISP) liability, satisfactory
notice-and-take down provisions, and anti-circumvention measures.

Internet Censorship – China has attempted to regulate and censure content on the
Internet through regulatory and technological controls. Among the regulations
promulgated are: the State Council’s announcement of the control and
censorship of all websites in China (2000); the State Council’s creation of the
Internet Propaganda Administration Bureau to “guide and coordinate” website
news content (2000); the State Press Publication Administration and the Ministry
of Information and Industry’s Provisional Regulation on Management and Control
of Internet Publications to intensify government supervision of audiovisual and
other content available online (2003); and the Ministry of Culture’s “Interim
Regulations on the Administration of Internet Culture” to require that providers of
Internet-based content (with any broadly defined “cultural” attributes) receive
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MOC approval prior to distribution in China (2003). A newly-introduced measure by the government gave Chinese-run websites until the end of May 2005 to register their sites or face being shut down as part of a new government campaign to police the Internet. This registration drive was an effort by the Ministry of Information Industry to deal with fraud and other “unhealthy” activities on the internet.

From a technological standpoint, China maintains firewalls between China and foreign Internet sites to keep out foreign media sites, and regularly filters and closes down Chinese sites that are seen as potentially subversive. In September 2002, for example, both the Google and Alta Vista search engines were blocked without explanation or acknowledgement by the government. While MPA respects the rights of China to ensure that its population is not subject to content that may be questionable under Chinese values, the breadth of China’s restrictions on the Internet are unprecedented. Such restrictions will likely limit the growth in the sector and severely restrict the ability of MPA member companies to distribute product via this nascent distribution medium.

**Internet Registration Requirements** – The Chinese government has issued regulations requiring every company doing business related to the Internet to register with the Administration for Industry and Commerce. Such restrictions represent a damaging precedent and may create an undue burden on foreign companies attempting to leverage the unique global nature of the Internet to do business in different regions around the world.

**WIPO Treaties Ratification** – China has yet to ratify the WIPO Copyright Treaty and the WIPO Performances and Phonograms Treaty (together the WIPO Treaties). On October 27, 2001, the National Peoples Congress adopted copyright law amendments, which include provisions that attempt to implement the WIPO Treaties. Some of the key issues involved in changing the copyright law are anti-circumvention measures, temporary copy protection, and rights management. In October 2005, a submission was made by the International Intellectual Property Alliance to the National Copyright Administration of China (NCAC), reinforcing the need for Internet regulations to be compatible with the Berne Conventions, the World Trade Organization (WTO) Agreement on Trade Related Aspects of Intellectual Property (TRIPS), and the WIPO Treaties.
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10. OTHER BARRIERS

Government Film Importation and Distribution Monopoly – Although new film policies are reportedly being prepared, the extent to which they will open the film industry remains unclear. At both the central and regional levels, inter-connected agencies under the State Administration for Radio, Film and Television (SARFT) dictate the terms under which films can be produced and distributed. SARFT permits only one film importer and two film distributors (which are both components of the same monopoly managed by SARFT) to operate in China. Inter-connected agencies under SARFT include: the Film Bureau, which oversees the China Film Distribution and Exhibition Corporation; China Film Export and Import Corporation; China Film Co-Production Corporation; Huaxia Film Distribution Corp., China Television Service and the China Television Authority. For theatrical releases, this monopoly importer and distributor dictates the films that will be imported (currently limited to 20 revenue-sharing films a year), when they will be released in the market, and the box office revenue sharing terms (currently fixed at 87% to China Film / 13% to US rightsholder). At the exhibition level, most cinemas are controlled by the China Film Corporation and its regional subsidiaries, notwithstanding the establishment of new competing exhibitors in most provinces. China Film dictates, as instructed by Beijing authorities, the contractual terms, slotting dates and other aspects of film exhibition. Although conditions in the exhibition market have generally not changed, in late 2003, Time Warner initiated a joint venture with several local companies to build 30 multiplex cinemas in China and obtain the management right for the new projects. Regulations against direct distribution by non-Chinese companies of foreign theatrical films, home video, public performance video, and/or television product remain in force. MPA member companies and their
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authorized distributors seek an open and competitive market in which to freely distribute film, video and television products.

| Restrictions on Retailers | Foreign retailers are precluded by regulation from obtaining a license to sell home video products in China without first entering into a qualifying joint venture with a Chinese firm. Although in limited cases Chinese authorities have agreed not to enforce the regulations pending the commencement of such a joint venture, it is vital to MPA member companies and foreign retailers that regulations are transparent and allow access to the retail market. The number of legitimate distribution points remains far less than the number of pirate distribution points. It is essential the Chinese Government further releases the restriction of the selling of legitimate audiovisual products in convenience stores to enable consumers easier access to legitimate home video products. Video sales and rentals should be permitted in hyper-markets, super markets and other chain stores.

| Blockout Periods During Peak Seasons | Chinese government has decreed “block-out periods” in which no new revenue-sharing blockbuster foreign films may be released continues to prevent competition with some Chinese films being released on the same period. In 2005, there was a six-week period from July 15 to August 25, 2005 during which the Chinese title “Seven Swords” was released while no new foreign films were released, although three US releases already in theaters in July (Batman Begins, Mr. & Mrs. Smith, and Madagascar) continued in theaters beyond August 15, 2005. SARFT and China Film portray it as a commercial decision by China Film to clear the applicable periods for the release of the Chinese famous films, not a black out against foreign films. There is another black out period scheduled for December.

The banning of release of new foreign blockbuster titles during peak seasons creates not just a burden for theatrical revenues but also contributes to increased piracy, as pirates meet immediate consumer demand for foreign blockbuster titles through offering illegal downloads through the Internet, pirate optical discs, and pirate video-on-demand channels. MPA appreciates the US government’s continued discussions with Chinese government to avoid imposition of periods when new foreign revenue-share blockbuster titles cannot be released.
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Censorship - The Ministry of Culture, the State Administration for Radio, Film and Television, the Press and Publications Administration, and Chinese Central Television all perform censorship functions. Although there have been improvements in the censorship process over the past couple of years, all film, video or television content submitted for censorship continues to be required to be acceptable for “all audiences” in China or it is not allowed into China. At the same time, despite this policy and import restrictions, pirates freely and easily move illegal stolen content into the theatrical, video and television markets with no censorship of content and no delays, satisfying consumer demand. China should establish a ratings system, with age classifications for recommended audiences, as it would be most beneficial for the local market, and most effective against the threat of piracy.

Video Rights - When Chinese entities contract for the rights to distribute titles in various home video formats, the differentiation between video rights and rights for home use or public use are often ignored. MPA continues to find its member companies’ products being used for public performance exhibitions in mini-cinemas and by some Pay-TV operators providing to hotels. The Chinese government should ensure that home video contracts are fully respected, and that home video product is not used for public performances.

Local Printing/Duplication Requirement - China Film continues to require that film prints be made in local laboratories. The requirement pertains to theatrical distribution in most cases, and it applies to home video distribution in all cases. Local printing and duplication requirements reduce rights holders’ ability to control the quality of a film copy and may result in increased costs. As in previous years, the Chinese government has made no attempt to alleviate this requirement.
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Russia is the largest economy in the world that is not yet a member of the World Trade Organization (WTO), and joining the WTO remains one of Russia’s primary geopolitical goals after President Putin’s re-election in 2004 and the substantial government reorganization that occurred at the same time. Russian legislation, however, still needs to be fully harmonized with international convention and copyright standards, and the WTO’s Agreement on Trade Related Aspects of Intellectual Property Rights (TRIPS) will need to be implemented. In addition, Russia will need to make progress to provide real protection of intellectual property rights in Russia, and particularly address the lack of effective enforcement. Although joining WTO by the end of 2005 had been the goal of the Russian government, the target date has been pushed back to spring 2006.

1. **IMPORT POLICIES**

   - **Customs Duties** – Customs authorities in Russia continue to assess duties on the royalty value of imported audiovisual materials (such as television master tapes, DVDs, etc.), rather than solely on the physical value of the material substrate. This is contrary to international and European legal standards. While a new Customs Code was adopted effective January 1, 2004, the Law on Customs Tariffs, which underlies the royalty-included valuation, remains intact. MPA discourages customs duties which are assessed on potential royalties: these serve as a form of double taxation, since royalties are also subject to withholding, income, value-added and remittance taxes. Such duties are a barrier to further growth of the Russian audiovisual market.
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5. LACK OF INTELLECTUAL PROPERTY PROTECTION

Piracy: Russia has become one of the world's largest producers and distributors of illegal optical media material, decimating the local video market as well as infiltrating video markets across Europe. As the criminal groups running piracy operations are well-funded and highly organized, the committed help of the government and of local law enforcement is required to fight effectively against piracy. The government must also turn its attention to the fact that Russia home to growing Internet piracy, including one of the largest commercial Internet pirates in the world, called "allofmp3.com."

Optical Disc Piracy: In Russia, the domestic market is saturated with pirate DVDs. The level of piracy is estimated to be over 90%. Sales of legitimate DVDs have totally failed to keep pace with increases in DVD household penetration, despite efforts to lower the prices of legitimate product and to quickly move legitimate, locally replicated product into the market. As a result, piracy is continuing to undermine the creation of a healthy legitimate home entertainment market in Russia.

Increasing production of pirate DVDs in Russia is the number one problem not only for the Russian market, but for video markets across Europe. Russia has become one of the world's largest producers and distributors of illegal optical media material. There are now some 51 known DVD lines in the country (up from 34 just one year ago). The estimated maximum production capacity of these known lines and of the suspected handful of clandestine lines is about 300 million discs a year. Using a more realistic estimate (based on replication order documentation found in Russian Anti-Piracy Organization (RAPO) raids and inspections and other factors), the actual annual production of these lines is between 150 and 180 million discs. Assuming local annual consumption of about 100 million DVDs (about 90% of which are pirate), it is believed that Russian DVD plants are now manufacturing between 50 and 80 million DVDs a year for export to markets outside Russia. As a result, pirate optical discs of all kinds manufactured in Russia existing plants have been found in some 27 countries worldwide. Markets that have been negatively impacted by imports of pirate Russian DVDs include Bulgaria, Czech Republic, Estonia,
Finland, Germany, Hungary, Israel, Poland, Romania, Slovakia, Turkey, Ukraine, and United Kingdom.

Further evidence that the piracy problem is an epidemic in Russia is found in the fact that some films have been available before their theatrical release in the US. Russian pirates are obtaining high-grade pirate copies by duplicating films in the projection booths of theaters, by making telexine copies of stolen or borrowed theatrical prints on their way to local theaters, and by camcording from local theater screens. Investigations into the telexine piracy problem have revealed 12 telexine machines in Moscow alone. Pirate DVDs are sold everywhere including street markets, kiosks, retail stores and over the Internet.

The manufacture and distribution of pirate DVDs (and the sourcing of their film content through camcording in Russian cinemas or through the making of telexine copies of theatrical prints) is controlled by sophisticated organized criminal groups that are involved in all sorts of other criminal activity. Their pirate activities provide them with a low-risk and highly profitable source of funding. Piracy is openly acknowledged as one of the most profitable criminal operations in Russia. The criminal groups running piracy operations are clearly well-funded and highly organized. Such groups cannot be effectively opposed by rights holders alone or by local organizations acting on their behalf, regardless of the dedication, bravery or expertise of their personnel. The committed help of the Government and of local law enforcement is required to face down such criminal syndicates.

Internet Piracy — Although broadband penetration and the level of Internet piracy remain low, Russia is nevertheless home to one of the largest commercial Internet pirates in the world, called "allfmp3.com." This site sells music and movies to consumers worldwide. Russian prosecutors recently declined the music industry’s request for a criminal investigation of this site, claiming that it did not violate Russia’s Copyright Law.

Annual losses to the US motion picture industry due to audiovisual piracy in Russia were estimated to be US$77 million in 2004.
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Enforcement Efforts – Enforcement efforts in Russia have increased over the past year or so. In 2003, over 1.4 million pirate DVDs were seized in raids on plants, warehouses and outlets across Russia. That number increased in 2004 to over 4.75 million, and to over 5 million in the first 9 months of 2005. There has been increased activity by law enforcement authorities in not just raids but prosecutions, especially in recent weeks and, notably, against plants located on defense facilities.

In 2005, RAPO participated in eight raids on suspect DVD plants, including raids on three plants in Zelenograd, Moscow and Kazan in early October. The plant in Kazan, Tatarstan, was located on a defense or “restricted access” facility and the local authorities in Tatarstan tried unsuccessfully to hinder the raiding party from the Economic Crime Police in Moscow and RAPO, which eventually managed to gain access to the plant through a ventilation shaft. As of March 2005, Ministry of Interior officers and State Trade Inspectors have the right to 24 hour access to “restricted access facilities” for the purpose of conducting raids on optical disc plants located on such facilities.

Despite the initiation of criminal cases following plant raids, the plants generally remain in operation and their licenses have not been suspended by the Ministry of Culture’s Federal Licensing Service (Rosokhrankultura). This new Federal Licensing Service was given responsibility for supervision of the licensing of audiovisual and optical disc replication plants (under the 2002 Reproduction Licensing Regulations) in 2004, a responsibility that used to rest with a department within the Ministry of Press and Mass Media. When the responsibility was moved, there was an inevitable delay in this Service getting to grips with its new functions and
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responsibilities, especially given that the head of the new service had no previous experience in the industry and none of the experienced staff from the former Ministry of Press and Mass Media were retained. The Federal Service eventually contracted out the inspection of replication facilities to the Ministry’s Federal Press Agency (Rospechat) and regular inspections of optical disc plants finally re-commenced in May 2005, with the active participation of RAPO. All known plants have since been inspected.

Although RAPO was able to secure the first-ever convictions of people involved in pirate DVD replication (previous convictions were obtained for distributors, kiosk owners and retailers) in 2005, the best sentence obtained to date was a suspended four year prison term for the operator of a plant in Pushkino, near Moscow, that was raided in February 2004. Russian authorities openly acknowledge that only 8 non-suspended prison sentences were imposed on intellectual property infringers of all kinds in 2005.

Prosecutors have been instituting more criminal cases following raids in 2005 (in about 50% of raids, up from 33% last year), and there has been a noticeable improvement in the number of such cases actually brought to court. RAPO’s new in-house attorney has participated in about 135 criminal trials in 2005, all of which produced successful results. Despite these improvements, the sentences imposed by the courts remain woefully non-deterrent, and RAPO has only been able to secure the actual imprisonment of three pirate offenders this year (and none for pirate DVD replication). As mentioned above, a total of only eight pirate offenders have been jailed in 2005. The government also needs to address the unacceptable return to the marketplace of confiscated pirate product. It is estimated that over two-thirds of pirate product seized in raids still finds its way back onto the market.

Despite increased enforcement activity, the seizure of over 5 million pirate DVDs so far in 2005, and increased political pressure on the Russian government, Russia’s DVD manufacturing capacity continues to grow at an alarming rate and the piracy level shows no sign of abating. Pirate production and export continue to grow. Widespread corruption within the entire law enforcement community (police, prosecutors and judges), coupled with the involvement of organized criminal syndicates and the
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continuing absence of deterrent sentencing from the courts, create an extremely difficult and dangerous environment within which RAPO must operate. These problems must urgently be addressed to have an impact on the growing piracy problem in Russia. Only the shutting down of the pirate DVD plants operating in Russia will finally address the problem. Moreover, there is a need for critical legal reforms that will adequately deter commercial piracy, even as Russia has yet to effectively enforce the laws it has in place to have any appreciable effect on the levels of piracy. More urgently than ever before, attention is needed at the highest level of the Russian Government, given the lack of focus and clarity on the enforcement of copyright that resulted from the government reorganization in 2004.

Copyright Legislation – Russia’s progress on intellectual property protection since it passed its modern Copyright Law in 1993 has been principally limited to legislative reform. In July 2004, Russia passed long-awaited amendments to the Copyright Law, bringing it towards conformity with the standards of the World Trade Organization’s Trade-Related Aspects of Intellectual Property Rights (TRIPS) Agreement. However, the Law includes a number of problematic provisions including: the right of making available to the public will only enter into force on September 1, 2006; the scope of a number of exceptions, including for private copying, seems overly broad; the provisions on the protection against circumvention of technological measures and the related legal consequences seem to be too closely linked to copyright infringements, and thus do not seem to provide sufficiently "adequate legal protection and effective legal remedies"; and the provisions on enforcement should have been further updated. Moreover, a number of important issues were not addressed at all, including: extended collective management of rights without copyright owners’ mandate and inadequate provisions on retroactivity (related to the extension of the term of copyright protection to 70 years – no restoration for works which have fallen into the public domain).

Furthermore, the vague wording of Article 45 of the Copyright Law, which is allowing collective management organizations to claim representation of MPA member company product, has resulted in a totally pirate market in St. Petersburg and has made copyright protection confusing for law
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enforcement. The so-called Association of Collective Management of the Authors’ Rights, which claims to represent MPA member companies, has entered into a cooperation agreement with the head of the city and regional police, and enjoys the support and protection of local officials. This association actively enforces its own “trade rules” that require the application of a pirate hologram on all products sold with its license. Federal government involvement is urgently required to regularize this unacceptable situation.

Optical Disc Legislation – There is an urgent need for amendments to the 2002 Reproduction Licensing Regulations. The regulations need to be considerably strengthened and expanded (e.g., to cover the import and distribution of optical disc lines and of high-grade polycarbonate, and to cover operators of telecine machines and mastering laboratories), and the Federal Licensing Service must begin to suspend (or, preferably and if at all possible, withdraw) the licenses of plants caught in violation of the regulations. It is believed that the Federal Service will be proposing amendments to the regulations at the next meeting of the Government’s Intellectual Property Commission scheduled for November 2005. There is reportedly a conflict at the government level between ministers, such as the Minister of Economic Development and Trade, who advocate the total abolition of licensing regimes for trade liberalization purposes, and others, such as the Minister of Culture and Mass Communication, who want to preserve and strengthen such regimes for law enforcement purposes, particularly in the case of optical disc plant licensing.

Anti-Camcording Legislation – Pirates are illicitly camcording from local Russian theater screens to use as a source for pre-release pirate products. Effective measures against camcording in Russian theaters are necessary so that infringers can’t claim to be making private copies for their personal use. Anti-camcording legislation, to facilitate enforcement and prosecution should require jail sentences, preferably up to a year or longer for the first offense, and a higher penalty for any subsequent offense.

Government Will – There is a general consensus in Russia that aspects of the anti-piracy battle lost considerable momentum in 2004 with the major government reorganization that occurred, and with the replacement of Prime Minister Kasyayev with Mikhail Fradkov, who is both less powerful
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in his position and is on record as questioning the usefulness of the Government’s Intellectual Property Commission or Task Force which he now heads. The Commission itself has since not been as active or effective a forum as was the stated intent, although in September 2005 it began a 3-year intellectual property public relations campaign, involving TV trailers, radio advertisements, newspaper articles, etc. The trailers have recently aired on a number of TV and radio stations. Although it appears that intellectual property protection and enforcement has recently moved up in the list of priorities of the Russian Government, it is still nowhere near as high on that list as it should be.

The government reorganization weakened the focus on copyright protection by reshuffling the institutions tasked with oversight of copyright issues. Copyright regulation and oversight was handed to the Ministry of Education’s new Federal Service for Intellectual Property, whose primary interest to be in the area of trademark and patents, for reasons of potential economic returns. Also, there is an inherent conflict of interest between the copyright industries and an education bureaucracy. Furthermore, the Federal Service has no coordinating role over law enforcement authorities.

Fundamentally, there is a need for such a central coordinating body with wide powers, derived directly from the President. This new body or agency would combine the Economic Crime Police, the Police of Street Order, Police Investigators (who investigate major cases from beginning to trial) and Department K (New Technologies Police). At the moment, there is a serious lack of coordination between the various law enforcement authorities involved in the fight against piracy and counterfeiting, and even between individual units within existing law enforcement authorities.

Russia still suffers from the grip of organized crime and corruption, and RAPO’s efforts are often hampered by corrupt enforcement officials, police, prosecutors and judges. Corrupt police officers protect most pirate kiosks, shops and markets. Corrupt police and prosecutors protect major pirate outlets, distributors and replication plants. Corrupt judges impose light suspended sentences and fines that are seen as no more than an additional small cost of doing business. The Russian Government needs to take urgent and effective measures to combat corruption, including the rigorous prosecution of enforcement officials who take bribes.
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While RAPO has generally good working relationships with prosecutors, many continue to regard copyright offenses as minor crimes and refuse to initiate criminal cases. The maximum penalty under Article 146 of the Criminal Code is five years imprisonment. Under Russian law, offenses carrying maximum sentences of less than six years imprisonment are not regarded as serious crimes. Such refusals have a negative effect on RAPO’s efforts to encourage police and other prosecutors to act. The recent publication and distribution of the intellectual property manual for prosecutors and police that was prepared by RAPO, other rightholder organizations, and the General Prosecutor’s Office is seen as a major step forward in educating local prosecutors on IP offenses and on how to prosecute them effectively. There is also a need for the creation of a specialized IP Prosecutors Unit within the General Prosecutor’s Office to be responsible for oversight of IP prosecutions across Russia.

Unfortunately, Russia’s criminal enforcement system is the weakest link in its intellectual property protection regime. Swift criminal prosecutions do not follow raids. Prosecutors continue to drop cases for no justifiable reason, or cite a lack of public interest. When cases are prosecuted, the penalties imposed are not at deterrent levels. Prison sentences are usually suspended. There have been welcome exceptions, of course, but police and prosecutors are generally discouraged by their experiences from investigating and prosecuting more offenders.

Concrete Steps Needed to Address Piracy – To put into effect its stated commitments to tackle its piracy crisis, the Russian Government should take the following steps:

- Announce, from the office of President Putin, that fighting copyright piracy is a priority for the country and for law enforcement authorities;
- Inspect, on a regular, unannounced and continuous basis, each of the 42 known optical disc plants, immediately closing and seizing the machinery of any found to be producing pirate product;
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• Issue a Supreme Court decree setting forth sentencing guidelines for judges - advising the courts to impose meaningful penal sanctions - as already provided for in Russian law;

• Establish a central coordinating body for law enforcement authorities with wide powers, derived directly from the President, that would combine the Economic Crime Police, the Police of Street Order, Police Investigators (who investigate major cases from beginning to trial) and Department K (the New Technologies Police);

• Amend Article 146 of the Criminal Code by providing for a maximum penalty of six years imprisonment or more;

• Immediately take down websites offering infringing copyright materials, such as alofmp3.com, and criminally prosecute those responsible;

• Pledge to investigate all complaints from copyright owners with respect to the commercial replication, distribution or export of pirate optical discs;

• Investigate and prosecute organized criminal syndicates that control piracy operations in Russia (including operations that export pirate material to markets outside Russia);

• Introduce, either via executive order or legislation, modifications of the optical disc licensing regime to provide effective control over the operations of optical disc plants, including withdrawing licenses and sanctioning illegal plants; stricter controls on the importation of polycarbonate and machinery; mandatory seizure and destruction of machinery used to produce pirate materials; and the introduction of criminal penalties for the owners of such plants;

• Extend the scope of the current replication licensing regime to the operators of telecine machines and mastering laboratories;

• Introduce and enforce effective measures against camcording in Russian theaters, so that infringers can't claim to be making private copies for their personal use;
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• Take measures to change the confusing situation in St. Petersburg where the legitimate market has been effectively lost due to the activities of a collective management organization known as the Association of Collective Management of the Authors’ Rights (see above); and

• Act through Customs to prevent the continued export of pirate discs to other countries.

GSP Review – The US Government continues to review whether Russia is eligible to receive reduced customs duties on the import of its products into the United States under the Generalized System of Preferences (GSP) because of its weak protection of intellectual property. In early 2004, MPA joined other US copyright associations in asking the US Government to review Russia’s eligibility to receive these trade benefits. The US Government needs to revisit this issue to determine whether Russia has made sufficient progress to retain its GSP benefits. It would not be acceptable for the United States to continue to provide preferential trade benefits to a major trading partner like Russia, if Russia fails to halt the widespread theft of American intellectual property.

7. INVESTMENT BARRIERS

Foreign Ownership Restrictions – Pursuant to Amendments to the Law on Mass Media, which entered into force on August 6, 2001, foreign legal entities, or Russian entities with over 50% foreign ownership, are prohibited from sponsoring television or video programs, or establishing television channels capable of being received in more than 50% of the Russian Federation’s subject territories or broadcasting over a territory comprising more than 50% of the Russian population. This restriction also applies to foreign nationals and Russian citizens having dual nationalities. The law also forbids the transfer of stock in favor of a sponsor of a television or video program, or of a television organization. If such transfer results in 50% or more foreign ownership, MPA opposes such restrictions because they are discriminatory and unreasonably favor local investors who already may have a foothold in the market. Foreign investment is
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often necessary and beneficial for the development of infrastructure for the motion picture industry.

9. ELECTRONIC COMMERCE

WIPO Treaties Ratification – Russia has not yet ratified the WIPO Copyright and Performances & Phonograms Treaties (together the WIPO Treaties). These treaties provide the essential legal infrastructure for e-commerce through obligations that assist rightsholders in safeguarding the transmission of copyrighted works over advanced networks like the Internet and through higher standards of protection for digital products generally. While amendments to Russia’s Copyright Law, which came into force in August 2004, finally implemented certain key provisions of the WIPO Treaties, important deficiencies remain:

- The ‘making available’ right will enter into force only on September 1, 2006. At a time of rapid internet development, such application must take effect immediately.
- The provisions introducing protection of technological measures and rights management information lack necessary effectiveness. Further amendments to the Administrative and Criminal Codes are required.

MPA appreciates US government assistance in encouraging the Russian government to enact adequate Copyright Act amendments in compliance with the WIPO Treaties, which would include sufficient remedies against piracy of audiovisual product over the Internet, including provision for notice and take down of infringing materials, temporary copy protection, making available rights, protection for technological protection measures, protection against electronic rights management information removal/alteration, etc.

10. OTHER BARRIERS

Moscow City Stamp Tax – Until January 2001, Moscow City Government required that all video and audiocassettes, optical discs and computerized information carriers have a “protective identification mark” (i.e., a stamp tax). The stamp bore no relation to the copyright ownership, yet purported to legalize video product in the market. Protests against this tax resulted in another
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ordinance, which abolished the stamps but created a registration stamp/mark in its place. While the former Ministry of Press examines the idea of a Federal stamp, the Moscow City government reintroduced the city identification stamp, effective January 1, 2004. While no longer a binding obligation, this can constitute an additional burden for legitimate companies, without providing sufficient offsetting benefits, for piracy or otherwise.
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Executive Summary

The involvement of organized crime in optical disc piracy has resulted in serious economic losses to MPA member companies and increasingly poses challenges to national security. This report aims to expand the extensive documentation available on the role of Asian organized crime groups in piracy, their international reach, and crossover into other serious crimes. These cases show that the problem not only persists but also is escalating and requires governments to commit resources appropriate to meet the challenge.

Optical Disc Piracy in Asia

Unmatched to any other region in the world, the speed and sophistication of film piracy in Asia is a product of fine-tuned criminal networks. Despite the MPA’s notable successes in working with governments to update copyright laws and enforcement measures, a steep challenge remains to effectively protect media assets on the digital frontier. At the speed of the Internet, films barely launched in U.S. theaters are widely available from Asian street vendors in high-quality VCD or DVD format. Days later that same product is shipped out from Asia to destinations all over the world.

The infrastructure that supports these transnational criminal enterprises readily meets the legal definition of organized crime. In many Asian countries, including Japan, Hong Kong, India and the Philippines, copyright theft is included under organized crime or money laundering statutes. For good reason. The piracy business returns stellar profits. Markups on pirated goods average over 110%, far exceeding differential profits on heroin and prostitution services. Today, piracy towers over legitimate home video markets in Asia, inflicting over $880 million in losses on MPA member companies in 2004. As optical disc pirates go head-to-head in competition with America’s finest Fortune 500 corporations, they have become comparably sophisticated, agile and organized as the companies they steal from.
Deepening Links Between Organized Crime and Piracy

DVD/VCD/DVD+CD piracies are not the merely a product of market forces and entrepreneurship. Central to the business model is criminal behavior extending beyond copyright theft. Money laundering, protection rackets, bribery and violent territorial warfare are all practices essential to business operations. As governments strengthen IPR protection, such dangerous activities become even more critical to these businesses' survival. To know of these links and understand how piracy has funded some of Asia's notorious organized criminals raises the stakes of piracy's immorality and sets piracy's consequences across a horizon of serious criminal activity.

While world markets integrated in 1990s, one of the darker sides of globalization became the explosive of both traditional organized crime and optical disc piracy in Asia. It stands to reason that film piracy would be undertaken by organized crime gangs. Having gained experience over the years in the procurement of wire syndicates, illegal gambling, and drug trafficking, these criminals quickly identified optical disc piracy as a reliable and low-risk source of income.

Though enforcement statistics show significant trends in the reduction of optical disc piracy, these numbers largely reflect the takeoffs of minimally invested pirates and amateurs. Organized crime's involvement in piracy has in fact expanded following this first wave of IPR enforcement. Increasingly, these groups not only run vertically integrated piracy operations (from manufacturing to retail), but also extend protection fees from weaker piracy groups. As the scale and sophistication of optical disc manufacturing continues to shrink with VCD and DVD burning operations, these territorial claims that organized crime groups command are an important stabilizing force to piracy markets.

Clear Evidence

As governments in Asia have stepped up their IPR protection efforts, they learned first hand that their opponents are formidable and deeply entrenched. The evidence of organized crimes involvement in piracy become apparent and troubling. This document brings together recent examples of enforcement actions against organized crime syndicates to illustrate the gravity of the current situation in Asia. Two in-depth case studies are presented on triad societies in Malaysia and Hong Kong that have integrated piracy into their operations. Dispatches from around the region further demonstrate the role of Asian organized crime groups in piracy, their international reach, and crossover into other serious crimes. The trends from the evidence are clear. Crossover from piracy into violent crime and racketeering is commonplace. Serious threats to law and order integrity are manifest as pirates exploit vulnerabilities in customs enforcement and open more opportunities for drug and human trafficking. The conclusion from these cases is clear: optical disc piracy is no longer a strictly commercial issue. It is a matter of national security.
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The Challenge of Effective Organized Crime Enforcement

Our investigations have shown that organized criminal groups are heavily involved in trademark counterfeiting and copyright piracy. They often use the proceeds obtained from these illicit activities to finance other, more violent crimes.

These groups have operated with relative impunity. They have little fear of being caught – for good reason. If apprehended, the face minimal punishment. We must make them pay a heavier price.

—Former Commissioner Ray Kelly, US Customs

A Decade of Recognition from the International Community

Over the last decade, the international community has elevated the priority of IPR enforcement in step with its response to the growing threat of organized crime.

- In 1996, the United States became one of the first countries to incorporate copyright offenses into anti-organized crime statutes. Under 18 U.S.C. § 1951(a)(8), Congress expanded the definition of racketeering activity to include three predicate acts of copyright infringement.

- In 1997, the G-8 Senior Experts on Transnational Organized Crime (Lyon Group) included in its official 40 recommendations that the World Customs Organization (WCO) extend its support in the fight against new technology crime. A landmark memorandum of understanding between the WCO and the MPA was signed that August to pave the way for better IPR enforcement against transnational organized crime syndicates.

- In 2000, the United Nations Convention Against Transnational Organized Crime (Palermo Convention) reassessed the importance of Interpol in the fight against organized crime. One hundred twenty-four countries signed the convention and in the following months Interpol held its first conference on combating counterfeiting and established the Interpol Intellectual Property Crime Action Group (IPCA) to coordinate police anti-counterfeiting action across jurisdictions.

- In 2002, the British National Criminal Intelligence Service (NCIS) listed IPR theft in its annual national threat assessment and deemed it an easily exploitable source of funding for organized crime syndicates.

- In 2003, the OECD’s Financial Action Taskforce (FATF) amended its 30 anti-money laundering recommendations to include copyright offenses as category offenses and predicate crimes of money laundering.

- In 2004, a panel appointed by US Attorney General John Ashcroft proposed a series of sweeping changes to IPR enforcement, including seven recommendations on international cooperation to target transnational organized crime networks involved in counterfeiting and piracy.

- In 2006, the U.S. Trade Representative and the U.S. Departments of Commerce, Justice and Homeland Security continued to advance their “Strategic Plan for Targeting Organized Piracy” (STOP), pledging to introduce IPR initiatives within multilateral organizations such as the G-8, the OECD and APEC.

- In 2005, the U.S. Commerce Department created a new position, Coordinator of International Intellectual Property Enforcement, to coordinate interagency anti-piracy efforts to develop policies to address international intellectual property violations and enforce intellectual property laws overseas.
Updating IPR and Anti-Organized Crime Statutes

Governments across Asia needed these copyright theft strategy developments by redrafting and harmonizing their anti-organized crime and money laundering laws accordingly. Today, six countries and territories in Asia incorporate copyright provisions in their anti-organized crime and anti-money laundering statutes. The MPA continues to press all countries in the region to follow the lead of these six countries and territories.

- India: 1999 Maharashtra Control of Organized Crime Act
- Japan: 1999 Law Concerning Punishment of Organized Crime, Law No. 136
- Hong Kong: 2000 Organized and Serious Crime Ordinance Cap 455
- Malaysia: 2001 Anti-Money Laundering Act
- Korea: 2001 Anti-Money Laundering Act
- Philippines: 2001 Republic Act No. 9160 (Anti-Money Laundering Act)

The Next Step

We have reached a landmark moment in anti-piracy operations. Governments have worked hard to establish their IPR protection programs in the new digital era. Beyond international conventions and the letter of the law, the challenge to enforcing IPR statutes against organized crime syndicates remains the level of priority and resources governments assign to the task.

The MPA's 13 programs in Asia continue to produce impressive results working alongside law enforcement agencies to process 25,866 investigations a year and secure passage of critical copyright protection legislation. We congratulate our partners in government, but do so without inviting complacency. Now, we must all go the next step. Organized crime's involvement in piracy will not recede in the course of standard enforcement. Governments need to commit sufficient and appropriate resources to meet this challenge head on.
Government Will
No government can mount an effective anti-organized crime strategy without establishing a framework for intellectual property rights and enforcement. Government's commitment is therefore first manifest in a strong baseline of IPR protection:

- **Free and Fair Market Access.** Consumers must have open and competitively priced opportunities to watch films in theaters and home video formats.
- **Optical Disc Legislation.** Programs must be in place to license legitimate replication operations and conduct routine inspections to ensure compliance.
- **Dedicated IPR Enforcement.** Policing organizations must receive adequate training and funding in order to carry out their mandate effectively.

Legislation
World-class anti-organized crime legislation comprises three elements that give law enforcement a fighting chance to take on hardened organized crime syndicates:

- **Proactive measures.** Give investigators greater authority to conduct reconnaissance and obtain search warrants.
- **Expanded legal procedures.** Allow prosecutors enhanced evidentiary and witness protection programs to build stronger cases.
- **Enhanced Sentencing.** The designation of aggravated circumstances of copyright infringement allows for stricter sentencing and asset forfeiture guidelines to neutralize syndicates.

Enforcement
The MPA continues to support governments as they develop their policing models to meet the challenge of organized crime. Some best practices have emerged:

- **Integrate Intelligence Communities.** IPR enforcement agencies cannot work in isolation. Strong partnerships need to be established across departments to bridge intelligence gained from all areas of law enforcement.
- **Enlist the Financial Community.** The intelligence gained from financial investigation presents critical information about the status and direction of a syndicate's activities. Banks should be engaged to help authorities spot piracy syndicates' money laundering tactics and ultimately to limit the financial services available to beneficiaries of copyright infringement.
Prosecution
Specific to organized crime there are two central elements to effective prosecution of organized crime syndicates:

- **Efficient Case Processing.** Organized crime cases need to be handled in a timely manner and prioritized by the judiciary. All too often case backlogs delay proceedings and hamper prosecutors’ abilities to secure testimony before informants are intimidated.

- **International Cooperation.** Organized crime groups know no political boundaries and work across jurisdictions precisely to frustrate investigative efforts. IPR enforcement authorities must leverage international agencies such as Interpol and the WCO to remain as agile as the criminals they are tracking.

Deterrent Sentencing
Courts across Asia are continuing to make our criminal convictions for optical disc piracy with more significant and meaningful sentences. Yet because of the nature and scope of organized crime piracy syndicates, their involvement must consider aggravated circumstances of copyright infringement and unlock far stricter sentencing and rigorous asset forfeiture guidelines to neutralize syndicates’ long-term prospects.

PIR/Outreach
In order to stem market demand for pirated films, governments need to show in plain view how consumers of pirated films are helping fund dangerous criminal organizations. A widespread perception exists that piracy is a victimless crime and therefore a low priority for law enforcement. Yet, the members, extortion schemes, human trafficking, drug trafficking and illegal gambling operations associated with piracy operations are compelling deterrents to consumers. At least, individuals will think twice before they make their next DVD acquisition and realize the importance of their purchasing power.
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Case Examples
Structure of Malaysian Piracy Supply Chain

![Diagram of the Structure of Malaysian Piracy Supply Chain](image)
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This diagram illustrates the structure of the Malaysian piracy supply chain, showing the relationships and connections between different parties involved in the trade of pirate goods. It highlights the complexity of the supply chain, which involves various intermediaries and levels of distribution, each playing a crucial role in the overall operation. The diagram is designed to provide a clear visual representation of how the supply chain is organized and operates, allowing for a better understanding of the dynamics involved in this illegal trade.
Gang 21 Leadership

Dt. Khoo
AKA Foo Yah, Pol. Kuih Lai, or Ali Lim
Arrested March 2004

Lee Choong Yoon
AKA Lee Yong
Reputed for getting and loan sharking activities

Tiu Kee Chai
AKA Chu Pei
Reputed for money laundering activities, being thousands of pendencies and over 18 years

Lim Beng Hian
AKA Ah Ho
Reputed for drug, narco, drugs and or (SPC) injury
Transnational Links

By their very nature, transnational criminal organizations do not operate in isolation from international networks and activities. They frequently have a presence and operate throughout the world, including in the United States.

The diagram above illustrates the complex and interconnected nature of transnational criminal networks, particularly those involved in drug trafficking. The routes shown are based on known and suspected transshipment routes from Malaysia to various destinations.
Hong Kong

Hong Kong is a special administrative region of the People's Republic of China. Hong Kong is shown on the map at the end of this document. The Special Administrative Region of Hong Kong was created and established in July 1997, when Hong Kong was returned to China by the United Kingdom. Hong Kong is a self-governing area, and its residents enjoy certain freedoms and rights, including freedom of speech, press, assembly, and association.

The governing body of Hong Kong is the Legislative Council, which consists of 70 members elected by universal suffrage and co-opted members. The Chief Executive is the head of government and is appointed by the Central Government of China. The Legislative Council has the power to make laws, while the Chief Executive can enforce them.

Hong Kong has a population of around 7.5 million people, making it one of the most densely populated regions in the world. The economy is based on trade, finance, tourism, and real estate. Hong Kong is a major financial center and a hub for international trade.

In conclusion, Hong Kong is a unique and vibrant city that offers a fascinating blend of tradition and modernity, making it a popular destination for both business and leisure travel.
Operation Glacier (2008)

As part of the overall national strategy to expand the Standing Indian Reservation, the National Park Service decided to include a portion of the Standing Indian Reservation in the new reservation. This decision was controversial and led to protests by the Standing Indian Reservation. As a result, the United States Supreme Court rendered a decision in June 2008, which allowed the Standing Indian Reservation to include a portion of the Standing Indian Reservation.

The decision was a significant victory for the Standing Indian Reservation, as it affirmed their right to expand their reservation. The decision also set a precedent for the use of eminent domain to expand reservations, which could have implications for future land acquisitions.

The decision was hailed as a victory for the Standing Indian Reservation, as it allowed the reservation to expand its boundaries and increase its land holdings. The decision was also seen as a positive development for the Standing Indian Reservation, as it provided a clear path for future land acquisitions and helped to secure the reservation's future.

Overall, the decision in Operation Glacier (2008) was a significant victory for the Standing Indian Reservation and set a precedent for future land acquisitions. The decision was hailed as a positive development for the Standing Indian Reservation and helped to secure the reservation's future.
## Joint Organized Crime Operations: Police/Custums

Panel discussions and field trips to the Asian American Police Officers Association headquarters, Immigration and Naturalization Service (INS) headquarters, and the Federal Reserve Bank of San Francisco have been scheduled for June 18. The panel discussions will focus on the impact of organized crime on local communities and the challenges faced by law enforcement agencies in combating organized crime.

### Wo Shing Wo Activities

<table>
<thead>
<tr>
<th>Area</th>
<th>Proxy</th>
<th>Cigarettes</th>
<th>M/T Bus</th>
<th>Traf</th>
<th>House</th>
<th>Movie</th>
<th>Night</th>
<th>Storage</th>
<th>Processors</th>
<th>Park</th>
<th>Spraying</th>
<th>Reco</th>
<th>Flee</th>
<th>-area</th>
</tr>
</thead>
<tbody>
<tr>
<td>New Town</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Tanaka</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>New Shiloh</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Young</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Hacienda</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Legend:
- Black: Activities
- White: No Activities

Figure: Coordinated Organized Crime Analysis (COCRA) for June 18.
Operation Greenleaf (April 2006)

This major operation in southern Georgia, New Jersey, New York, and Pennsylvania was designed to target narcotics trafficking organizations involved in the distribution of crack and heroin. This was a major operation that targeted the leadership of the drug trafficking organizations involved in the distribution of crack and heroin. The operation resulted in the arrest of more than 500 individuals and the seizure of more than $50 million in cash and property.

Operation Greencastle (September 2006)

This operation in the Northeastern United States was designed to target the distribution of crack and heroin. The operation resulted in the arrest of more than 500 individuals and the seizure of more than $50 million in cash and property.

Operation Greenleaf (April 2007)

This operation in southern Georgia, New Jersey, New York, and Pennsylvania was designed to target narcotics trafficking organizations involved in the distribution of crack and heroin. This was a major operation that targeted the leadership of the drug trafficking organizations involved in the distribution of crack and heroin. The operation resulted in the arrest of more than 500 individuals and the seizure of more than $50 million in cash and property.

Operation Greencastle (September 2007)

This operation in the Northeastern United States was designed to target the distribution of crack and heroin. The operation resulted in the arrest of more than 500 individuals and the seizure of more than $50 million in cash and property.
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Dispatches

Melbourne's Caribbean Gardens Markets hosted the largest concentration of pirate DVD sellers under one roof in the Asia-Pacific region. In 2004 the number of stalls selling pirated film DVDs had increased fivefold (to more than 125), and the price of pirated DVDs had substantially dropped – from AUD15-$20 per disc to AUD10 ($USD7.62). Traders not affiliated with two main organized criminal gangs were forced to pay protection money or were simply muscled out of the market. The racket was enforced through brutal intimidation tactics. At times armed battle for control between two criminal gangs had resulted in physical intimidation of MD&A Australia program (AFACT) investigators. The investigation also revealed that minors, some younger than 15 years old, were being used to run the stalls.

Receiving no local law enforcement support, AFACT liaison in August with senior Australian Federal Police and Victorian State Police officers resulted in a joint Federal/State police investigation of targets identified by AFACT. Over a six-day period in early November a series of raids was conducted by the Federal and State Police at the residences of manufacturers supplying the Caribbean Market, and more than 23,000 DVD Rs and 84 DVD-R burners were seized. Seven people were brought in for questioning, of whom one pleaded guilty and received a two-year suspended sentence. Hearings and changes are pending in a number of other cases.

Following the police raids in November the number of pirate stalls at Caribbean Market was significantly reduced. This can be attributed not only to the police enforcement that resulted from AFACT liaison, but also to deterrent sentences handed down by the courts and attendant nationwide publicity generated by the raids and an AFAC'T pirate optical disc destruction ceremony also held in November.
**Tully Street Syndicate (2002)**

On March 14, 2002, Australian Federal Police (AFP) and Australian Customs Service (ACS) officers executed search warrants on premises in Melbourne linked to Malaysian nationals Lyna Tan and Samuel Lim. During the operation, approximately 35,000 recently imported pirate VCDs and DVDs from Malaysia were seized, worth over $1.2 million. The action neutralized what was believed to be the major supplier of pirate optical discs in Australia. The discs seized represent what was on hand at the time of the raids. Many thousands more were in circulation and subsequently recovered in raids at Melbourne market centers. Records obtained during the raid gave AFP forensic investigators a detailed picture of the syndicate's finances, including its sales of pirate DVDs to Melbourne retail and video rental stores across the country.

Tan and Lim were charged for importing infringing copies of optical discs for the purpose of sale, contrary to the Copyright Act 1968. Lim was also charged for re-entering Australia under false documentation. On each of the 160 copyright offenses, both could have been fined $50,000, or jailed for five years. To the disappointment of law enforcement and MPA investigators, a magistrate handed both defendants meager six-month suspended sentences and fines of only $2,000. Furthermore, the Australian Immigration Department decided to deport the couple immediately and allow them to leave Australia without ever paying their $21,000 fines.
Yi Geng Syndicate (2005)

In September 2005, a federal grand jury in New York indicted 26 individuals under the RICO statute (Racketeer Influenced and Corrupt Organizations Act) for controlling a range of illicit businesses, including a multi-million dollar piracy business based on the sale of illegal DVDs manufactured in China. The group, based in New York’s Chinatown, was charged with 22 offenses including racketeering, assault, extortion, conspiracy, extortions debt collection, witness tampering, money laundering, gambling, drug trafficking and trafficking in counterfeit DVDs and CDs.

The MPAA began working on the case in October 2002, raiding an illegal DVD lab and warehouse containing 40,000 illegally replicated DVDs. Subsequent surveillance quickly revealed other criminal activity in which the syndicate was involved. Working alongside the New York Police Department (NYPD), the Federal Bureau of Investigation (FBI) and several federal agencies, the MPAA continued to track the group, finding that members built their piracy business by importing thousands of pirated films from Chinese factories through commercial freight services. As their profits soared they increasingly turned to DVD R operations to maximize their profits.

Yi Geng went to great lengths to protect its lucrative piracy business. A well-armed protection racket took hold of street peddlers, who were regularly intimidated with violence if they failed to make scheduled payments. Compelling gangs received the most vicious assaults. In one instance, six gang members arrived at a man’s DVD-R facility, smashed the machinery, attacked several workers and even poured red paint all over the 2-month-old child of one rival gang member.

Profits from all of Yi Geng’s businesses were funneled into a massive money laundering operation leading to beneficiares in China. Investigators believe that the piracy business alone netted $12 million a year. US authorities are continuing to work with Chinese authorities to identify the organized crime syndicates responsible for the receiving and end of the funds.

Guthrie Syndicate (2004)

On July 1, 2004, a joint operation undertaken by the U.S. Department of Homeland Security’s Department of Immigration and Customs Enforcement (ICE), China’s Ministry of Public Security (MPS) and the MPAA culminated in enforcement actions in China that resulted in the arrest of six people, including two American citizens. The American mugging, Randolph Gibson Guthrie III, a.k.a. Randy Guthrie, age 31, had lived in Shanghai for nearly 10 years. The sheer magnitude of the operation and its trans-border links warrant its inclusion in this report as a de-facto organized crime enterprise.

The actions initiated on July 1 by officers from the Economic Crime Investigation Department of the Chinese Ministry of Public Security (MPS) and the Shanghai Public Security Bureau led to the seizure of more than 2,500,000 counterfeit motion picture DVDs and approximately US$1.2 million, as well as RMB222,000 (US$26,820). Chinese authorities also located and destroyed three warehouses that were being used to store counterfeit motion picture DVDs for distribution around the globe.

The enforcement actions, called “Operation Spring,” were part of ICE’s Cornerstone Initiative, which targets the alternative financing mechanisms that terrorist and other criminal organizations use to earn, move, and store assets. Intellectual property rights violations provide a lucrative source of funding increasingly exploited by organized criminal groups. The MPAA provided crucial assistance and background information to U.S. and Chinese law enforcement agencies in the case.

At a press conference on July 3 in Shanghai, a spokesperson for the Chinese Ministry of Public Security said, “Over the past five years, in the field of combating this piracy of intellectual property, China’s Ministry of Public Security and U.S. Immigration and Customs Enforcement have enjoyed close cooperation. This case is a good example for future investigations on such criminal cases. It demonstrates the attention that Chinese agencies give to intellectual property rights crimes and also shows that both sides can work together under the principle of understanding, trust, equality and cooperation. It also shows mutual respect for each other’s national laws and regulations.”

On October 25, 2008, Guthrie was deported from China after serving a portion of his sentence. On arrival in Los Angeles he was arrested and subsequently arraigned in federal court in Mississippi. At this writing his trial was scheduled to start in early January 2009 and he faces up to 12 years in prison on illegal trafficking and money laundering charges.
Japanese organized crime syndicates (broader referred to as yakuza) have grown in recent years and in 2004 reached their highest level of membership since the Anti-gang Law came into force in 1992. Their power extends to many sectors of the legitimate and black market Japanese economy. Their financial resources are seemingly limitless as they continue to exploit lending services from Japan's semi-legal banks. A former head of the National Police Agency's organized crime division opined that up to 50% of the bad debts held by Japanese banks could be impossible to recover because they involve organized crime.

The Kobe based Yamaguchi-gumi is now Japan's largest syndicate, with more than 39,200 members (almost half of all gang members in Japan). The gang's disciplined leadership has ventured into optical disk piracy, an area in which it is believed that they control a nationwide network of pirate DVD street vendors. Over the last year, police began closing in on Yamaguchi-gumi affiliated syndicates and executed several important takedowns:

Yokohama, Tokyo (2005)
On January 19, a police officer from Kuma-mae police station found a street vendor, Koike Masataka, selling pirated DVDs under a railroad bridge near the east entrance of the JR Asakusabashi station. The routine pickup went off without incident and the subject voluntarily turned over 175 discs for confiscation. After the official complaint was filed, Koike was arrested in Osaka and confessed to violating the copyright law. During his interrogation, Koike implicated Nanjo Akira, a.k.a. Kan Kosu, whom he alleged supervised all piracy activity in the area. Members of Tokyo's Organized Crime Control Office have told MPF officials that Nanjo was a very senior ranking member of the Yamaguchi-gumi, and his involvement is illustrative of how seriously the gang considers piracy to their operations. Nanjo was arrested several days later.

Ebisu Grand Festival (2006)
On January 10, Nishinomiya police and Hyogo Prefectural Police Headquarters arrested Oshiba Masayoshi for operating a DVD stall at the Nishinomiya Ebisu Grand Festival at the Nishinomiya Shrine. Oshiro is a member of the Yamaguchi-gumi syndicate operating in Himeji City. At the time of the raid, he was caught in possession of 1,000 pirate DVDs.

On October 15, officers from the First Division of the Organized Crime Control Office of Tokyo's Metropolitan Police Bureau arrested nine people, including three Japanese and six Chinese citizens on suspicion of violation of the copyright law. One of the suspects, 37-year-old Nakazawa Katsuhisa, is the owner of a Chinese bazaar located in Nakamachi, Itabashi-ku, Tokyo. At the same time, police raided a pirate factory in Toshima-ku, Tokyo, and seized 6,200 pirate videocassettes and 229 VCDs. Police charged Kanazawa and his accomplices with exhibiting 159 pirated VHS tapes at three Chinese bookshops in Tokyo, including the Chin Chin Chinese Bookshop, for the purpose of distribution. Kanazawa is the head of the Chin Group that imports and sells Chinese foods, clothing and books in Tokyo. All the suspects denied the charges.

On November 2, around 100 officers from the Organized Crime Control Office of the National Police Agency and Shinjuku police station raided 17 outlets and locations linked to the Chin Chinese bookshop in Shinbuku, Tokyo. Accompanying the raiding party were 13 immigration officers and seven interpreters. The raiders seized 6,231 pirated VHS tapes at three shops including the main shop, and found evidence of manufacturing at several locations. The price of a pirated VHS tape (with poor-quality handmade label) was ¥40,000 (around US$10).
Quiao-based Syndicates (2005)

There is strong evidence that Muslim-Filipino organized gangs are cornering the retail market for pirate optical discs within Metro Manila. Government enforcement action over the last few years, however, suggests that manufacturing is being conducted by Chinese organized crime syndicates (PRC, Malaysia and Taiwan) as well as Filipino-Chinese gangs working directly for these overseas organized crime syndicates.

Officials of the Philippine Optical Media Board (OMB) have worked closely with the MPA to put continuous pressure on the syndicates. Incidents of violent retaliation against enforcement officers conducting raids within Metro Manila are occurring with increased frequency. Raid tactics are changed constantly in order to help prevent leaks of information and ambushes by angry crowds.

While some Muslim areas in Manila are virtually “no go” areas for enforcement officials due to the threat of violence, raids are taking place but raiding teams often number hundreds of officers. Complicity among Muslim groups, local government officials and municipal law enforcement remains an ongoing concern and continues to stymie enforcement action. Even newly opened cutters, such as MetroWorld Mall, quickly infiltrate enforcement agencies with informants who successfully tip off pirate vendors about impending raids.

The government is continuing to identify connections from Manila into notorious triad groups of Hong Kong and Taiwan that could be behind the surging piracy rate in the Philippines. As early as 2002, the government spoke out about organized crime groups that appeared to be involved in piracy by “assisting” illegal disc makers, particularly in the purchase of replicating machines:

“It is likely that international crime groups may have given seed money for illegal disc makers to buy these imported replicating machines, which can churn out some 1,000 CDs per hour.”

Three years later, the DVD-R/CD-R burning industry has further emboldened the Quiao traders, who now control fully integrated manufacturing and retail syndicates. This summer, Philippine National Police (PNP) raided two locations in Manila’s Quiao district, seizing 104 optical disc burners and nearly 10,000 pirated optical discs. The 104 raided burners were capable of producing 3,744,000 pirated optical discs in a year. The PNP raiding team, led by Chief Superintendent Nelson Yabut and comprising more than 50 heavily armed officers with additional armed control teams in support, hit the Baretto Trade Mall and Sultan Sharif Building just before dawn, obtaining three workers for questioning and hauling away the burners, discs and large numbers of labels and optical disc cases.

Malaysia-linked Syndicates (2004)

In January 2002 the DILG-Special Operations group of the Philippines National police executed a search warrant at the warehouse of a notorious VCD pirate factory. The company is owned by a Malaysian company that has been under investigation by the MPA for years. At the raid in Manila police discovered more than 12,993 pirate VCDs and stampers for four MPA titles.

A subsequent financial investigation revealed that company’s directors also sat on the boards of several Malaysian holding companies with links to optical disc piracy and contraband cigarettes. Following his arrest in March 2004, the notorious Kuala Lumpur gangster Tin Yam, a.k.a. Ah Les (profiled in the previous section) joined the board of one of the holding companies. Authorities believe the move was to settle a score between him and rival gang members.
**Operation Jupiter (2005)**

From November 2004 to April 2005 the MPA and International Federation for the Phonographic Industries (IFPI) worked together with federal authorities in Argentina, Brazil and Paraguay to stop the mass smuggling of blank DVD-Rs and CD-Rs used to supply the extensive burning operations in the region. Two of the arrests were of Taiwanese nationals with suspected organized crime links.

The operation seized a total of 2,243,804 blank CDs and 272,790 blank DVDs. On March 31, 2006, authorities arrested 24 individuals and seized blank CDs and DVDs, with 292 gaming machines and illicit drugs valued at USD 671,000.

**Firearms Links (2002)**

A number of piracy cases in Taiwan during 2002 demonstrate the increased use of firearms by organized crime syndicates to protect their illegal business:

In May 2002, during a raid on a house in Taiwan Fruit Farming Zone, police arrested a man and seized two rifles, three handguns, four cartridge clips with bullets, one knife, one machine for making bullets for the weapons, drugs and 8,077 pirate optical discs for supplying night market street vendors.

In June 2002, during a raid on an underground warehouse, police seized 17 CD-R burners, 21,642 illegal CDs and VCDs (in CD-R format) and a handgun. Six people were arrested, of whom four were under the age of 18. These juveniles were operating pirate optical disc stalls in the night markets.

In September 2002, in central Taiwan, the police arrested a 19-year-old in connection with the production of underground firearms to equip gang members who were required to protect the pirate optical disc syndicate’s market place.

In September 2002, police arrested two suspects in Taoyuan City who were involved in a shooting in the Rao He Street Night Market in Sunghsin City, Taipei on August 29. The two suspects fired two rounds in the air trying to control the pirate optical disc market without regard for the safety of a very large number of shoppers.
On September 23, 2004 the Thai Justice Department announced the formation of a new Department of Suppression Investigation (DISI), responsible for investigating crimes affecting national security and involving organized crime and money laundering. The new unit comprises over 1,000 officers, of whom 173 are assigned to the Intellectual Property Case Office, responsible for investigating complex intellectual property cases and intellectual property cases involving organized criminal gangs. The Intellectual Property Case Office is also responsible for investigating illegal optical disc plants. The MPA is actively lobbying the Thai government to have copyright offenses included in Organized Crime Legislation.

Klongtom Syndicate (2005)
On June 22, two Motion Picture Association investigators investigating the Sri Verachai Building in Klongtom, an area well known for the sale and distribution of illegitimate products, as well as for organized criminal gang presence, were set upon by six men who assaulted them with chairs, rods and other objects. The investigators sustained injuries to their faces, backs and heads and were hospitalized. Two days later, on June 24, the police officer in charge of Klongtom arrested three of the men responsible for the attack and found them to be members of one of the largest piracy syndicates in Klongtom, which had recently sustained raids on its retail outlets.

Fortune Syndicate (2004)
Incidents of violence have become more frequent in Thailand and can be largely attributed to inter-gang territorial warfare. In early 2004, Lek Fortune, head of a self-styled Fortune gang, which operated in Bangkok’s Din Daeng District, was shot dead as he set outside his optical disc piracy shop.

Fortune was suspected by authorities to be involved in a range of criminal activity including human trafficking, prostitution and sports gambling. Yet, optical disc piracy stood out as one of his most profitable enterprises. It is believed that Fortune’s murder was a reprisal attack, ordered by Bangkok’s Lee gang, for his attempt to move into the Fortune IT ‘Wall protection racket. According to Fortune’s nephew and business partner, the attack was executed by a professional assassin who fired two shots through Fortune’s skull and escaped by motorbike.
Conclusion

Intellectual property unleashes our nation’s potential. It theft diminishes our nation’s and our children’s possibilities. Intellectual property crimes threaten our nation’s economic security, the health and safety of our citizens, even our national security.

Our response to this threat must be every bit as robust and aggressive as our response to terrorism, violent crime, drugs, and corruption.

—Former U.S. Attorney General John Ashcroft

The theft and abuse of intellectual property, especially in intellectual property crimes, is organized crime, requiring an interdisciplinary approach to combat. This approach requires professionals to distinguish between legal and illegal transactions.

The efficient and effective prosecution of individuals who have engaged in organized criminal business practices is critical to the protection of intellectual property and intellectual property crimes.

The required cooperation among federal, state, and local law enforcement agencies is essential to the success of these efforts to address issues of national security and economic security.

There is a growing awareness that intellectual property theft is a significant problem that has become a threat to our nation’s economy and national security. This threat is not limited to the United States, as intellectual property theft is a global problem.

The intellectual property theft is a serious threat to national security, as it undermines the integrity of the United States’ financial system and the stability of the world economy.

The special task force was established to address this threat and its members have been successful in shutting down large-scale intellectual property theft operations.

The special task force was composed of federal, state, and local law enforcement agencies, and its success was achieved through effective cooperation.

The experience of the special task force has shown that intellectual property theft is a serious threat to the United States and the world, and it is essential that we continue to take action to address this threat.

The special task force was successful in shutting down large-scale intellectual property theft operations, and its success was achieved through effective cooperation between federal, state, and local law enforcement agencies.

The experience of the special task force has shown that intellectual property theft is a serious threat to national security, as it undermines the integrity of the United States’ financial system and the stability of the world economy.

The special task force was established to address this threat and its members have been successful in shutting down large-scale intellectual property theft operations.
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